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Introduction

What is SEE/Change Configuration Manager ?

The Configuration Manager module enables you to define the structure of the operating environments
used in your system and network. The information stored by the Configuration Manager is then used by
all other SEE/Change modules while performing change management tasks.

For whom is SEE/Change Configuration Manager intended ?

The Configuration Manager is intended to be used primarily:

» by analysts responsible for defining and setting up operating environments
» by security officers responsible for defining object authorisation structures
» by administrators responsible for enroling users

What this manual assumes you already know

It is assumed you have a working knowledge of the AS/400 and are familiar with its operating system
0S/400, in particular the following features:

libraries

library lists and current library

object authorizations

physical and source file members, and the ways you can manipulate them

general understanding of the IBM SNADS product, network directories, user ids, etc.
message handling

jobs and job logs

Please refer to the appropriate OS/400 manuals for further information about the above topics.

It is also assumed you have a general working knowledge of using SEE/Change. A separate manual
entitled SEE/Change General Introduction contains information common to all SEE/Change modules,
including the following items you should be familiar with:

common command keys

using list panels and pull down menus

using entry panels, prompting and pop-up windows
using online help

handling messages

submitting batch jobs

It is also assumed you have a knowledge of your organisation’s software structure at all network locations,
and can identify:

the various application program libraries

the various application database libraries

the various application source files

the change management standards in force at your organisation
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Key concepts and basics

Configuration Manager functions

Following are the main Configuration Manager functions:

WRKSY SCFG (Work with System/Site Configuration) enables you to define the physical systemsin
the network and the database grouping in each system.

WRKAPPCFG (Work with Application Configuration) enables you to define all your applications and
map the usage of each application over the defined systems and sites. Y ou can choose to work at one
of three levels of complexity when configuring an application.

WRKPRMDTA (Work with Parameter Data) enables you to specify preferences, default values and
certain operational characteristics for the local system. Function UPDPRMDTA (Update Parameter
Data) makes the changes you have made via WRKPRMDTA operational.

WRKOBJAUT (Work with Objects Authorities) enables you to specify default authority templates to
be applied to all delivered and installed application parts.

WRKUSRAUT (Work with User Authorities) enables you to enrol users to SEE/Change, and to
specify the SEE/Change modules and data filters controlling the information to which the users have
access.

WRKTAL (Work with Thenon Authorisation Lists) enables you to specify those users whose explicit
authorisation is required before a Change Request can be progressed in the change management

cycle
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Configuration Manager menus

SEECFG SEE/ Change Confi gurati on Manager
Sel ect one of the follow ng:

1. Work with System Site Configuration

2. Wrk with Location Configuration

3. Wirk with Application Configuration

4. Wrk with Application Area Configuration

11. Work with General Paraneters
12. Apply General Paraneter Changes

21. Work with Ooject Authorities
22. Wrk with User Enrol ment
23. Work with System Authorisation Lists

60. Mdre Configuration Manager Options
: 61. User Defined Options
i Sel ection or conmmand
E:::)

i F3=Exi t F4=Pr onpt F9=Retri eve F12=Cancel

Option 60. More Configuration Manager Options displays secondary menu SEECFG2.

SEECF&2 SEE/ Change Configurati on Manager
Sel ect one of the follow ng:
1. Configure Additional Action/Status Options

Check Configuration Details
3. List General Paraneters

N

11. Edit Source Nami ng Patterns

12. Edit Conpilation Commands

13. Build Application Source Register
14. Del ete Application Message Files
15. Change Object Defaults

50. Change Batch Submit Defaults

: Sel ection or command
E:::)

i F3=Exi t F4=Pr onpt F9=Retri eve F12=Cancel

Option 50. Change Batch Submit Defaults. Refer to SEE/Change General Introduction for further
information about submitting jobs to batch.
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Understanding the configuration process

Configuration establishes SEE/Change characteristics such as:

SEE/Change executable programs
The identity of systems and sites on the network

Characteristics of the local system; for example,the default destination for database application
parts.

General parameters that influence use of resources by the local system
Resources used by applications to be managed by SEE/Change change management cycle; for
example the libraries used by the application, where source should be returned when an

application part is promoted to the Live/Production environment

What processing takes place when releases are distributed (for example, whether source-based
application parts should be re-compiled when they are promoted)

Overrides that specify processing for a particular application or application part when it is
delivered

The information you supply in the process of system and application configuration relates to the whole

network.

One approach isto:

1. Configure SEE/Change on each target system

2. Configure the network systems and applications at a primary devel opment centre (the location where

most development work is taking place), then distribute the configuration data to all target systems.
Refer to Managing network configuration on page 2-41.

Generally, you should configure systems and applications in the following order:

1. Usefunction WRKSY SCFG to define the network systems and sites.

2.

Use function WRKPRMDTA to specify against general parameter @L SY the system code associated
with the local system. It must be a system code already configured in the previous step. Then, use
function UPDPRMDTA to make the general parameter changes operational. Refer to Managing
general parameters on page 2-50.

Use function WRKAPPCFG to define the application usage for each of the systems and sites you have
configured in step 1. Here you specify the library structure for the application at each system/site.

The following sections contain explanations of the main entities involved in the SEE/Change change
management cycle.

Systems

A system isaphysical AS/400 machine in your network, or any third-party installation with which you
communicate either electronically or by sending/receiving magnetic media.
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Each system islinked to a single network SNADS user id that must already be configured using the
system command WRKDIR. This user id is used by the SEE/Change Communication Manager to access
that system. For more details about the SNADS user id, see page 2-54.

When you configure an application, you specify the development centre system for the application.
Each system is seen as either the application development centre system for that application, or as a
production system for the application. The same system can be seen as the development centre for one
application and as a production system for another application.

Each AS/400 in your network and each AS/400 you are communicating with is identified by a unique 3-

character system code. Against each system code you specify a description. The first 10 characters of the
description are shown in various functions as the system name, and they must therefore be unique.

Sites
A siteisadistinct set of data at a system.

For example, if you have two branches sharing the same A S/400 processor and same application
programs, but each operating over a separate set of data files, you would define a site for each branch.

Another example is the case where you want to have a distinct training environment. Y ou would then
identify one site as the training site and other sites as production sites.

Each site can be used by one or more applications.

When you configure an application, you can specify, against each site, separate database libraries for live
running and for testing, so you do not need to identify multiple sites to cater for testing purposes, just
different database libraries.

Y ou specify the sites used when you define your systems. Y ou can define up to 99 sites at each system.
Each site is uniquely identified in the network by a 3-character site code. Against each site code you

specify adescription. The first 10 characters of the description are shown in various functions as the site
name, and they must therefore be unique.

Applications

An application is a distinct set of programs and program-related objects that together provide a business
solution.

Each application can be used at any system, over any of the sites defined for each system.
When you configure an application, you can specify:

» Against each site, the target database libraries for the live running and for testing.
» Against each system, the target program libraries for live running and for testing.

Each application used in your network is identified by a unique three-character application code. Against

each application code, you specify a description. The first ten characters of the description are shown in
various functions as the application name, and they must therefore be unique.
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Environments

An environment is a distinct operating setting for an application operating over a site. Each environment
can be associated with a unique library list.

SEE/Change works with the following distinct environments:

*DEV  The Development environment, where code is maintained, compiled and unit-tested. This
environment is available only at the application development centre site.

*MDL The Modulée/Integration environment, where code can be system tested by technical staff. This
environment is available only at the application development centre site.

*ACP The Acceptance/QA environment, where code can be tested by users and quality assurance staff.
This environment is available at all network sites.

*LIV  The Live/Production environment, where the application software is used.
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Source level
Source level is an attribute of source-based and source-only application parts. Source level governs how
SEE/Change handles these types of application part, and determines where a particular part is delivered
when it is released.

The SEE/Change source levels are:

*BAS Application base level. Parts on this level belong to the application core, and are delivered to
all network locations where the application is used.

. *BAS parts targeted at program libraries are delivered to the core application program
library at each system where the application is used.

. *BAS parts targeted at database libraries are delivered to each of the database libraries
associated with the sites configured for the application at each system.

*SIT  Site specific level. Parts on thislevel belong to a specific site, and are delivered to the
specified site only.

All partsat *SIT level, both those targeted at program libraries and those targeted at database
libraries, are delivered to alibrary that is specially designated to contain site specific
programs.

*GRP Site group level. Parts on this level are designated for use by a group of network sites, and are
delivered to all sites belonging to the group.

. *GRP parts targeted at program libraries are delivered to alibrary that is specially
designated to contain group specific programs, at each of the systems that includes
one or more sites belonging to the group.

. *GRP parts targeted at database libraries are delivered to each of the libraries that are
specially designated to contain site specific programs.

For each application you configure, you specify what levels can be applied to its parts. Asyou retrieve a
source part into the change management cycle, you specify the level at which the part will be delivered.

Each site you configure for the application is assumed to be receiving the core application parts (*BAS).

For each site you also specify whether the site can receive site specific parts, and whether the site belongs
to a site group. Only sites that can receive site specific parts can belong to a site group.

Database libraries
When you configure an application, you specify the database libraries being used. Y ou can specify:

»  The Modulée/Integration database library at the development centre.
»  The Acceptance/QA and Live/Production database libraries at each site using the application.
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Application program libraries

Y ou specify the program libraries being used when you configure an application. Y ou can specify:

1

At the development centre, the Module/Integration, Acceptance/QA and Live/Production program
libraries for each of the those levels used by the application throughout the network.

At each production system, the Acceptance/QA and Live/Production program libraries for each of
those levels used by the application at that system.

Application job descriptions and library lists

When you configure an application, you specify the job description name associated with the application.
Every library that receives database objects should contain the application job description name, because
the library list included in the job description (under parameter INLLIBL) is used whenever processes that
work with parts of the application are executed in the change management cycle; for example, when
source members are re-compiled as part of the CR promotion.

Thelibrary list in the application job description contained in the Module/Integration database library at
the development centreis also used as the skeleton for creating the library list used while changing
application partsin a CR.

The structure of the library list contained in the various target libraries should reflect the operating
environment. The following table shows this basic structure:

Libraries included BASE APPL SITE SPECIFIC GROUP SPECIFIC
in INLLIBL

*LIV *ACP *MDL *LIV *ACP *MDL *LIV *ACP *MDL
Site Database Lib X X X X X X X X X
MDL Pgm Lib: *SIT X X
MDL Pgm Lib: X
*GRP
MDL Pgm Lib: X X X
*BAS
ACP Pgm Lib: *SIT X X X X
ACP Pgm Lib: X X
*GRP
ACP Pgm Lib: X X X X X X
*BAS
LIV Pgm Lib: *SIT X X X X X X
LIV Pgm Lib: *GRP X X X
LIV Pgm Lib: *BAS X X X X X X X X X

Configuration Manager 2-15



Managing application parts
The application part is the entity used by SEE/Change to manage individual AS/400 objects within the
change management cycle. Changes to application parts are managed in the context of Change Reguests
(CR). Each CR is associated with a single application. A CR is populated by retrieving application parts
into the CR.

The libraries each application part is delivered to when promoted through the change management cycle
are determined by:

1 the application associated with the CR that contains the part
1 thelevel specified for the part
1 the part's object reference id, an attribute of a part that provides SEE/Change with information
about how to process the part as it progresses through the change management cycle.
An application part can be:

1 A source-based object whose source and object form are both managed by SEE/Change, for
example an RPG program

1 An AS/400 source-only object, for example a REXX program or some CL code
1 Some other AS/400 object, for example a data area.
CR source level
When you retrieve a part for change in a CR, the part is automatically associated with the CR's
application, and you specify its level as either:
*BAS Base application part

*SIT  xXxx Site specific part for site xxx
*GRP  xxx Group specific part for group xxx

Object reference id
An object reference id defines the following change management attributes:

» Thetype of target library associated with the part, which can be program library (* PGM) or database
library (* DB).

*  Whether the application part isimplemented as a source-based member, a source-only member, or an
AS/400 object.

» The AS/400 object type and attribute, for parts implemented as objects.
» The default source file name, source type, and source record length for parts implemented as source-
based members.

»  The source usage type, for parts implemented as source-based or source-only members. This can be
one of the following (for further details refer to Source usage on page 2-27):
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*COMPILE The source member is used to compile an object, for example, RPG source
code.

*MEMO The source member is used as a memorandum, for example, program
specifications or internal documentation.

*INTERPRET The source member is used as run-time data (interpretive source), for example,
REXX specifications.

*CPYREF The source member is used as compile-time copy reference, for example, a
member referenced in a/COPY statement in an RPG program.

Appendix C: Object reference id table on page 2-183 shows the attributes of each object referenceid. You

can alter the source usage, the default source file name, and the source record length of those entriesin the
table that are for source-based application parts. Refer to Command CHGOBJDFT on page 2-155.

Configuration Manager 2-17



Managing objects
Generally, SEE/Change moves or duplicates objects into the target environment based on:

1 Thetarget library type (that is, Program library or Database library; the target library typeis
determined by examining the object reference id for the object)

1 The originating environment, which is determined when a CR promote request is processed.

However, you can override the target environment at three levels: at application level, at object-type
(object reference id) level, and at object level.

As an example, SEE/Change, by default, retains the contents of data members of logical and physical files
when anew version of a database file is delivered. Data in the existing physical file is copied into the new
file members using the OS400 command CPY F with FMTOPT (* MAP *DROP). Y ou can override this
default, and bypass data retention, by specifying:

1 That all application objects are re-compiled when delivered to target environments

1 That aspecific source file should be re-compiled

1 For aspecific physical file, that datain the development environment is duplicated into target
environments.

For more details, refer to Configuration overrides on page 2-34.

Message files

A CR that has application parts is associated with a CR work library. Message files are handled differently
than other application parts:

» Message files are maintained in a common area accessible to all CR users, and not in any particular
CR library. Change management locks are not applied to message files, and concurrent access to the
same message file can be obtained by all CR users.

» The common areais the Application Message File Library, which is specified for each application on
the Work with Application Details panel in the Work with Application Configuration function. The
same message file library can be shared by any number of applications, but a message file name must
be unique across all applications that share a common message file library. The default application
message file library is the SEE/Change Save Library, whose name is specified via parameter @SVL.

By using different message file libraries, it is possible to develop message files of the same name for

different applications, within the same SEE/Change environment.

*  When configuring an application, you can specify whether message files are duplicated or merged
into target environments. The duplicate option results in better performance, but the merge option is
useful if there are differences between the same message files in the various target environments.
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Object authorities
SEE/Change uses a set of hierarchically structured authority templates to apply OS/400 object authorities
automatically, after an object isinstalled at atarget environment. When the object is delivered, the
template structure is searched for a match; if a match is found, the authority specification contained in the
matched template is applied.
For a description of templates and the template structure, see page 2-105.

Y ou can control the object authority structure in two ways:

3. You can specify default authority templates via function WRKOBJAUT. SEE/Change works with the
following hierarchical template levels:

*OBJ containing authority specifications for a specific object name and reference id.

*LIBTYP  containing authority specifications for all objects of a certain reference id delivered into

a specific library.
*LIB containing authority specifications for all objects delivered into a specific library.
*TYP containing authority specifications for all objects of a certain referenceid.
*ALL containing authority specifications for all objects.

In processing each object, SEE/Change applies authority checksin increasing level of generality, and
stops applying authority checks when it finds a match. For example, if a match isfound at *OBJ
level for an object, SEE/Change does not apply checks at *LIBTYP level or above for that object.

In each template you can specify:

The object owner.

For program objects - the program adopt status (* USER/* OWNER).
For program objects - whether to use previously adopted authority.
The authority list name to be granted or revoked.

The list of users and their respective rights to be granted or revoked.

Poo o

4. If an object is being superseded, and if no templates are specified, or if no template matches the
object, the authority of the superseded object is applied to the newly installed object:

The object owner is changed to that of the superseded object.

All authorities are revoked from the newly delivered object.

All users are granted the same access as that of the superseded object.

The newly delivered object is attached to any OS/400 authorisation list to which the superseded
object was attached.

oo o

Authority templates are defined locally at each system, and are searched and applied to all installed
objects at that system, regardless of the authorities in force at the originating development centre.
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Object-specific processing

You can arrange for a specific set of processes to be invoked immediately after the installation of an
object.

This can be useful if, for example, your development centre is supplying printer files to multiple remote
systems and at each remote system the printer file requirement is different.

Y ou can use function WRKOBJAUT to specify a processing template. In each processing template you
specify the execution string, which can contain any valid OS/400 or user-written command. The string
can also contain run time substitutional variables for the part name, OS/400 type and attribute, so you can
directly invoke OS/400 commands such as CHGPRTF. This execution string is processed for each
installed object that matches the template level.

The structure for processing templatesisidentical to the structure used for authority templates (see page
2-19). After an object isinstalled, oneinternal search is employed to find a matching authority template
and a separate search is employed to find a matching processing template.

Processing templates are defined locally at each system, and are searched and applied to al installed
objects at that system, regardless of the originating development centre.
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Managing source members and documents

In general, source members are owned and maintained at the development centre and are held under
structures called source pools.

Source pools are a part of the mechanism that SEE/Change uses to keep track of and control access to
individual source-based application parts at the development centre system for an application.

When you retrieve a source member into a CR, SEE/Change must know where to find the existing source
member. Also, when the CR is promoted to the Live/production environment, you may not want to replace
the source member back to where it was taken, thus overwriting the original. In that case, SEE/Change
must be given specifications as to where the source is to be returned.

By configuring and maintaining source pools, you provide SEE/Change with information to enable it to
build records in its source registry. Each record in the source registry contains information about where
the source part is to be retrieved from and where it should be returned to when a CR that containsit is
moved to the Live/Production environment.

When you change the source pool configuration, you must get SEE/Change to update its source registry,
by using the command UPDSRCREG.

To tell SEE/Change about a source member created outside of SEE/Change, you must first configure a
source pool for it, and then get SEE/Change to update its source registry. If you do not do this,
SEE/Change does not know where to find the new source-based part when you try to retrieve it into a CR.

Note:

Y ou can create a new source-based application part within SEE/Change by 'retrieving' the (non-existent)
part into a CR. In that case, you do not need to run UPDSRCREG, since SEE/Change already has the
information it needs to manage the new member.

Source pools

When you configure an application, you specify the source file and library against each source based
object reference id. Y ou do not have to configure all available object reference ids. For example, you could
limit the scope of certain applications to programs only, thereby preventing database changes within the
context of these applications.

Source pool configuration allows for the following:
* A number of source pools can be associated with the application base level software.

The available pools associated with the application base software provide for source segmentation and
dynamic archiving. The pools are designated as *BAS-1 through *BAS-25.

*BAS-1isalso referred to as the primary pool. For every object reference id being used, you must
specify the primary source pool. Secondary source pools are optional and can be specified as locked
pools. Locked pools are protected from source modifications. If a source member is retrieved from a
locked pool for the purpose of modification, the modified source member is returned to the primary
pool or adesignated unlocked source pool at the end of the change management cycle. The primary
pool cannot be locked. The same source member name can reside in one or more of the specified
pools. The source retrieval process uses the source member resident in the source pool that is at the
highest level.
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» A single source pool can be associated with every site capable of receiving site specific level software.

» A single source pool can be associated with every site group that has been defined as receiving group
specific level software.

The following diagrams illustrate source management based on the source pool configuration.

Pool id Source file/lib Locked? PGMA resides
o e

1 QRPGSRC LIB1 NO (implicit)

2 QRPGSRC LIB2 *NO

G T - QRPGSRC LIB3 *YES R PGMA

4 QRPGSRC LIB4 *YES PGMA

5 QRPGSRC LIB5 *YES PGMA

A\ 4

Source update when moving Source modification in
CR to *LIV environment CR work library

1 When you retrieve member PGMA, it is retrieved from the highest level pool where it resides; that is,
pool id 3, which is locked.

2 When you promote the CR to the Live/Production environment, the modified source member is
delivered into the primary source pool.

Pool id Source file/lib Locked? PGMA resides

1 QRPGSRC LIB1 *NO (implicity [ PGMA 7T ]

2 QRPGSRC LIB2 *NO

3 QRPGSRC LIB3 *YES PGMA

4 QRPGSRC LIB4 *YES PGMA

5 QRPGSRC LIB5 *YES PGMA

Y

Source update when moving Source modification in
CR to *LIV environment CR work library
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When you subsequently retrieve source member PGMA, it is retrieved from the primary pool, which

isimplicitly unlocked.

When you promote the CR to the Live/Production environment, the modified source member is
delivered into the primary source pool, which cannot be locked.

Pool id Source file/lib Locked? PGMA resides
1 QRPGSRC LIB1 *NO (implicit)
2 QRPGSRC LIB2 *NO
» 3 QRPGSRC LIB3 *NO PGMB »
4 QRPGSRC LIB4 *YES PGMB
5 QRPGSRC LIB5 *YES PGMB

Source update when moving
CR to *LIV environment

¢

A

Source modification in
CR work library

When you retrieve member PGMB, it is retrieved from the highest level pool where it resides; that is,

pool id 3, which is unlocked.

When you promote the CR to the Live/Production environment, the modified source member is
delivered into the same pool from which it came (pool id 3), which is unlocked.
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Y ou can dynamically archive source pools by changing the source pool directory while work isin
progress. Y ou can re-structure the source pool configuration at any time, as long as you re-load the
application source register each time you do so. The following diagram illustrates this archiving

capability.
Pool id Source file/lib Locked?
Modifications for version 1.1 1 QRPGSRC LIB11 *NO (implicit)
2
3
4
. . . 5 QRPGSRC LIB10 *YES
Application base version 1.0
Pool id Source file/lib Locked?
Modifications for version 1.2 1 QRPGSRC LIB12 *NO (implicit)
2
3
e . . 4 QRPGSRC LIB11 *YES
Mod{f|0§tlons for verS|_on 1.1 5 ORPGSRC LIB10 VES
Application base version 1.0 —»

I Remove QRPGSRC in library LI1B11 from source pool 1 and configure it against source pool 4.
Configure new empty QRPGSRC in library LIB12 against source pool 1.
I Perform function UPDSRCREG (Update Source Register).

Source register

For each application, the source register provides the directory of the application's source members, and
contains asingle entry for each source member. Following initial configuration or any subsequent
modifications to the source pool configuration, the application source register must be re-built, using
function UPDSRCREG. This function can be invoked via an action option in the main panel of function
WRKAPPCFG, or viamenu SEECFG2 option 13. Build Application Source Register.

The process of building the source register is performed sequentially for each library/file name. Only
members with a source type compatible with the object reference id against which the source pool is
configured are loaded. For example, if you configure source file QRPGSRC against object type *PGM
attribute RPG, only source members with edit type RPG are |oaded into the source registry. If some of
your source members are stored as TXT members, they will not be loaded.

Y ou must ensure that the application source files are not in use when building the source register.
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Source distribution and compilation

Source distribution is optional. Normally, parts are compiled in a CR work library at the development
centre and are distributed in object form to all remote systems.

When configuring an application, you can specify that all source members are included in the release
packet being sent to all remote destinations that use the application.

Y ou can also use the configuration override facility to specify that a specific source member isto be
included in the release packet for a specific system (or site), or that a specific source member is
unconditionally included in the release packet, and is unloaded only at specified remote systems. Refer to
Configuration overrides on page 2-34. The following points summarise how SEE/Change manages source
application parts:

Menu SEECFG2, option 12. Edit Compilation Commands enables you to edit all commands
used for compiling partsin the CR work library at the development centre and for re-compiling parts
when the CR is promoted at either the development centre or remote systems.

When you configure an application, you can specify that al its source-based objects are re-compiled
(instead of being duplicated or moved) when the CR is promoted. This can be specified separately for
the development centre and for remote systems.

Y ou can also use the configuration override facility to specify whether a specific part isto be re-
compiled at either the development centre or at any remote system. The configuration override facility
also enables you to override the application job description name used for re-compilations.

The library list being used for re-compilation is the list specified under the INLLIBL parameter of the
application job description (or the overridden job description name) in the target library.

If SEE/Change does not find the source member when the CR is promoted, SEE/Change attempts to
duplicate the member instead, and a message in the movement error log indicates that duplication
was attempted instead of re-compilation.

Source-based database objects (physical files and logical files) are normally restored from the
Live/Production environment into the Module/Integration and/or Acceptance/QA environments when
the revert to devel opment operation is executed. When re-compilation is used, these parts are re-
compiled from the Live/Production source.

When re-compilation is specified at the development centre, logical files are also re-compiled into the
release packet. If the CR isin the Live/Production environment, the job description used (for library
list purposes when recompiling) is the application job description (or the overridden job description
name) in the Live/Production database library of the first site at the development centre. If the CR is
not in the Live/Production environment, the job description in the target Modul e/l ntegration database
library isused. The release packet library is always added on the top of the library list before
compilation.

When re-compilation is used, existing logical file members are not retained. Y ou can control the
logical file members created by tailoring the library list in the job description being used. If special
logical file member scope is required, you can use object level processing (viafunction
WRKOBJAUT) to create the necessary logical file members.
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The following table shows the impact of various network configuration combinations in respect of source
distribution and re-compilation.

Development centre Production system

Configuration Configuration Release installation
Distribute Re- Distribute Re- Source Object Object
source compile source compile delivered duplicated created
*YES *YES *YES *YES YES NO YES
*YES *YES *YES *NO YES YES NO
*YES *YES *NO *YES NO NO YES
*YES *YES *NO *NO NO YES NO
*YES *NO *YES *YES YES NO YES
*YES *NO *YES *NO YES YES NO
*YES *NO *NO *YES NO NO YES
*YES *NO *NO *NO NO YES NO
*NO *YES *YES *YES YES NO YES
*NO *YES *YES *NO YES YES NO
*NO *YES *NO *YES NO NO YES
*NO *YES *NO *NO NO YES NO
*NO *NO *YES *YES Invalid combination (Src error)
*NO *NO *YES *NO Invalid combination (Src error)
*NO *NO *NO *YES NO YES NO
*NO *NO *NO *NO NO YES NO
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Source usage

Every source-based application part is assigned a sour ce usage type that determines the way the source
member is handled through the change management cycle. The SEE/Change source usage types are:

*COMPILE
*MEMO
*INTERPRET
*CPYREF

The following notes describe each usage type:

*COMPILE
»  Source member is used to compile a part.

» At the development centre, source is promoted from the CR library only when promotion to the live
source pool takes place.

» Sourceisloaded into the release packet if either Distribute source code or Re-compile objs at remote
sites are specified in the application configuration as* Y ES, or if Load source to release packet is
specified in the configuration override facility as Y.

» Sourceis sent to remote systems if either Distribute source code is specified in the application
configuration as *YES, or if Unload source from release packet is specified in the configuration
override facility as'Y.

» The configuration override facility can be used to override whether source is distributed, and the
target libraries at remote systems.

*MEMO

»  Source member is used as a memorandum, for example, program specifications or internal
documentation.

» At the development centre, source is promoted from the CR library only when promotion to the live
source pool takes place.

» Sourceisloaded into the release packet if Distribute source code is specified in the application
configuration as * YES.

» Sourceis sent to remote systems if Distribute source code is specified in the application configuration
as*YES.

» The configuration override facility cannot be used to override whether source is distributed.
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*INTERPRET
»  Source member is used as run-time data (interpretive source).

* Sourceis promoted at the development centre to al target environments; the member is also
promoted to the live source pool.

» Sourceis awaysloaded to the release packet and promoted at remote systems.

»  The configuration override facility can be used to override the target libraries for the source member.

*CPYREF

»  Source member is used as compile time copy reference, for example, member referenced in /COPY
statement in RPG program.

»  Source member is promoted at the development centre to all target environments; the member is also
promoted to the live source pool.

» Sourceisloaded into the release packet if either Distribute source code or Re-compile objs at remote
sites are specified in the application configuration as* Y ES, or if Load source to release packet is
specified in object overridesas Y.

» Sourceis promoted at remote systemsiif either Distribute source code is specified in the application
configuration as *YES, or if Unload source from release packet is specified in the local configuration
override facility as'Y.

»  The configuration override facility can be used to override whether source is distributed, and the
target libraries.
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The following table summarises the above details:

Source activity *COMPILE *MEMO *INTERPRET *CPYREF
At development centre: No No Yes: Copy Yes: Move
Promote ?
At development centre: Yes Yes Yes Yes
Source pool update ?
At development centre: Yes, if: Yes, of: Yes Yes, if:
Load to release packet ?
Cfg: Compile, or Cfg: Distribute Cfg: Compile, or
Cfg: Distribute, or Cfg: Distribute, or
Ovr: Distribute Ovr: Distribute
At remote systems: Yes, if: Yes, if: Yes Yes, if:
Distributed ?
Cfg: Distribute Cfg: Distribute Cfg: Distribute or
Ovr: Distribute Ovr: Distribute
At remote systems: Yes: Yes: Move Yes: Copy Yes: Move
Promote if distributed ? Programs: Move
DB files: Copy
Override target library ? Yes No Yes Yes
Override distribution ? Yes No No Yes
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Source member naming patterns

Naming pattern tables can be used to enforce your own naming convention standards for new source
members.

When you configure the application source pools, you can associate every object reference id being
configured with the name of a naming pattern table.

Each table includes one or more valid naming pattern entries. When you initiate a new source member,
the selected member name is checked to ensure it is compatible with one or more of the entriesin the table
name associated with the object reference id.

Y ou can define any number of pattern tables.

A naming pattern table is held and maintained by SEE/Change as a general parameter. For more
information about general parameters, see Maintaining general parameters on page 2-89.

Source templates

File O#SRCTY P in the SEE/Change object library (OMSOBJ) can be used to specify source member
templates to be used when new members are initiated under an application.

For each source type (RPG, CLP, CBL, CMD, PF, LF etc) amember with the same name existsin
O#SRCTYP.

You can use PDM or SEU to edit these membersin O#SRCTY P.
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Document types and document templates

The following types of text documents are associated with the change management cycle:

User text

IS text

Development text

Release text

User text isfor use by end users and/or personnel responsible for user liaison to
supply information to IS describing end user's requests or problems. User text is
associated with the IR. One user text document can be maintained against each
IR User text is aways included in the release packet and distributed to remote
systems.

IStext isfor use by IS personnel responsible for user liaison to supply
information in response to user's requests or problems. IS text can be used to
clarify a problem that does not require any software changes, or to provide
instructions and guidelines to complement the software changes that were made
against the IR. One IS text document can be maintained against each IR . IS
text is always included in the release packet and is distributed to remote
systems.

Development text is for use by developers to provide documentation for internal
IS purposes. Development text is associated with the CR. One development text
document can be maintained against each CR . Development text is not
automatically distributed, but it can be collected and distributed as part of
release text.

Release text is for use by personnel responsible for rel ease packaging and
software distribution to remote systems to provide description and special
instructions accompanying the software release. In the Release Manager you
can select an option to automatically collect user and 1S text documents of IRs
allocated to the release, or IRs referencing IRs allocated to the release. Y ou can
also collect the development text of each CR allocated to the release.

General parameter @WRD can be used to specify the word processing facility you use to enter and
maintain your text documents. Refer to Maintaining general parameters - @WRD on page 2-99.

Y ou can specify atemplate document for each document type, to be automatically used when a new text
document is created. If you use SEU as your word processing facility, add the following member names
into text file OMSTXT in the SEE/Change data library. If you use Office/400, add the following document
names into the folder name specified under general parameter @FLR (refer to Maintaining general
parameters - @FLR on page 2-94):

THNDVTPL
THNISTPL

THNUSTPL
THNRLTPL

Template for Development Text
Template for 1S Text

Template for User Text
Template for Release Text
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Managing movements
On systems that have either the Change Manager or the Release Manager installed, you can move CRs
from one environment to another. When a CR is promoted, all application parts registered under the CR
are moved or duplicated into the specified target environment.
There are three types of movements you can request:
*MDL Movement to the Module/Integration environment at the application development centre.
*ACP Movement to the Acceptance/QA environment at the application development centre.
*LIV  Movement to the Live/Production environment at either the application development centre or at
remote production systems.

For details about the movement/promote patterns, refer to Promoting CRs through the change
management cycle in Change Manager User and Reference Manual.

The following configuration items affect the various movement/promote patterns.

Using CASE tools for development
SEE/Change provides a structured interface to a number of CASE tools. Each interface hasits own set of
characteristics that define the way the application parts are registered, promoted and distributed in the
network.
When you configure an application, you can indicate that the application is developed using a named
CASE tool. If so, you must also specify the CASE model or set name associated with the application you
are configuring.

When you create a CR, the CASE tool specified for the application is taken as the default, but you can
override this default and assign a different CASE tool (or no CASE toal) for the CR.

For details about the interface to a specific CASE tool, see the SEE/Change Interfaces Manual.
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Multiple versioning

Normally, after the CR is promoted to the Live/Production environment at the devel opment centre, the CR
work library is automatically erased.

When you configure an application, you can specify that multiple versions are kept on disk in the form of
CR work libraries, and that these libraries can be used to load application parts into the rel ease packet.

Planned concurrent development
Normally, application parts are locked after they are retrieved into the CR.

When you configure an application, you can specify, as a default, that concurrent development is allowed
in all CRs created for the application. This enables you to make multiple changes to a single source
member (program part or database part) under different CRs.

When you create a CR, the option for concurrent devel opment specified for the application is taken as the
default, but you can override this default and alow or disallow concurrent development within the context
of that specific CR.

CRs classified as Emergency Fix type CRs (*EMG) are automatically enabled for concurrent
development, regardless of the planned concurrent development status at either the application level or the
CR levd.

When you request a CR movement/promote, or when you allocate the CR to a release, the concurrent
development status of each source member under the CR is checked, and warning messages notify you of
the status of all the other versions of the same member in the change management cycle. Y ou can choose
to ignore the warning and continue processing, or abort the movement/promote regquest.

Concurrent development is allowed only for source-based application parts and database files. Ultimately,
the changes to a single source-based part done under different CRs will have to be merged. A separate
Thenon product, SEE/One Compare and Merge Manager, can be used to handle the comparison and
merging of the various concurrent changes.

Program-type application parts are handled differently than database-type application partsif a concurrent
development situation exists when the CR is promoted.

For details about how SEE/Change handles the promotion of a part under concurrent development, see
Managing concurrent development in the Change Manager User and Reference Manual.

Configuration Manager 2-33



Configuration overrides

Generally, when application parts are promoted, the configuration information for the application is used
to determine factors such as the target library, whether the part is re-compiled, whether sourceis
distributed.

The configuration override facility in SEE/Change enables you to override certain configuration items for
a specific application part. The features of this facility are:

» Configuration overrides are recorded permanently against the application part, i.e; they are not
recorded against the CR. After you specify the overrides, they are used whenever the application part
is promoted, regardless of the CR being used, until you explicitly remove them.

* You can select an application part for configuration overrides from various functions in the
Development Manager. Y ou can aso use this facility for application parts that are not currently in the
change management cycle. Refer to Configuration overrides in Development Manager User and
Reference Manual.

*  When you configure an application, you can specify whether configuration overrides are distributed to
remote systems or not. If distributed, you can specify at the development centre which overrides will
take effect at the remote systems; the specifications are included in every release packet, and are used
to update local overrides when the release is installed at each remote system. If configuration
overrides are not distributed, you can specify local overrides only at each system, and this restriction
includes the development centre system.

Y ou can override the following configuration items:

» TheLive/Production library name. For base application database objects you can specify the keyword
*BYPASS to bypass a specific site database library.

»  The Acceptance/QA library name. For base application database objects you can specify the keyword
*BYPASS to bypass a specific site database library.

»  The Modulée/Integration library name. This item can be overridden only at the application
development centre system. For a base-level database object, you can specify a Module/Integration
override library for every site configured at the development centre system.

If you specify a non-existent library as an override library, a warning message is displayed. The warning
can beignored in order to have the override accepted and updated.

» For physical files - whether existing datais retained, or data from the CR library is distributed to all
target sites.

»  For source based application parts - whether the source member is distributed, i.e; whether it is|oaded
to the release packet at the devel opment centre and whether it is unloaded from the release packet at
remote systems.

»  For application parts that can be compiled - whether the part is re-compiled instead of being moved or
duplicated.

»  For application parts that are re-compiled - the application job description name for the re-
compilation.

For abase-level database object, you can bypass an environment at one particular site without
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having to bypass all environments at that site. For example, you can bypass the Module/Integration and
Acceptance/ QA environments, so that a particular base-level database part gets delivered only to the
Live/Production database library for a site.
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Archiving

SEE/Change's archiving feature enables you to retain parts replaced in the Live/Production environment,
and to restore these partsif you revert to development any CRs that have been promoted to the
Live/Production environment.

The archiving feature is most useful in circumstances where you have promoted a CR into the
Live/Production environment, and some time later it has become necessary, due to problems with the new
software, to re-instate the live environment as it existed before you promoted the CR.

When you configure an application, you specify the number of archiving levels, i.e; the number of
previous object/source versions you wish to retain. If you specify zero archive levels, the feature is
effectively turned off for the application. Y ou must specify at least one archive level to enable reverting
CRs from the Live/Production environment.

The number of archive levels you nominate for an application determines how far back you can revert CRs
within that application. The following should be considered:

»  The number you specify relates to each individual part being changed. It does not necessarily indicate
the number of live CRs you can revert to development. In principle, you can revert any live CR, as
long as each of its parts point to an existing archive level not higher than the number of archive levels
nominated for the application.

As an example, suppose that CR1, CR2, CR3, CR4 and CR5 contain five versions of the same
program PGMA. The application is configured with three archive levels. Assuming that the CRs have
been promoted to Live/Production in their numerical sequence, after CR5 has been promoted, the
three archive levels for PGMA relate to the versionsin CR3, CR4 and CR5. Y ou would be able to
revert CR5 to development, then CR4 then CR3; but when you attempt to revert CR2, the program
will not be able to find the archived version associated with the promotion of CR2, and will therefore
reject your request.

Y ou can ignore errors and continue with revert operations, but in the above example, you might be
ableto revert all other partsin CR2, but an error will occur when the program attempts to revert
PGMA, i.e; PGMA will not be re-instated, and is left unchanged in the Live/Production environment.

»  The number of archiving levels has an impact on disk usage. To estimate the impact you must
estimate the volume of change of the application over a given period in terms of percentage applied to
the total application disk size (including database definitions, but without data), and add to this the
average volume of repetitive change multiplied by the number of archiving levels.

The main practical purpose of the archiving feature is to allow the re-instating of a previous version
of the software, within a reasonably short period of the time after the software has been installed (and
problems have been detected). When determining the number of levels you need, the main issues are
the frequency of change delivery and on the effectiveness of the QA process is within your
organisation.

In most cases, an archive level intherange 1 - 5 is adequate.
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Auxiliary storage pools (ASP)
Normally, you cannot move parts from alibrary in one ASP to alibrary in another ASP using the
MOVOBJ (Move Object) command. OS/400 Auxiliary Pool 1d enables you to force alibrary into a user-
defined storage pool.

When you configure an application, you can specify the application ASP as either:

1 for the system ASP
2-16  for any user-defined ASP
0 to indicate to that user-defined ASPs are not used on your system.

The value you specify is for informational purposes only. ASPs are managed as follows:

* CRIibraries are always created with the current default value for parameter ASP of OS/400 command
CRTLIB. If you do not change the IBM shipped valug, it is the system pool id 1.

» Archive and temporary movement libraries (used to temporarily save a part before it is replaced), are
created with identical ASP to the ASP of the movement target library.

This arrangement enables you to segregate programs by application, and at the same time to segregate the
various database libraries used by any application.

The following is an example of valid application ASP configuration:

Application A Application B
Envirn Pgm Lib Database Envirn | Pgm Lib Database
ASP Site Lib ASP ASP Site Lib ASP
*MDL 2 S01 3 *MDL 5 S01 3
*ACP 2 So1 4 *ACP 5 So1 4
S02 4 S02 4
S02 4 S03 4
*LIV 2 So1 1 *LIV 5 S01 1
S02 1 S02 1
S03 1 S03 1

If user-defined storage pools are used, it is the user's responsibility to ensure that all program libraries for
the same application are created in the same ASP. These include:

* Module/Integration program library

» Acceptance/QA program libraries
» Live/Production program libraries
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Network distribution
Changes to an application are distributed in the form of releases.

Y ou create arelease using the Release Manager. Then, you allocate to the release those CRs that are
ready for distribution. Y ou can allocate multiple CRs for different applications in one release.

An option within the Change Manager (which istypically available only at the development system for
the application) enables you flag the CR status as ready for distribution (*RDY). CRs must be in this
status before they can be allocated to arelease.

When the required CRs have been allocated to arelease, you can distribute the changes using either the
Communication Manager or magnetic tape.

At remote systems you can install the release automatically, using the Communication Manager, or
manually from tape. After areleaseisinstalled, the application changes can be viewed and managed in
their originating CR units.

When you request release distribution, you specify the target environment as either the Acceptance/ QA
(*ACP) or the Live/Production (*LIV) environment. The target environment is always specified at the
development centre before the release packet is created.

The Release Manager enables you to distribute a release to a selection of the remote environments you
have configured for the application. This means that, for example, you can configure just the
Acceptance/ QA environment for a subset of your remote systems. Then you can distribute the changes for
user acceptance testing to only those remote systems that use the Acceptance/ QA environment. After user
testing is complete, you can distribute the changesto all Live/Production environments in the network. At
remote systems where acceptance testing is being conducted, you can simply promote each of the CRs
contained in the release to the Live/Production environment.

If the SEE/Change Communication Manager is active on both the development centre system and the
target system, then the completion status of each CR promote request at the target system is reported back
to the development centre. Refer to Displaying CR network status in Change Manager User and
Reference Manual.
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Movement authorisation

SEE/Change incorporates an authorisation mechanism that controls CR movements at each system. This
feature enables you to nominate lists of users whose explicit authorisation is required before a CR
movement/promote can be effected. These lists are referred to as Thenon Authorisation Lists (TALS).

The CR movement/promote requests that can be subject to TALs are:

*MDL Promote to the Module/Integration environment at the application's devel opment centre.

*ACP Promote to the Acceptance/QA environment at the application's devel opment centre.

*RDY Change CR status to ready for release (*RDY).

*LIV  Promote to the Live/Production environment at either the application's development centre or
remote production systems.

*ALC Allocation of CRsto arelease.

*RLS Releaseto aLive/Production environment.

SEE/Change works with the following levels of TALs:

*SYS Systemlevel TAL, which is used to control all local CR movements. Y ou can maintain the lists
using menu SEECFG option 23. Work with System Authorisation Lists.

*APP  Application level TAL, which is used to control movements of all CRs belonging to a specific
application. Y ou can maintain the lists by selecting an action code when configuring the
application.

*CR  CRlevel TAL, which isused to control the movements of a specific CR. Y ou can maintain the
lists by selecting an action code when working with CRsin the Change Manager.

All three levels are checked when you request CR promotion in the Change Manager or in the Release
Manager at production systems.

If the authorizations specified in the lists have not been granted, the movement/promote request is not
submitted, and one or more messages indicate the outstanding user or group names.

The following table shows the authorizations that are checked when the various movement/promote

reguests are processed:
Movement authorisation checks
Promote request
*MDL *ACP *RDY *LIV
To Module/Integration environment (*MDL) X
To Acceptance/QA environment (*ACP) X X
Change CR status to Ready for release (*RDY) X X X
To Live/Production environment (*LI1V) X X X X

Specia concessions are made as follows:

» |If the user/group profile of the movement/promote requester is the only outstanding user for
authorisation, authorisation is made implicit.
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» |If the user/group profile of the movement/promote requester is QSECOFR, checking is bypassed.

There can be up to 999 separate lists for each combination of authority level and movement type. For
more details, see page 2-125.
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Managing network configuration

The information you supply in the process of system and application configuration relates to the whole
network.

In principle, the contents of the SEE/Change configuration database files (which contain the specifications
for systems, sites and applications) should be identical at each network location. The recommended way of
ensuring this is to create the specifications at one location in the network and distribute them to other
locations, as follows:

1. Specify theinitial configuration at the primary development centre in the network, which is
the development centre responsible for the highest number of applications. At this primary system
you configure all applications for all systems: thisis one major difference between the way the
primary system is configured and the way other systems on the network are configured.

2. Tobe ableto distribute your configuration data to all network locations using the Communication
Manager, you must first ensure that basic configuration is available at each remote network location.
Basic configuration includes the mapping of the shipped application code OMS over the local system,
the primary development centre, and the virtual system reserved for SEE/Change Support.

To achieve this you must do the following at each remote system:

» Install SEE/Change. Refer to SEE/Change General Introduction for details and a checklist.
» Usefunction WRKPRMDTA to assign the values for the following general parameters:
@AUT The authorisation code for the local machine, obtained from your vendor.

@LSY Theloca system code, which must be unique within the network.

»  Usefunction WRKSY SCFG to configure:

. The local system code, which you have specified for parameter @L SY ; configure at least
onesite.
. The primary development centre system code, from which the complete configuration

datawill be sent; configure the site used by application OMS at the primary system.

. System code THN, the system that will be used for management and installation of
changes to SEE/Change itself. This system must be configured, and must have defined
for it asingle site whose code must be TH1. By default, SEE/Change automatically
creates this system/site combination a new systemis created. For details, see page
2-177.
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»  Usefunction WRKAPPCFG to configure application code OMS against the local, primary and
SEE/Change systems. Use the following values:

. OMS Application code

. THN Development centre

. TH1 Development centre site

. OMSDTA Module testing database library

. *NONE Module testing status

. OMSDTA Database library, at each system

. *NONE Acceptance testing status, at each system

. OMSOBJ Live program library, at each system

3. Usethe command DSTCFG (Distribute Configuration Files) to distribute the configuration data
entered at the primary system to all network locations. This command starts transfer request O#CFG.
This transfer request has been set up to distribute the necessary configuration files to al network
locations, and to submit command INSTALCFG at every location. Command INSTALCFG installs
the distributed data into the local database. Y ou should check the status of O#CFG before evoking
command DSTCFG. Y ou can change transfer request O#CFG so that it will not execute INSTALCFG
at the target sites, in which case you must passthrough to each location, after successful distribution,
to execute INSTALCFG locally. Refer to Communication Manager User and Reference Manual.

Regardless of how command INSTALCFG is invoked, you must ensure that no users are signed on to
SEE/Change.

Thefilesincluded in O#CFG are:

XAPX Application Master

XASX Source File Register

XEFX Database Register

XENX Program Environment Register
XSYX System Master

XSIX Site Master

XPRX System Parameters

DSTCFG aso transfers the file O#OVR (application override specifications). Both O#OVR and
O#POL (default target pools) may be empty at the system where this function isinvoked. If so, empty
files are transferred to the target systems.

Both these files are received and installed into the local system by INSTALCFG. If these files
are empty when received, all datais cleared from the existing file at the local system.
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Note that the following parameter codes are excluded from the installation process. The local values
specified against these parameters are retained after installation of configuration data from the
primary development centre:

@ARP Archive/Work Library Prefix
@AUT Authorisation Code

@AU1 Authorisation Code - Thenon/ONE
@AU2 @DTL THENON Data Library
@DTL Thenon Data Library

@LSY Local System Code

@LTP Loca Tape Device Name

@OBL Thenon Object Library

@OMH Incoming software release hold status
@RCH Incoming data transfer hold status
@SNH Outgoing data transfer hold status
@SVL Thenon Save Library

@WRP Work Library Prefix

Functions WRKSY SCFG and WRKAPPCFG validate only specifications pertaining to the local
system, while specifications pertaining to the remote network location are not validated. Therefore,
after INSTALCFG has completed successfully, you should review the configuration on each network
location by using these functions, to ensure all specifications that were not validated at the primary
development centre are valid on the local system.
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Managing user access

User profile QSECOFR and members of group profile QSECOFR are implicitly authorised to use all
SEE/Change functions. SEE/Change is shipped with default enrolment data for user profile QSECOFR.
Y ou do not need to specify any authorizations for these profiles.Y ou can use function WRKUSRAUT to
specify other user authorities for SEE/Change functions.

The following panel is displayed when you execute function WRKUSRAUT.

SEE/ Change - Change Managenment System
Work with User Enrol ment
2=Change 3=Copy 4=Del et e 5=Di spl ay

EOpt User profile
: <--- Locate user
__ DMVB

! __ DVBDOC
i QPGWR
i QSECOFR

Bot t om?

Fl=Hel p F3=Exit F5=Refresh F6=Create F9=Cnd Fl1l=User sign-on F12=Cancel
i F21=Filters F24=Messages

Note:

From this panel you can use F11=User sign-on to get to panels that enable you to enter specifications
for users access to SEE/Change functions. These panels have been included for compatibility with earlier
versions of SEE/Change; it is not recommended that they be used for controlling user access to
SEE/Change functions and commands.

If you do not use the common application access (that is, you sign-on to SEE/Change via command
SEE/Change MENU(* QCMD) or SEE/Change(MENU(menu-name)), there is no need to specify any user
sign-on details for applications. The only requirement is to specify the user authorities to the various
SEE/Change functions through the initial panel.

If auser uses SEE/Change's menu system (instead of the standard AS/400 menus), SEE/Change does not
indicate whether or not the user is authorised for menu options. However, when the user selects an option,
the authority checks are performed, and if the user is not authorised, an appropriate error message is
returned.

Y ou can explicitly authorise any user profile to use any SEE/Change function. The authorisation checks
are resolved on the basis of 'Is the user or group profile allowed to use this function?.
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If the user profileis grouped, the user profile authorisation is checked first; if user profile authorizations
are not explicit (that is: Y or N), the group profile authorizations are checked.

In addition to specifying authorisation for each function, two other items can be specified for certain
functions:

1 For functions that are controlled by data filtering, you can specify the assigned filter name, and
whether the user is alowed to change the filter restrictions.

For certain Communication Manager functions, you can specify the Authority Level associated
with the user when executing the function. For each Transfer Request and Monitor request
defined within the Communication Manager, a Minimum Required Authority Level is specified.
This authority level is compared against the User Authority Level (specified on the enrolment
record) to determine whether access to the Transfer/Monitor request can be granted.

When enroling a new user, you can use an existing authorisation profile as a base by using action option
3=Copy. This enables you to set up re-usable authority templates.

SEE/Change enables you to assign authorities based on standard templates. See Object authorities on
page 2-19 for more details. The following table shows the various SEE/Change functions that can be
authorised for each user, grouped by module. The 'Authorisation Template' columns indicate:

» The correlation to the Authority Levels used in previous versions of SEE/Change
» The correlation to the Authority Templates that can be used to quickly set up new users and change
existing users. For example, if you create atemplate for a user, specifying module CFG and authority

Oper, the user will have authority to use the following commands only:
CHGSBMDFT, WRKOBJAUT, WRKOBJOVR.
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Authority Templates

Mdl Function Description
Full | Tech | Oper | App!l | Pgmr | View
CFG | CFGBAROPT Configure Bar Option X X
CFG | CHGOBJDFT Change Obiject Defaults X X
CEG* | CHGSBMDFT Change Submit Defaults X X X X X X
CFG | CHKCFG Check Configuration X X
CFG UPDSRCREG Update Source Register X X
CFG | WRKAPPCFG W ork with Application X X
Configuration
CFG | WRKOBJAUT W ork with Object Authorities X X X X
CFG | WRKOBJOVR W ork with Object Promote X X X
Overrides
CEG | WRKPRMDTA | Work with Parameter Data X X
CFG | WRKPTNTBL W ork with Naming Pattern X X
Tables
CFG | WRKSYSCFG W ork with System Configuration X X
CFG | WRKTAL Work with Thenon auth Lists: X X
app Ivl
CFG | WRKTAL Work with Thenon auth Lists: X X
sys Ivl
CFG | WRKUSRAUT W ork with User Authority X X
PRB* | LSTINVRQS List Investigation Requests X X X X X X
PRB | WRKINVRQS W ork with Investig Rgs: browse X X X X X X
only
PRB* | WRKINVRQS W ork with Investigation X X X X
Requests
CHG* | DSPOBJMVT Display CR Object Movements X X X X X X
CHG* | DSPSTT Display SEE/Change Statistics X X X X X X
CHG | GRTMVTAUT Grant Movement Authorisation X X X X X X
CHG* | LSTCHGRQS List Change Requests X X X X X X
CHG* | LSTMVTLOG List Movement Log X X X X X X
CHG | MOVCR Promote CR - select promote X X X
type
CHG | MOVCR Promote CR -to X X X
Acceptance/QA
CHG | MOVCR Promote CR - to Live/Production X X X
CHG | MOVCR Promote CR -to X X X
Module/Integration
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Authority Templates

Mdl Function Description
Full | Tech | Oper | Appl | Pgmr | View
CHG | MOVCR Promote CR - Revert to dev X X X
CHG | PRGCHGDTA Purge Change Management X
Data
CHG | PRGMVTLOG Purge Movement Log X X X
CHG | RCVRLS Receive Release X X X X
CHG | RVKMVTAUT Revoke Movement Authorisation X X X X X X
CHG | UPDSTT Update SEE/Change Statistics X X X
CHG* | WRKCHGRQS | Work with Chg Rqgs: Browse X X X X X X
only
CHG | WRKCHGRQS | Work with Change Requests
CHG | WRKCRACT W ork with CR Actual Hours/Cost
CHG | WRKTAL W ork with Thenon auth Lists: X X X X X X
CR IVl
DEV | CRTCRLIB Create CR Library X X X X X
DEV | DLTAPPMSGF | Delete Application Message File X X X X X
DEV* | DSPCRDST Display CR Distribution X X X X X X
DEV* | DSPCROBJ Display CR Objects X X X X X X
DEV* | DSPOBJHST Display Object History X X X X X X
DEV | IMPORT Import Object/Source Register X X X X X
DEV | IMPORTLIB Import External Library X X X X X
DEV | RMVCROBJ Remove CR Object Register X X X X X
DEV | TFRCROBJ Transfer CR Object X X X X X
DEV | WRKAPPMSG | Work with Application Message X X X X X
F File
DEV | WRKCRDEV W ork with CR Devlopment X X X X X
DEV | WRKCROBJ Work with CR Objects X X X X X
RLS CRTRLSTAP Create Release Tape X X X
RLS STRRLSTFR Start Release Transfer X X X
RLS WRKRLS Work with Releases X X X
COM | CHGHLDSTS Change Transfer Hold Status X X X
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Authority Templates
Mdl Function Description
Full | Tech | Oper | App!l | Pgmr | View

COM | CHGLOGPTY Change Comms Mgr Log Priority X X X
COM | CNLTFR Cancel Comms Manager X X X

Transfer
COM | ENDDMSJOB End Comms Mgr Background X X X

Jobs
COM | LSTLOG List Comms Manager Log X X X X X X
*
COM | LSTMONRQS List Monitor Request Definitions X X X X X X
*
COM | LSTTFRRQS List Transfer Request Definitions X X X X X X
*
COM | PRGLOG Purge Comms Manager Logs X X X
COM | STRDMSJOB Start Comms Mgr Background X X X

Jobs
COM | STRMONRQS Start Monitor Request X X X X
COM | STRPASTRU Start Passthrough Session X X X X X
*
COM | STRTFRRQS Start Transfer Request X X X X
COM | TRMMONRQS | Terminate Monitor Request X X X X
COM | WRKMONRQS | Work with Monitor Requests X X X
COM | WRKMONSTS | Work with Monitor Status X X X X
*
COM | WRKMONSTS | Work with Monitor Status: Reset X X X

opt
COM | WRKMONSTS | Work with Monitor Status: Rcvry X X X

opt
COM | WRKTFRRQS W ork with Transfer Requests X X X
COM | WRKTFRSTS Work with Transfer Status X X X X X
*
COM | WRKTFRSTS Work with Transfer Status: Cnfm X X X

opt
COM | WRKTFRSTS Work with Transfer Status: Rset X X X

opt
COM | WRKTFRSTS Work with Transfer Status: X X X

Rcvry opt
ONE | CMPSRCF Compare Source File X X X X X
ONE | CMPSRCMBR Compare Source Member X X X X X
ONE | EXCMRGRQS Execute Compare/Merge X X X X X

Request
ONE | MRGSRCF Merge Source File X X X X X
ONE | MRGSRCMBR Merge Source Member X X X X X
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Authority Templates
Mdl Function Description
Full | Tech | Oper | Appl | Pgmr | View
ONE | RMVMRGRQS Remove Compare/Merge X X X X X
Request
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Authority Templates

Mdl Function Description
Full | Tech | Oper | Appl | Pgmr | View
ONE | STRMRGSEU Start SEU Compare/Merge X X X X X
Output
JOB* | WRKTSK Work with Tasks X X X X X X
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Managing general parameters

General parameters allow you to specify general preferences for SEE/Change operations at the local
system.

Each parameter isidentified by a unique four-character parameter code. For each code you specify either:

» asinglevalue (for example, *YES or *NO)
» oralist of valuesin the form of atable (an example is the parameter CRTP, for which you can
specify alist of codes for the CR types you want to use and their respective meanings).

Most parameters are shipped with default values, so generally, you do not have to change any of them to
get SEE/Change working, with the exception of the following two parameter codes:

@AUT the authorisation code provided to you by your vendor.

@LSY the system code of the local system after you have configured al systemsin the network (via
function WRKSY SCFG).

After any change to parameter values, or any alteration to the system or application configuration, you
must execute function UPDPRMDTA. This function makes the parameter values you have specified
operational, and ensures that internal parameter values are generated for the new system/application
structure.

At each network system you can specify different parameter values, but generally, it is best to standardise
most parameter values. Y ou can distribute all your preferences (excluding the values for parameter code
@AUT and @LSY) from the primary development centre to all remote systems. Refer to Managing
network configuration on page 2-41.
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Configuring Systems

The WRKSY SCFG function enables you to define the systems and sites, as well as passthrough routing
entries for those systems and sites. Thisis the first configuration function you should perform after
installation of SEE/Change. When a hew machine is attached to your network, or a new site is being
established, you can update your system and site configuration through this function. Refer to Systems and
Stes on page 2-11.

A system and its sites must be configured before any applications can be configured for it.

How to get into this function

Menu/Option: SEECFG/1
Command: WRKSY SCFG

When either of the configuration commands (WRKSY SCFG or WRKAPPCFG) isin use by one user, no
other user can gain access to any of them.

Therefore, when any of these functions is requested, SEE/Change checks that neither of them is already
active in the current environment. If the check determines that one of them is active, the requesting user
sees a message saying that a configuration function is active, and must then determine which job has the
active function.

When you exit from this function, SEE/Change displays a dialog box to prompt you to save the updated
parameters. If you respond with 'Y', UPDPRMDTA isrun immediately. Until UPDPRMDTA isrun, the
same dialog box is re-displayed whenever you exit from any configuration or parameter maintenance
function.
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List panel viewing and manipulation

: THNDEV SEE/ Change Testing Environment

: Wrk with Systems Configuration

i 2=Change 3=Copy 4=Del et e 5=Di spl ay 13=Sites
i 14=Passthru

Opt Sys Description Type OsS/ 400 version

: __ <-- Locate

__ BEJ Bejing *AS400 V2R2MD

__ CH Chicago *AS400 V2R2MD

__al cairo *AS400 V2R2MD

__ LON London *AS400 VIR3MD

__ MOS Nestles Aust *AS400 VIR3MD

__ NES Nestles Aust *AS400 VIR3MD

__ NYC New York City *AS400 VIR3MD

__ PAR Paris *AS400 VIR3MD

__ ROM Romm *AS400 VIR3MD

__ SFO san Frncisco *AS400 V1IR3MD

__ SY1 SYl-AsialPacific *AS400 V2R2MD Local - system
__ SY2 SY2-Europe/Africa *AS400 V2R2MD

l\/bre...?

§F3=Exit F4=Pronpt F5=Refresh F6=Create F9=Cnd F12=Cancel

Use option 3=Copy to create a new system based on the details of an existing system. All details of the
based-on system are used in creating the new system. Sites and passthrough routing entries are not copied.

When this panel is shown for the first time, system code THN (the mandatory system code associated with
SEE/Change itself) is not shown. Y ou can use F21=Include to include system THN in the list. When
included, you can use F21=Exclude system THN from the list.

When option 20=Local sys is processed against a system, parameter @L SY and other configuration
elements are updated to configure the selected system as the local system in the current environment. This
enables you to distribute your configuration and then configure the local system at each distributed site.

The system that is currently configured as the local system has the narrative ‘Local system' shown against
it.

The system code of each system currently configured is shown, sorted in ascending alphabetical order. For
each system, the system code and description, the associated user id within SNADS, the system type, and
0S/400 release level are shown.

Positioning the list of systems

Usethe Locate System input field to position the list of systems being shown. To revert to the full list,
blank out the search value and press enter.
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Action codes

You can select one of the following action codes:

2=Change

3=Copy

4=Delete

5=Display

13=Sites

14=Passthru

Change the details of the selected system. Refer to Working with the system
details panel on page 2-54. The mode in the top right of the panel is*UPD.
Y ou can change the system description, SNADS user id, machine serial
number, system type and OS/400 release number details.

Create a system configuration entry based on the selected system. Refer to
Working with the system details panel on page 2-54. The mode in the top right
of the panel is*ADD. Details of the existing system details are used as defaults
for the configuration of the new system.

Delete the selected system. A confirmation window pops up showing the system
code you have selected for deletion; press Enter to confirm and the entry is
removed; use F12 to cancel the delete operation.

Display selected system details. Refer to Working with the system details panel
on page 2-54. The mode in the top right of the panel is *BRW. Data cannot be
changed.

Maintain site configuration for the selected system. Refer to Working with the
system sites details panel on page 2-56.

Maintain user or group profile passthrough routing entries that specify the
communication details for passthrough sessions between the local system and
the selected system. Refer to Working with the system routing entries panel on
page 2-57.

Use F6=Create to create a new system definition.

Use F11=Application areas to create, change, or delete application areas (described on pages 2-53,

2-85).
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Working with the system details panel

The following panel is shown when you use action option 2=Change, 5=Display, or F6=Create from
the Work with Systems Configuration panel.

Syst em Code

: System description .

! SNADS User Id

SEE/ Change Testing Environnent
Work with Systens Details

! Machine Serial Number . . . : 01

System Type
: 05/ 400 Version .

BEJ
. . : Bejing
.(P): Q8YS QsYs
. *AS400 * SYS38/ * AS400
' V2R2MO Ver si on/ Rel ease/ Mbd | vl

This panel is used to enter, change or view all details of a specific system. The mode (in the top right
corner) shows * ADD for add mode, *UPD for update mode or * BRW for browse mode.

System code

System description

SNADS user id

Serial number

System type

Enter the system code. It must be unique.

Enter the system description. Ensure that the first 10 characters are unique,
since they are shown in various other list panels.

Enter the two-part user id associated with the system. Each system is
associated with a unique user id. Thisuser id is used by the
Communication Manager to transfer data/software to that system. Use
F4 to prompt for the user directory via DSPDIR command.

It is recommended that the user id assigned to a system is not used for any other
purpose, that is, no distributions should be made for this user id except those
started by the Communication Manager. On the local system, the user id should
be linked to user profile DMS. Refer to Interaction with SNADS and Summary
of configuration elements in Communication Manager User and Reference
Manual.

Enter the system serial number. It is recorded here for information purposes
only, and is optional.

Enter the system type. Valid values are * SY S38 or * AS400. One of these codes
must be entered.
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0S/400 release

2-56 SEE/Change

Enter the OS/400 Release Level being used on the system. The release
level format is VXRxMx where Vx is the version, Rx is the release, and
Mx is the modification level.

The default value is VIR3MO (Version 1, Release 3, Modification level 3). The
value entered here is used by SEE/Change in determining the value for
parameter TGTRLS when saving objects for distribution and when compiling
source members in the CR environment.



Working with the system sites details panel

The following panel is shown when you use action option 13=Sites from the Work with Systems
Configuration panel.

THNDEV SEE/ Change Testing Environnent
: Work with System Sites Details

ESystem. . . . . . . ! BE) Bejing

EType the codes and description for sites and data sets operating at the above
i system Then enter.
: Site
Code Description
BEJ BEJ- Bej i ng_HQ

More. .. !

iFl:HeIp F3=Exit F5=Refresh F9=Cnd F12=Cancel

This panel shows all available site configuration entries for the system being configured. Each item line
shows a site code and description. Y ou can:

! update existing entries
! create new entries
1 delete existing entries by blanking them out.

Site code Enter a site code. It must be unique throughout the network.

For each site a separate set of database libraries can be specified during
application configuration.

Description Site description must be entered.

Ensure that the first 10 characters are unique, since they are shown in various
other list panels.
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Working with the system routing entries panel

The following panel is shown when you use option 14=Passthru from the Work with Systems
Configuration panel.

THNDEV SEE/ Change - Change Managenent System
Work with System Routing Entries
System . LAX Los Angeles, CA
Type comuni cation specifications for user profile or *ALL users. Then enter.
Profile: *ALL Text: Los_Angel es
i Renote Location Name © LA (or *CNNDEV)
i APPC Device Chain . : *LOC (or *LOQ)
i Virtual Control Unit : *NONE (or *NONE)
Profile: Text :
i Rerote Location Name . . : (or *CNNDEV)
i APPC Device Chain . . . . : (or *LOQ)
iVirtual Control Unit . . : (or *NONE)
Profile: Text :
i Rerote Location Name . . : (or *CNNDEV)
i APPC Device Chain . . . . : (or *LOQ)
i Virtual Control Unit . . : (or *NONE) :
: More. .. :
Fl=Help F3=Exit F5=Refresh F9=Cmd F12=Cancel F24=Messages

This panel shows all available system routing configuration entries that facilitate passthrough
from the local system to the system being configured, as shown on the top of the panel.

Y ou can maintain existing entries, create new entries, or delete existing entries by blanking them out.
Each entry must be associated with a unique user or group profile, or the constant *ALL, which indicates
that the entry is available to all users allowed access to SEE/Change's passthrough facility.

Profile Enter the user or group profile name. It must be valid user profile on the local
system (object type *USRPRF), or * ALL when creating a routing entry for all
users authorised to perform passthrough operations. If an entry for *ALL users
is not created, user/group profiles that are not explicitly configured will not be

able to passthrough to the system via SEE/Change's passthrough facility.

Text

Remote Loc Name

APPC Device Chain
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The text description must be entered.

Enter the Remote L ocation Name, or the communication device chain being
used to link the local system with the system being configured.

The device chain can contain up to three device descriptions. The first one must
exist on the local system (object type *DEVD). The other two are provided to
enable a chained passthrough via intermediate CPUs. These devices must exist
on the intermediate systems in the order they are specified here.

For APPN network segments you must specify a Remote Location Name



Virtual Control Unit

(other than *CNNDEV) instead of APPC device chain, which should be set to
*LOC. For APPC segments you can use either a Remote Location Name or a
device chain (or both).

The values specified here will be used for parameters RMTLOCNAME and
CNNDEV of 05400 command STRPASTHR. For further information on
command STRPASTHR, refer to IBM documentation.

Enter the Virtual Control Unit name to be used on the target system, or *NONE
for automatic configuration.

If specified, the control unit must already be configured on the system, and one
or more workstation devices must be attached to it. Y ou can assign different
control units to different routing entries to ensure that different groups of users
share a different control unit.

When the user performs a passthrough operation via SEE/Change, if al

workstations attached to the control unit specified here are already allocated to
other sessions, an error will occur, and passthrough will not be allowed.
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Configuring applications

This function enables you to create and maintain definition details for applications and their databases,
source files and program environments.

Application configuration tasks can only be done against existing systems and sites.

It is therefore essential that you configure all your systems and sites before you
configure any applications.

The function includes the main list panel and a number of subsegquent panels. When you select action
option 2=Change from the main list panel, the panels are shown one after the other for you to specify
the relevant details. You can aso use other action options to directly access a specific panel in the
seguence - in this case the selected panel is shown followed by any remaining subsequent panels, in the
following order:

1

The Work with Application Configuration panel isthe main list panel showing all configured
applications that can be selected with the various action codes.

The Work with Application Details panel can be used to specify general application setup details. This
panel is shown when you select action option 2=Change, 5=Display, or F6=Create from the
main list panel.

The Work with Application source pools panel can be used to specify the source files and libraries for
each of the configured application source levels. This panel is shown when you select option 14=Src
files from the main list panel.

The Work with LANSA Partition Details panel can be used to specify LANSA partition codes for each
system where the application is being used. This panel is shown when you select option 16=CASE
info from the main list panel.

These steps are inter-dependent: if changes are made in one step, the subsequent steps should be followed
through in order to ensure the integrity of the application’s configuration. The following important notes
should be borne in mind when configuring an application:

Although F16=Update can be used from any step within the configuration process to validate and
update the current step's configuration details, some configuration errors may exist if the
configuration processis not fully completed.

The configuration process is designed for the configuration of all entities in the network. Some items,
such as libraries configured against remote systems, are not validated.

How to get into this function

Menu/Option: SEECFG/ 2
Command: WRKAPPCFG

When either of the configuration commands (WRKSY SCFG or WRKAPPCFG) isin use by one user, no
other user can gain access to any of them. Therefore, when any of these functions is requested,
SEE/Change checks that neither of them is already active in the current environment.
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If the check determines that one of them is active, the requesting user sees a message saying that a
configuration function is active, and must then determine which job has the active function.

If the check determines that one of them is active, the user sees a message saying that a configuration
function is active, and can then determine which job has the active function.

List panel viewing and manipulation

i THNDEV SEE/ Change Testing Environnent
: Work with Application Configuration

i 2=Change 3=Copy 4=Del et e 5=Di spl ay 12=Where used :
i 14=Src files 16=CASE i nfo 30=Upd src reg 40=Wk auth Ist 43=IR dft schd;

Opt App Description

: ___ <-- Locate

AP1 Denp application 1 *
AP2 Lansa Interface

M1  nkl

RC1 RC app LANSA

Bot t om?

Fl=Help F3=Exit F4=Pronpt F5=Refresh F6=Create F9=Cmd F12=Cancel
: F21=I ncl ude Thenon app F23=Mbre options F24=Messages

This panel shows all available applications. Y ou can maintain the list, by creating new entries, and
update, browse or delete existing entries. Each item line shows:

an application code and description

the system site codes of the development centre for the application
whether a Module/Integration environment is available for the application
the job description associated with the application.

Positioning the application list

Usethe Locate Application input field to position the list of applications being shown. To revert to the
full list, blank out the search value and press enter.

2-62 SEE/Change



Action codes

You can select one of the following action codes:

2=Change

3=Copy

4=Delete

5=Display

12=Where Used

14=Src files

16=CASE info

30=Upd src reg
re-build

This

Command

Update the selected application definition. Refer to Working with the
application details panel on page 2-76. The mode in the top right of the panel
is*UPD.

Create a new application based on the details of an existing application. All
details of the based-on application, including database, source file, and program
environments, are used in creating the new application. If you are using
SEE/Job, the default schedules that were defined for the based-on application
are copied to the new application.

When the main list panel is shown for the first time, application code OMS (the
mandatory application code associated with SEE/Change itself) is not shown.
You can use F21=Include to include application OMSin the list. When
included, you can use F21=Exclude to exclude application OMS from the

list.

Delete the selected application definition. A confirmation window will pop up
showing the application code you have selected for deletion; press Enter to
confirm and the entry is removed; use F12 to cancel the delete operation.
SEE/Change does not allow you to delete an application if there are active CRs
registered for the application.

Display selected application definition. Refer to Working with the application
details panel on page 2-76. The mode in the top right of the panel is*BRW.
Data cannot be changed.

Display alist of all systems/sites configured in the current environment. See
Working with the Application Configuration - Where used panel, on page 2-70.

Maintain source pool configuration for the selected application. Source pools
are maintained only at the application development centre. Refer to Working
with the application source pools panel on page 2-69.

This option is available only if the application Default CASE Tool is specified
as*LANSA. Enter LANSA partitions against the application. Refer to LANSA
interface in the separate manual entitled SEE/Change Interfaces.

Use the UPDSRCREG (Update Source Register) function, to build or

the application source register using the current source configuration.

function can be used while CRs for the application are active.
parameters are prompted.

Refer to Building the application source register on page 2-87, and Command
UPDSRCREG on page 2-169.
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40=Wrk auth Ist Use the WRKTAL (Work with Thenon Authorisation Lists) function, to allow
the maintenance of application level Thenon Authorisation Lists (TALS) for the
selected application. The TAL enables you to nominate alist of users who are
required to authorise a specific movement/promote type for all CRs under the
selected application.

Refer to Specifying authorisation lists on page 2-125.

Use F6=Create to create a new application definition. Refer to Working with the application details
panel on page 2-76. The mode in the top right of the panel is*ADD.

Action options 43=IR dft schd and 44=CR dft schd can be used to create IR and CR related task
schedules for an application area. For further details, see to SEE/Job User and Reference Manual.
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Working with the application details panel

The following panel is shown when you use action option 2=Change, 3=Copy, or 5=Display, or use
function key F6=Create from the Work with Application Configuration panel.

............................................................................................................................................

THNDEV SEE/ Change Testing Environnent
: Work with Application Details
i Application code . . : AP1
i Application description . . : Denp_application_1_*
i Devel opment centre system .(P): SsY1 SY1- Asi a/ Pacific
i Devel opnent centre site (P): SI1 Sl 1- Hongkong
i Application ASP . . . . . . . . : 0 0-16 (0 = use CRTLIB cnd dft);
i Application job description : AP1JOBD__ :
i Application nessage file library : OVBSAVTHN_
i Defaul t CASE t ool .(P): *NONE_ Model / Set Nane . : *NONE
i Cross-application docunentation A (N)one/ (A)ppl /(D) ate
i Re-conpile objs at renote sites 2. N (Y)es/(N)o
i Re-conpile objs at Dev Centre ? N (Y)es/(N)o
i Distribute source code ? . . N (Y)es/(N)o
i Distribute object override info 2. Y (Y)es/(N)o
i Message file operations . D (Merge/ (Duplicate
iMiltiple versioning 2. . . . . . : Y (Y)es/ (N o
i Planned concurrent devel opnent ? : Y (Y)es/(N)o
i Auto revert if pronote errors ? : Y (Y)es/ (N)o/ (P)ronpt
i Number of archiving levels . 03 0-99 (0 = no Archiving for Appl)
i Configuration conplexity . 3 1=Si npl e 2=Internedi ate 3=Conpl ex

! Fl=Hel p F3=Exit

Application code

Application desc..

Dev centre system

F4=Pr onpt

F9=Cmd F12=Cancel F16=Update

Enter the application code. It must be unique.

Enter the application description. Ensure that the first 10 characters are unique,
since they are shown in various other list panels.

Enter the system code that represents the application development centre
system. It must be avalid system code previously configured via function
WRKSY SCFG (Work with System Configuration). Use F4 to prompt for alist
of al valid system codes.

Each application can be defined to be used at any number of systems, but only
one system can be assigned as the development centre for an application. The
system assigned as the development centre will also automatically be
considered as a system that uses the application. Refer to Systems on page 2-11.
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Dev centre site

Application ASP

Application jobd

Appl message file lib

Default CASE tool

Mdl/set name
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Enter the site code that represents the application development centre
site. It must be avalid site code previoudly configured via function
WRKSY SCFG (Work with System Configuration) for the application
development centre system. Use F4 to prompt for alist of all valid site
codes.

Each application can be defined to be used at any number of sites, but only one
site can be assigned as the application development centre site. The site
assigned as the devel opment centre will also automatically be considered as a
site that uses the application.

Select the auxiliary storage pool (ASP) used for the application program
libraries. If you select a user-defined pool, you must ensure that all the
application program libraries use the same pool. Refer to Auxiliary storage
pools (ASP) on page 2-37.

Enter the job description name for the application. Each application is assigned
ageneric job description name. This job description should be located in each
library belonging to the application. In each library the application job
description can have different attributes, for example, a different library list.

The application job description is used to determine the library list for source
compilation into each of the libraries. The application job description in
Module/Integration database library (a mandatory database for each
application) is used as the base for the CR job description (CRJOBD) in each
CR library belonging to this application.

Throughout the configuration process, when a library name is specified, it is
checked to include the generic job description name specified here.

Refer to Job descriptions and library lists on page 2-15.

Specify the name of the common library within which all message files for this
application will be devel oped.

If thisentry isleft blank, or if the current entry is cleared, the default value
stored in parameter @SVL is used.

Enter the Computer Aided Software Engineering (CASE) tool id for the CR.
Use F4 to prompt for alist of valid codes. Refer to Using CASE tools for
devel opment on page 2-32.

Enter the default CASE Model/Set name for the application. Thisis an optional
value, and is required only for supported CASE products. Refer to Using CASE
tools for development on page 2-32.



Cross-application
documentation

Distribute src code

Re-compile remote?

Source documentation strategy. Possible values are:

When a part under this application is documented by SEE/Change,
occurrences of the same part in other applications are not documented.

When a part under this application is documented by SEE/Change, al
occurrences of this part in all applications will be documented in this
one member, providing the part does not have this application-level
configuration item set to 'N'. The documentation details will appear by
descending version number within application.

When a part under this application is documented by SEE/Change, al
occurrences of this part in all applications will be documented in this
one member, providing the part does not have this application-level
configuration item set to 'N'. The documentation details will appear by
descending retrieval date sequence.

See also the description of the @DOC parameter on page 2-94.

Select the required source distribution option:

*NO

*YES

Source members will not be distributed to remote systems with the
objects. The source is kept and managed only at the application
development centre. This does not apply to interpretive source
members or copy reference source members, which are always
distributed.

Source members are distributed to remote systems, in addition to being
kept and managed at the devel opment centre. At remote systems the
members are delivered to a destination that depends on the source pool
setup at the remote system.

Refer to Source compilation and distribution on page 2-25.

Select the required option:

*NO

*YES

Source-based parts are delivered in object form from the development
centre to all remote systems.

Source-based parts are re-compiled at each remote system.

Refer to Source distribution and compilation on page 2-25.

Configuration Manager 2-67



Re-compile at Dev?  Select the required option:

*NO  Source-based parts are delivered in abject form when promoted at the
development centre system.

*YES  Source-based members are re-compiled when promoted at the
development centre system.

Refer to Source distribution and compilation on page 2-25.

Distribute override..  Select the required distribution option:

*NO  Configuration overrides are not distributed. Y ou can maintain
configuration overrides for the local system only.

*YES Configuration overrides are distributed. At the development centre you
can specify overrides for any system in the network that uses the
application. Overrides for remote systems are delivered and installed
with the release packet, and replace any existing local specifications.

Refer to Configuration overrides on page 2-34.

Msgf operations Select the required message file operation:

*MRG Changed message files are merged into target message files when
promoted locally.

*DUP  Changed message files are duplicated into target libraries when
promoted, replacing existing objects.

Refer to Message files on page 2-18.

Multiple versioning  Select whether CR libraries can be retained after the CR has been promoted to
the Live/Production environment:

*NO  CRlibraries are not retained. CR libraries are automatically deleted
after the CR has been successfully promoted to the Live/Production
environment.

*YES CR libraries are retained.

Refer to Multiple versioning on page 2-33.

Concurrent dev? Select the option for planned concurrent development :
*NO  Planned concurrent development is not allowed for this application.

*YES Planned concurrent development is allowed for this application.

Refer to Planned concurrent devel opment on page 2-33.

Auto revert if

2-68 SEE/Change



promote errors?

Configuration
complexity

Controls the prompting of the ‘automatic *RDV if promote errors' dialogue box
when a CR promote operation is requested. Valid values are:

Y Never show the dialogue box; but if any errors occur during the
promotion of a CR under this application, the CR is automatically
reverted for development.

N Never show the dialogue box; but if any error occurs during the
promotion of a CR under this application, the CR will not be reverted
for development and will be left with the error status.

P Always show the dialogue box, to give the user the option of
requesting that a CR be reverted for development if errors occur
during its promotion.

Determines the information shown on subsequent panels during configuration

of this application. Valid values are:

1 Simple configuration - this application will not alow the configuration
of application level overrides, default targets for new source pools, and

site- or site group-specific objects.

2 Intermediate configuration - this application will not allow the
configuration of site- or site group-specific objects.

3 Complex configuration - full functionality available.
Caution
Changing the complexity rating of an application may leave the application

configuration in a state where some override details cannot be maintained.

For example, consider an application that:

1 has a complexity level of 3
1 has overrides configured against it for Site/Group and Application
Level.

If WRKAPPCFG is used to change the application complexity to 1 (smple),
that will mean that the Site/Group and Application Level overrides cannot be
updated, because these override details are no longer shown on the
configuration panels for that application.

However, the overrides are still processed by SEE/Change. That is, Site- and
Group-specific objects can still be developed and delivered, and all objects will
be delivered to the relevant application-level override libraries that have already
been specified.
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To prevent this scenario:

1 Befor e changing the application's complexity level, use
WRKAPPCFG to remove al override specifications for Site/Group
and Application Level

2. Change the application complexity to 1

To recover from this scenario:

1 Change the complexity level to 3
2. Remove all unwanted override details
3. Specify the new complexity level
Archiving levels Select the number of archiving levels for this application:

00 The archiving feature is turned off for this application.
01-99 Therequired number of archiving levels for this application.

Refer to Archiving on page 2-36.
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Press F18=Extended options to specify document library options for the current application. The
following window is displayed:

Application Configuration Extended Options
Docurment Processing Enabled . . . . Y (Y)es/(N)o

Docurment Top Level Folder . . . . : T#
IB cnd dft)

* NONE
F3=Exit F9=Command F12=Cancel :

EDistribute source code ? . . N (Y)es/(N)o

i Distribute object override info 2. Y (Y)es/(N)o

i Message file operations . D (Merge/ (Duplicate

iMiltiple versioning 2. . . . . . : Y (Y)es/ (N o

i Planned concurrent devel opnent ? : Y (Y)es/(N)o

i Auto revert if pronote errors ? : Y (Y)es/ (N)o/ (P)ronpt

i Number of archiving levels . 03 0-99 (0 = no Archiving for Appl)
i Configuration conplexity . 3 1=Si npl e 2=Internedi ate 3=Conpl ex

EFleeIp F3=Exit F4=Prompt F9=Cmd F12=Cancel F16=Update

Document Processing Enabled Set thisflag to Y if document library objects (documents and
folders) are to be handled in this application definition.

Document Top Level Folder Specify aname for the top-level folder in which this
application's documents will be kept. The name can be up to
three characters long. To form the final name of the folder,
SEE/Change appends a period (.) and the name of the Work
Library Prefix (@QWRP parameter).
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Working with the Application Configuration - Where used panel

The following panel is shown when you use action option '12=Where used' from the Work with
Application Configuration list panel.

: 3=Add site
Application
Opt System
: test

Bej i ng
Cairo
Chi cago
London

Nest | es

SEE/ Change Testing Environnent
Work with Application Configuration - \Were used

: AP1 Denp application 1 * :

Applic Site G oup;

Type Site Used ?  Specific? Code:

<-- Locate :
Prod test N N
Prod BEJ-Bejing HQ Y N
Prod Cairo HQ Y N
Prod Chicago HQ Y N
Prod London HQ Y N

Au Prod Nestle HQ Sydney Y Y :

More. .. :

iFl:HeIp F3=Exit F5=Refresh F9=Cnd F12=Cancel F24=Messages

This panel presents alist of al systems/sites configured in the current environment. The development
centre system shows type 'Dev', and production systems show type 'Prod'.

Y ou can position the list panel by entering a partial system name in the 'Locate’ field.

You can use option '3=Add site' to immediately configure a new site in the current environment.

Use the configuration entry fields as follows:

Applic Used?

Site Specific?

Group Code
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Specify whether the current application is used at this site. Valid values are:

Y Application is used at this site.

N Application is not used at this site. If a site already uses the current application,
enter 'N' or blank thisitem, to remove the site from the configuration for this
application.

Specify whether this site can receive site-specific partsin the current application. Valid
values are;

Y Site can receive site-specific parts.
N Siteis not available to receive site-specific parts. Only application base parts
are used at this site.

If the siteis configured to receive site-specific parts, you can also specify a group code
against the site, to make the site a member of a site group, and therefore available to



receive group-specific parts. Sites at different systems can be associated with the same
site group.

The Site Specific ? and Group Code columns are not shown if the configuration complexity level
prohibits the use of site and group specific details for the application.

After Enter is pressed on this panel, and all entries have been accepted and updated, control always passes

to the Work with Application Configuration - Libraries panel (see page 2-72), to enable you to define the
application libraries.
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Working with Application Configuration - Libraries

This panel is always shown after the Work with Application Configuration - Where used panel has been
successfully processed.

i THNDEV SEE/ Change Testing Environnent
: Work with Application Configuration - Libraries

12=Cbj typ overrides 13=CR type overrides

EAppIication . . . . : APl Denp application 1 *
S e Target library---------- :
: Opt System Type bj ect group Live/Prod Accept/QA Integration Ovr;
: <-- Locate :

__ Bejing Prod Obj: Base application APLLP AP1AP

. DB : Site BEJ-Bejing APIL AP1A

__ Cairo Prod Obj: Base application APLLP AP1AP

. DB : Site Cairo HQ AP1L AP1A

__ Chicago Prod Obj: Base application APLLP AP1AP

- DB : Site Chicago HQ AP1L AP1A

__ London Prod Obj: Base application APLLP AP1AP

More. .. !

iFl:HeIp F3=Exit F5=Refresh F9=Cnd F12=Cancel Fl6=Update F24=Messages

This panel enables you to define environment libraries for al systems/sites configured to use the current
application. The development centre system shows type 'Dev', and production systems show type 'Prod'.

Y ou can position the list panel by entering a partial system name in the 'Locate’ field.

If the complexity level permits, you can use options'12=0bj type overrides' and '13=CR type
overrides' to specify application overrides for the object groups. The Ovr column on this panel will
show "Y' against an object group that currently has application overrides. For information about specifying
application overrides, see Working with Application Overrides - by Object Type, on page 2-74, and
Working with Application Overrides - by CR Type on page 2-75.

For each system, you can specify the environment libraries for each applicable object group (according
to configuration details entered for the system on the Work with Application Configuration - Where used
panel). The possible object groups are:
Obj: Base application To hold base-level program parts.
Obj: Site XXXXXXXXXX To hold site-specific program and database parts for the given site.
There is one of these object groups for every site that is configured to
receive site-specific parts at the system.

Obj: Group xxx To hold group-specific program parts for the given group. Thereis one
of these object groups for every group configured at the system.
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DB : Site xxxxxxxxxxx  One entry for every site configured at the system, to hold database

parts for each site.

In addition to the object group entries shown for a particular system, the development centre
system enables you to enter details for the following additional object groups:

Obj: Site xxxxxxxxxxx  For site-specific sites at all other systems in the network.

Obj: Group xxx For every site group configured throughout the network that has no

development centre site as a group member.

The validation rules for this panel are as follows:

If one or more libraries are specified for a system, then:

Each library name must be unique for the system.
The 'Obj: Base application’ Live/Production library must be specified.
At least one 'DB : Site xxxxxxxxxxX' Live/Production database library must be specified.

If Integration and/or Acceptance/QA library is entered for a site/group specific object
group, then the Live/Production library must be entered for that object group.

The 'Obj: Base application’ Acceptance/QA library must be entered if one or more
Acceptance/QA libraries are specified for any object group.

At least one 'DB : Site xxxxxxxxxxx' Acceptance/ QA database library must be specified,
if any Acceptance/QA library is specified for any object group.

At the application development centre system:

The 'DB : Site xxxxxxxxxxx' Live/Production database library must be entered for the
development centre site.

The 'DB : Site xxxxxxxxxxx" Integration database library must be entered for the
development centre site, if any Integration library is specified for any object group.

If alibrary specified for an object group at the local system does not exist, or if the
library exists but a copy of the application job description does not exist in the library, a
warning message is returned. This warning can be ignored, and the override library is
updated.
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Working with Application Overrides - by Object Type

The following panel is shown when option '12=0Dbj type overrides' is selected from the Work with
Application Configuration - Libraries panel.

i THNDEV SEE/ Change Testing Environnent
: Work with Application Overrides - by Object Type
Application . . . . : APl Denp application 1 * System Beji ng?
iCbject Goup . . . . : Obj: Base application :
----Overriding target libraries----

Obj Type Attribute Li ve/ Prod Accept/ QA

* CVD

* CVD NCSRC

* DTAARA SQLRPT
* DTAARA SQLVI EW

*FI LE CMNF38
*FI LE DFU
*FI LE DFUEXC
¢ *FILE DSPF
*FI LE DSPF- NOSRC
*FI LE DSPF36
*FI LE DSPF38
*FI LE | CFF

:!\/bre...

Specify application override libraries by object type for the current object group. Depending upon the type
of object group selected, program (* PGM) and/or database (* DB) abject types will be shown:

Obj: Base application Show * PGM object types only.

Obj: Site XXXXXXXXXXX Show both * PGM and * DB object types.

Obj: Group xxx Show *PGM object types only. Group-specific * DB objects must be
delivered to the override libraries specified for each individual sitein
the group.

DB : Site XXXXXXXXXXX Show *DB object types only.

The validation rules for this panel are as follows:
I You cannot specify the same library name more than once for the same object type.

1 If alibrary specified for the development centre system does not exist, a warning message is
returned. This warning can be ignored, and the override library name is accepted and updated.
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Working with Application Overrides - by CR Type

The following panel is shown when option '13=CR type overrides' is selected from the Work with
Application Configuration - Libraries panel.

THNDEV SEE/ Change Testing Environnent
: Work with Application Overrides - by CR Type
Application . . . . : APl Denp application 1 * System Bejing

iCbject Goup . . . . : Obj: Base application

----Overriding target librari es----?
CR Type Li ve/ Prod Accept/ QA Integration
Program Bug Fi xi ng :
CR C osed - no devel oprment
Ener gency Fi x
Application Mdification
New devel oprent
Procedure Error
User Error
Program nodi ficati on due to x-references

Bot t om?

Y ou can specify application override libraries by CR type for the current object group at the current
system. A lineis shown for every CR type currently configured in the local environment.

The validation rules for this panel are as follows:
! You cannot specify the same library name more than once for the same object type.
1 If alibrary specified for the development centre system does not exist, awarning message is

returned. This warning can be ignored, and the override library name will be accepted and
updated.

NB: If apart is developed under one CR type and delivered to override libraries that are specified for that
CR type, and is then retrieved into a CR of a different CR type and then promoted, it will not be
delivered to the original CR type override libraries.
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Working with the application source pools panel

The following panel is shown when you use action option 14=Source files from the Work with
Application Configuration panel.

...............................................................................................................................................

: THNDEV SEE/ Change - Change Managenent System

: Work with Application Source Pools

EAppIication . . . . : DST Distribution :
i Source pool id. . . : *SIT PCF Site specific source for Site Pacific operati;
: More. . .:
bj ect Sour ce Sour ce Patrn

i Type Attribute Usage File Li brary Tabl e

i *PGM CBLREF * CPYREF QCBLREF___ o

i *PGM CBLTPL * MEMO QCBLTPL___ o

i *PGM CBL36 *COWPI LE  QS36SRC__ _ o

i *PGM CBL38 *COWPI LE  QCBLSRC__ _ o

i *PGM CLP *COWPILE QCLSRC____ DSTSITSRC_ _

i *PGM CLP38 *COWPI LE  QCLSRC o

i *PGM CREF * CPYREF H -

i *PGM FTN *COWPI LE  QFTNSRC__ _ o

i *PGM JCL *| NTERPRET QIXTSRC__ _ o

i *PGM OCL36 *| NTERPRET QS36PRC__ _ o

i *PGM PLI *COWPI LE  QPLI SRC___ o :
: More. . .:

This panel is used to enter or change source details for the selected application.

The panel enables the entry of various source files and libraries at the development centre for each of the
recognised application source levels. Source files and libraries previously entered are shown highlighted.

The source level (Source pool id) is shown as:

*BAS x for application base level, where x is the pool humber, in the range 1 through 25.

*SIT Xxx for site specific level, where xxx is the site code.

*GRP xxx for group specific level, where xxx is the group code.

For information about how SEE/Change uses source pools, see Source pools on page 2-21.
Positioning the list of source items

UsetheLocate Level Qualifier input field to position the source items being shown. To revert to the
full list, blank out the search value and press enter.

A separate page is shown for each source level, starting with source levels for each of the site specific
pools (*SIT xxx), followed by each of the group specific pools (* GRP xxx), then followed by the 25 base
application pools (*BAS 1-25). The roll up/down keys can be used to show all source based part types for
the pool being shown.

2-78 SEE/Change



You can display the details for any pool by using the input fields at the top section of the panel. Y ou can
specify *SIT followed by the site code for site specific pool, * GRP followed by the group code for group
specific pool, or *BAS followed by 01-25 for base application pool. Alternatively, you can use F8 to show
the next pool, or F7 to show the previous pool. The '+ sign at the top right of the panel, next to More:,
indicates that there is one or more pool that can be requested using F8; the '-' indicates that there is one or
more pool that can be requested using F7.

When changing details on any of the part types of the current pool, press Enter to validate and update your
changes. If no errors or warnings are detected, or if only warnings are detected and they are ignored, the
database is updated, and the next source level is shown. If you do not want to specify any further source
levels, you can use F11 to stop processing source pool configuration and show the Program Environment
panel. Alternatively, you can use F16 to bypass any further panels for the selected application and show
the list of configured applications.

If you use F7, or F8, or change the locate values without first pressing Enter, SEE/Change ignores any
changes you have made to the current pool.

Data items

Src-File Enter the source file name for the part type. A default source file name
is shown for part types that are not yet configured. This default value
is the source file name stored internally for the object referenceid.

Y ou can change this default value using command CHGOBJDFT.
Refer to Object reference id on page 2-16.

Library Enter the sourcefile library name for the part type. By entering a name, you
configure the part type and make it operational. The source file name and
library must exist at the development centre.

Naming Patrn Tbl Enter the naming pattern table, if any, that controls member naming
conventions for the part type. The table name must exist. This column appears
for al *SIT pools, al* GRP pools, and the *BAS 1 pool. The table code you
specify for each object type of pool *BAS 1 appliesaso to al member names
of the same typein al other *BAS pools (2-25).

Refer to Source member naming patterns on page 2-30.

Lock Src? Select the source file locking option. A source pool can be either unlocked,
unlocked, or locked and targeted.

Options are:

*YES Sourcefileislocked. SEE/Change tries to return modified source
members retrieved from this file to source pol, using the following

search order:

1 The target pool (if any) specified for this source pool (see
page xxx for information about target pools)

2 The source file specified for *BAS 1, if *BAS 1 contains a
matching file name, and no target pool is specified

3 The next source pool in the sequence *BAS x that contains a

matching file name
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Target pool
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*NO  Source fileis unlocked. Modified members are retrieved from and
returned to thisfile.

When you specify *Y ES, SEE/Change checks to ensure that no other source
pool configuration entry has this entry asits target pool.

Source locking can be specified for *BAS 2 through *BAS 25 only. *BAS 1
and site-specific or group-specific levels are always unlocked, and thisfield is
not shown for these source levels.

Enter the target pool number, for alocked source pool. If atarget pool is
specified, modified source members retrieved from thisfile are returned to the
source file that was specified against the same part type in the pool number you
specify here. If the source fileislocked, and if you leave thisfield blank, 1 is
automatically assumed, i.e; the target pool is*BAS 1.

The following rules are enforced when you enter atarget pool id:
. The source pool being specified must be locked.
. The target pool entry must already be configured - i.e; the source file

and library name must already be specified for the same part typein
the specified target pool.

. The target pool entry must be unlocked.

. The target pool must be a pool that is higher in the hierarchy of source
pools, i.e; it must have a pool number lower than that of the current
pool.

. If you change the lock status or the target pool, then the program

verifies that there are no existing source archive transactions
(transaction type * ARP) for the pool that is being changed. If one or
more of these transactions are found, a warning message is shown for
every CR containing such transactions. Y ou then have to remove them
using Change Manager function PRGMVTLOG (Purge Movement
Log) before attempting to change the pool configuration.

It is strongly recommended you consider the
consequences of ignoring these messages:

if you later attempt to revert these CRs to development from the
Live/Production environment, the source will be restored into the
currently active target pool rather than the target pool active at the
time the source was archived. If you then re-build the source register
(function UPDSRCREG) the version in the highest pool will be
considered the latest version, regardless of later deliveries to lower

pools.



Note:

At the application's devel opment centre, if a specified library or source file does not exist, warning
messages are displayed. The warnings can be ignored: the source pool details are updated (that is, no error
is produced).

After each *BAS source pool has been processed and updated, a dialog box prompts you to specify any
additional base application source pool. Y ou then enter one of:

Y to process the next *BAS source pool.
N or F12  to end source pool processing.

To maintain source pools for new members (if the application complexity level permits), use function
'F1=Target pools for new mbrs' from this panel. Control always returns to this panel after
SEE/Change processes the Work with Application Source Pools for New Members panel.

Specifying source pools by CR type

The following panel is displayed when you select 'F23=Target pools for new mbrs'. This panel
enables you to specify atarget pool id for each CR type. The default if atarget pool is not specified for any
CRtypeispool id 1. To use this facility, you must ensure that the specified target pool is configured
(using the main Work with application source pools panel) with the appropriate source files

THNDEV SEE/ Change Testing Environnent
: Work with Application Source Pools for New menbers

EAppIication . . . . : APl Denp application 1 *

EEnter the target source pool id (01-25) for new source menbers
i agai nst each of the follow ng CR types:

CR type Target pool id
i Program Bug Fixing

i CR A osed - no devel opnent

i Emergency Fix

i Application Mdification

i New devel oprent

i Procedure Error

i User Error

i Program nodi fication due to x-references

[

Bot t om?

Y ou can define any number of CR types via parameter CRTP.
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How source members are managed at remote systems

The delivery of source members to source pools at remote systems is done in the same way as the return of
source members at the development centre when promoting a CR to the Live/Production environment:

»  For changed members, SEE/Change checks the local source register to determine the pool id where
the current version of the source islocated. It then uses the source pool register to determine if the
originating pool id islocked. If it is not locked, the member is delivered back into the originating
pool. If it islocked, SEE/Change checks the target pool id as specified against the originating pool,
and the member is delivered to that target pool. If no target pool is specified, pool id 1 is assumed.

» For new members, SEE/Change checks the target pool id specified for the CR type at the local system
(the default is*BAS 1). It then uses the source pool register to determine if the target pool id is
locked. If it is not locked, the member is delivered into this target pool. If it is locked, SEE/Change
checks the target pool id as specified against that pool in the source pool register, and the member is
delivered to the target pool. If no target pool is specified, pool id 1 is assumed.

»  Source members of objects defined within SEE/Change as *INTERPRET or * CPY REF are delivered
to both the object library and the specified source pool.

The return of source is done only when the CR is successfully promoted to the local Live/Production
environment - either directly from the release packet, or when explicitly requesting the CR promote
operation to Live/Production.

If aCRisinstaled into the local Acceptance/QA environment, atemporary library is created to hold the
necessary source members. Later, when the CR is promoted to the Live/Production environment, the
source members are delivered from that library into the source pools, and the temporary library is deleted.

The library name used is similar to that of the CR library at the development centre: xxyyyyyyyy where
'xx" is the value of general parameter @CRP and 'yyyyyyyy' is the IR/CR number.

Note that if parameter @CRP is not specified, the value of existing parameter @WRP is used instead.

If you are using multiple SEE/Change databases at the same system, you must ensure
that the values assigned to @CRP and @WRP are unique across all
databases.

Removing source pool configuration entries

Y ou can remove a source pool configuration entry for a part type by blanking out the library name. Before
removing the entry, SEE/Change checks if there are any other configuration entries that have this entry as
their Target Pool. If any are found, this configuration entry cannot be removed, and an error message is
shown. You must first change all the other entries that reference this pool before you can remove this
entry.
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Use of source pools during CR movement

When SEE/Change promotes a CR to Live/Production at the devel opment centre, any modified source
member is returned to a source pool using the following rules:

5. If the originating source pool is unlocked, the source member is returned to its original sourcefile

6. If the originating source pool entry islocked, and atarget pool is specified, isreturned to the source
file specified for the target pool entry.

7. If the originating source pool entry islocked, and atarget pool is not specified, the source member is
returned to the source file specified for the pool entry for *BAS O1.

When reverting a CR to development, at the development centre, the archived source member is returned
asfollows:
1. If the archived source pool entry is unlocked, the archived source member is returned to the same

source file;

2. If the archived source pool entry islocked, and atarget pool is specified, the member isreturned to
the source file specified for the target pool entry.

3. If the archived source pool entry islocked, and atarget pool is not specified, the archived source
member is returned to the source file specified for the pool entry for *BAS 01.
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Maintaining Locations

The following panel is shown when you select 2=Work with Location Configuration from the
SEE/Change Configuration Manager menu:

THNDEV SEE/ Change Testing Environnent
: Work with Location Configuration

2=Change 3=Copy 4=Del et e 5=Di spl ay

Opt Location Descri ption
: <-- Locate
MELB_HQ Mel bour ne Headquarters
__ Ne4 VI C Branch - ne4
RAY t henon

Bot t om?

' F3=Exi t FA=Pronpt F5=Refresh F6=Create F9=Cnd F12=Cancel

This panel enables you to maintain locations. The list shows all existing sites and all locations:
Use action option 3=Copy as described on page 2-61.

Use F21=Include to include application OMS (i.e. SEE/Change) in the list. Y ou can use
F21=Exclude to exclude application OMS from the list, if it isincluded.

Use F3=Exit to return to the SEE/Change Configuration Manager menu
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Specifying location details

The following panel is shown when you select F6=Create, 3=Copy or 5=Display or 2=Change
from the Work with Location Configuration list panel:

ETHNDEV SEE/ Change - Change Managenment System
: Work with Location Details

Location nane . . . . . . : WAREHOUSEl

i Description . . . . . . . . Wrehouse_1
iAddress . . . . . . . . . . Industrial_Park
: Met ropolitan_area 5

! Phone nunber . . . . . . . 02_367_9870___
i Fax number . . . . . . . . . 02.367_9875__
i Modem nunber . . . . . . . . 0215_44678

i Contact reference. . . . . . JimAndrews

Notes . . . . . . . . . . . End_of _day_procedure_is_usually_run_at_4:30_PM :
: Machi ne_room cl oses_at _7: 30_PM :
After_hours_-_phone_02_367_9871.
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Maintaining Application Areas

When you create a non-software IR, you specify an application area instead of an application, and a
location instead of a site.

The following panel is shown when you select 4=Work with Application Area Configuration
from the SEE/Change Configuration Manager menu:

ETHNDEV SEE/ Change - Change Managenent System
: Work with Application Area Configuration

i 2=Change 3=Copy 4=Del et e 5=Di spl ay 43=I R dft schd
: 44=CR dft schd :

Opt App area Descri ption

: <-- Locate
MAI NFRAME  Head O fice Mainfrane
PC_NETWORK PC Network linked via PC/ Supp

Bot t om?

EFleeIp F3=Exit F4=Prompt F5=Refresh F6=Create F9=Cmd F12=Cancel

This panel enables you to maintain application areas. The list shows all existing application areas.

1

2

Action option 3=Copy is as described on page 2-61.
You can use F3=EXxit to return to the SEE/Change Configuration Manager menu.

Action options 43=IR dft schd and 44=CR dft schd can be used to create IR and CR related task
schedules for an application area. For further details, see to SEE/Job User and Reference Manual.
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Specifying application area details

The following panel is shown when you select F6=Create, 3=Copy or 5=Display or 2=Change
from the Work with Application Areaslist panel:

i THNDEV SEE/ Change - Change Managenment System
: Work with Application Area Details

Application area . . . . : MAI NFRAME
i Description . . . . . . . : Head_Ofice_Minframe
i Contact reference . . . . : HO Helpline

ENotes. . . . . . . . . . . Corporate_processing
: Runni ng_VMS
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Building the application source register

The application source register is used by SEE/Change to locate all source members for all applications.
This function enables you to build or re-build the application source register using the current source
configuration. Refer to Source register on page 2-24.

How to get into this function

Menu/Option: SEECFG2/13
Command: UPDSRCREG

Menu/Option: SEECFG / 2, then option 30=Upd src reg
Command: WRKAPPCFG

Y ou should always perform this function when you change the configuration of source-only objects or
source-based objects for any application.

Ensure that no are signed on to any SEE/Change function when you update the application source
register.

This is a command-based function and you are prompted to enter the application code. Enter a specific
application code if you want to update the source register for a single application, or *ALL to update the
source register for all applications.

A job control window pops up. Y ou can choose whether the job runsinteractively or in batch, and you can
change the job description and the library if required. Alternatively you can use F4 to prompt for the
submit job command that is initialised with the job description attributes. The application source register
for the application(s) will have been updated on successful completion of the job.

For further details, refer to Command UPDSRCREG on page 2-169.
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Maintaining general parameters

This function enables you to specify parameters, atask that forms part of the configuration process. Refer
to Managing general parameters on page 2-50. Most parameters can be specified once at the primary
development centre and then distributed to all network locations. Refer to Managing network

configuration on page 2-41.

The parameter maintenance function does not provide any significant validation. If the parameter value is
restricted to a pre-defined list of values, these values are shown on the parameter value header.

When you use this function to update parameters and then exit from the WRKSY SCFG function,
SEE/Change displays a dialog box to prompt you to save the updated parameters. If you respond with "Y",
UPDPRMDTA isrunimmediately. Until UPDPRMDTA is run, the same dialog box is re-displayed
whenever you exit from any configuration or parameter maintenance function.

How to get into this function

Menu/Option: SEECFG/ 11
Command: WRKPRMDTA

List panel viewing and manipulation

SEE/ Change -

Work with Paraneter Data

2=Change 5=Di spl ay

Opt Code Description

*DST Distribution system

@A\UT Aut horisation Code -
@\U1 Aut horisation Code -
@A\U2 Aut horisation Code -

@Vl CR Version indicator
@FM Dat e For mat
@TL THENON Dat a Library

@EL Install release : er

‘Fl=Help F3=Exit F6=Create

nam ng patterns

*JUL Julie's nanming pattern table
*TBL Exanpl e of user pattern table
@ARP Archive/Wdrk Library Prefix

SEE/ Change
SEE/ One
SEE/ Job

@RP Renpte Site CR Library Prefix

*CRLI B / *LATEST

@QCC Aut o Docunentatn: *NONE/ *ALL/ *HI ST/ * RPG

@ LR THENON Docunent Fol der Nane
@5RA TAL QSECOFR Group adopts QSECOFR Ri ghts

ror log |level

F9=Cnd F11=Del ete

Change Managenent System

--- Parameter attributes --
VAR LEN DEC DSP EDT VLD AUT :

10
10
10

F12=Cancel

40
40
40
1
20
15
15
2
7
4
5
10
10
4
4

>>>>>>>>>>>>>>>

\Y
v 5
More. ..

NNNNNPDNNNDNNDNNDNNDDNDDN

F21=Print 1ist

The panel shows all parameters defined within SEE/Change. Against each parameter code the parameter

description and attributes are shown.
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Each parameter represents a table of codes. The parameter attributes define the table structure and the
validation rules associated with it, as follows:

VAR Specifies the parameter variable length for variable parameters. For
non-variable parameters, no length is shown.

LEN Specifies the length of the data items to be maintained.

DEC Specifies the number of decimal positions of the parameter data. (A indicates
that the parameter datais character type.)

DSP Specifies the panel type being used by this program for parameter data
maintenance. Sdesignates a panel format that maintains the parameter datain
two separate columns (15A and 25A). A blank designates the standard panel
that uses asingle field (40A) for the parameter data.

EDT Specifies any special edit check routines to be used when validating the
parameter data item, in addition to the data type and length checks:
B Blanks/Zeros are accepted
M Mandatory Fill
VLD Specifies any special validity check routines to be used when validating the
parameter dataitem, in addition to the data type/length checks:
Y *YES*NO value
J Date
R Vaue Range
\% Value List
P External validation program

Use F21=Print list to invoke command L STPRM, which will produce alist of all parameter codes
configured within SEE/Change.

Searching and selecting parameter codes

Y ou can use the input fields below the column headings to specify criteriafor searching and selecting
parameter codes for display.

Description If you enter atext description here, the list will show all parameter codes with a
description containing that text. Y ou can enter a maximum of five words, and
all entries containing one or more of these words in the text description are
shown.

After alist is constructed based on the specified selection criteria, you can further position the list using
the Parameter code input field.

To revert to the full list, blank out all the search items and press enter.
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Action codes
You can select one of the following action codes:

2=Change Update the parameter details. The mode in the top right of the panel is*UPD.
Refer to Working with the parameter data panel on page 2-91.

5=Display Display the parameter details. The mode in the top right of the panel is*BRW.
Refer to Working with the parameter data panel on page 2-91.

Working with the parameter data panel

The following panel is shown when you use action option 2=Change or 5=Display from the Work with
Parameter Data main list panel.

Work Wth Paraneter Data

Attr: *LEN. 10 / 40 A *VLD: *STD
*DSP: *STD *VL1:
*EDT: *STD *VL2:

Ent er/ updat e paraneter table: *TBL : Exanple of user pattern table

Par amet er Var Par anet er Val ue

Pattern Description___

ACPnnnFM__ DSPF_nanes_f or _appl i cati on_ACP
Bl LnnnC___ CL_nanes_for_application_BIL

Fl SnnPRTb_ PRTF_nanes_for _application_FIS
GLBnanb___ RPG _nanes_f or _applicati on_G.B

! Fl=Hel p F3=Exit F9=Cnmd F12=Cancel

The rules for entering parameter values are implied by the parameter attribute shown on the top of the

panel:
*LEN v/da
\Y = Variable max length (O if non-variable)
d = Datalength
a = Data decimal position, or A for character
*EDT *STD = No special editing. Blanks and zeros are not acceptable.
Blk/Zro acceptd = Blanks and zeros acceptable
Mandatory Fill = Mandatory character fill
*YLD *YES*NO =Vauemust be*YES or *NO
Date = Value must be avalid date
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Vaue Range =Vaue must bein therange of *VL1to*VL2
Value List = Value must be either *VL1 or *VL2
Pgm: xxxxxxxx = Value must satisfy special conditions validated by program name XXXXxXXXX...

After making required entries and/or changes, press Enter. When you press Enter again, SEE/Change
updates the parameter file and returns to the Work with Parameter Data panel.
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Parameter codes you can maintain

@ARP

@AUT

@AU1

@AU2

@CRP

@CViI

Archive/work library prefix
Specifies the prefix used when creating the next archive or movement work library.
Specify asingle character in the range of A to Z.

Authorisation code for SEE/Change

Specifies the 20-character authorisation code for SEE/Change. The authorisation code is
supplied by your vendor for every machine using SEE/Change, is unique to each
machine, and must be specified before using any other SEE/Change function. If the
authorisation code is incorrect, SEE/Change cannot be used.

Authorisation code for SEE/One (Compare and Merge Manager)

Specifies the 20-character authorisation code for SEE/One. This authorisation code is
supplied by your vendor for every machine using SEE/One. The authorisation code is
unique to each machine, and must be specified before using any other SEE/One
function. If the authorisation code is incorrect, SEE/One cannot be used.

Authorisation code for SEE/Job (Task Manager)

Specifies the 20-character for SEE/Job. This authorisation code is supplied by your
vendor for every machine using SEE/Job. The authorisation code is unique to each
machine, and must be specified before using any other SEE/Job function. If the
authorisation code is incorrect, SEE/Job cannot be used.

CR pool id

Used by SEE/Change as the first two characters for the name of the temporary library
where CRs are stored when they are distributed to the Acceptance/ QA environment at a
remote production system.

If this parameter is not specified, SEE/Change uses the parameter @WRP instead.
Valid values are 01 through 25.
CR version indicator

Holds the value to be presented as the default when the Release Manager allocates to a
release CRs that are subject to concurrent devel opment.

Valid values are:

*LATEST The Release Manager allocates the version in the Live/Production
environment to the release.

*CRLIB The Release Manager alocates the version in the CR work library to
therelease.

The value specified for this parameter is only presented as the default on certain panels
in the Release Manager; it can be overridden on those panels, where appropriate.

If this parameter is not defined, the default valueis*LATEST.
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@DFM

@DOC

@DTL

@FLR
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Date format
Specifies the date format used. It must be identical to the system value QDATFMT.
Valid values are:

DMY  (dd/mmlyy) for QDATFMT = DMY
YMD  (yy/mmvdd) for QDATFMT = YMD
MDY  (mm/ddlyy) for QDATFMT = MDY

System date in Julian format (QDATFMT = JUL) is not supported.

Auto documentation
Specifies the type of source documentation automatically generated (within the source
member) when the member is compiled. Valid values are:

*NONE No automatic documentation is performed.

*RPG Only RPG source iteration documentation is executed. Note that
source positions 60-79 are overlaid.

*HIST Historical summary of changesisinserted on the top of the source
member in the form of comment lines. In al column oriented source
types, source statements that were changed are tagged in positions 1-5
with the version number associated with the change.

*ALL All documentation features are automatically executed. This includes
features of *RPG and *HIST.

SEE/Change data library name

Specifies SEE/Change database library name. SEE/Change is shipped with database

library name OMSDTA. If you use multiple SEE/Change databases, you must ensure
that the name specified here is the name of the library containing this parameter file.

SEE/Change document folder name

Specifies the AS/400 document folder name where SEE/Change documents are stored.
SEE/Change documents are stored in folders if Office/400 is selected as the word
processing facility under parameter code @WRD. If this parameter is not specified, or
left with blanks, the default folder name THENON is used.



@IEL

@INA

@INB

Installation logging level
Specifies the type of error log report produced during installation of a SEE/Change

release.

Valid values are:

*RLS

*CR

This specifies release-level reporting. A single error log report is
produced for the entire installation process, covering the processing of
all CRsintherelease. Thisisthe default.

This specifies CR-level reporting.
Anindividua error log report is produced for each CR processed.
Thisis atwo-pass process:

First, a check is made to determine if any CR that was previously
installed in the context of the current release needs to be reverted to
development. If a CR is reverted to development, this produces a
separate error log report for the CR.

Then, for each CR that isinstalled during processing of the release, a
separate error log report is produced. This includes information about
the installation of the CR, and additional information in the case
where the installation of the CR ends in error and it must be reverted
for development because the "automatic revert for development” flag
has been set.

iiiiii isthe six-digit IR number
q isthe two-digit CR sequence number within the IR.

ESS interface active?
Specifies whether the interface with the ESS Security Manager tool is used. Valid values
are*YES or *NO.

LANSA interface active?
Specifies whether the interface with the LANSA CASE tool isused. Valid values are

*YES or *NO.
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@INC

@IND

@LND
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IR extension data active?

Specifies whether the IR extension processing is used. IR extension processing enables
you to design an extension file and to develop an extension program to be incorporated
into SEE/Change function WRKINVRQS (Work with Investigation Requests). Valid
values are;

*YES Program name O# EXT is called by function WRKINVRQS to allow usersto
record additional IR related information. File name XIREXT isincluded in the
release packet library and isinstalled at production sites. The job library list is
used to determine the * PGM and *FILE parts being used.

*NO  No extension processing is performed for IRs.

CR extension data active?

Specifies whether CR extension processing is used. CR extension processing enables you
to design extension file and to develop extension program to be incorporated into
SEE/Change function WRKCHGRQS (Work with Change Requests). Valid values are:

*YES Program name O#CEXT is called by function WRKCHGRQS to allow usersto
record additional CR related information. File name XCREXT isincluded in
the release packet library and isinstalled at production sites. The job library list
is used to determine the *PGM and *FILE parts being used.

*NO  No extension processing is performed for CRs.
LANSA data library name

Specifiesthe LANSA data library name. This parameter should be specified only if
parameter @INB is specified as * YES.



@LOG

@LNS

@LN1

@LN2

@LN3

@LN4

@LN5

@LN7

@LN8

@LSY

@LTP

@OBL

SEE/Change logo
Specifies up to four lines of free-format text, each 40 characters long, to appear on the
SEE/Change logo screen.

LANSA library name
Specifies the LANSA program library name. This parameter should be specified only if
parameter @INB is specified as * YES.

LANSA movement: Include file data?
Specifies LANSA export/import default. Valid values are * YES or *NO. This parameter
should be specified only if parameter @INB is specified as * YES.

LANSA movement: Include compiled object?
Specifies LANSA export/import default. Valid values are * YES or *NO. This parameter
should be specified only if parameter @INB is specified as * YES.

LANSA movement: Omit RDML source?
Specifies LANSA export/import default. Valid values are * YES or *NO. This parameter
should be specified only if parameter @INB is specified as * YES.

LANSA movement: Export document details?
LANSA movement: Assigh new internal names?
LANSA movement: Ignore LANSA security?

LANSA movement: Include languages

Specify up to 64 language codes. Only the specified language codes will be exported or
imported into the local system. Each language code specified must be already configured
within LANSA. If no codes are specified, all language codes will be imported or
exported.

Local system code

Specifies the system code of the local system. The system code is a unique 3-character
value. It must be a system code already configured using function WRKSY SCFG (Work
with Systems Configuration). The value of this parameter must be unique at each system
in the network.

Local tape device name
Specifies the tape device name used for release packaging and release installation when
the tape option is selected. It must be an existing tape device name.

SEE/Change object library name

Specifies SEE/Change program library name. SEE/Change is shipped with program
library name OM SOBJ. If you use multiple SEE/Change databases, and you want to use
adifferent SEE/Change version with each database, you can specify here the library
name containing SEE/Change programs of a specific version. The database library (as
specified under parameter @D TL) must contain database definitions of the version you
intend to use.
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@OMH

@OMR

@OPM

@OWN

@PCK

@RCH

@SBM

2-100 SEE/Change

Hold incoming software releases ?
Specifies the default value for the incoming software releases hold status. Valid values
are:

*YES Thetransfer is held until it is explicitly confirmed by the operator.

*NO  Releaseinstallation will proceed automatically. Operator confirmation is not
required.

SEE/Change transfer request name

Specifies the transfer request name that is automatically created by the Communication
Manager when processing software rel ease transfers that were initiated by the Release
Manager. The shipped value is O#TFR.

Operator message queue name

Specifies the operator message queue name used by the Communication Manager. All
network events are logged unconditionally in message queue DM SLOG. The message
gueue specified here will receive a subset of these messages. Only significant network
events are notified, i.e; the initiation of atransfer that requires confirmation, the
completion of transfer tasks etc. Y ou can specify this parameter as QSY SOPR if you
want all operator messages to be sent to a single queue.

Authorised user profile for CR control objects
Specifies the user profile to which authority is granted for all parts within the CR work
library. Usually, it is the group profile of the change control administrator, typically the
person(s) responsible for promoting CRs through the change management cycle. Y ou
can specify any existing user or group profile name, or * PUBLIC.

Initial transfer packet size limit

Specifies the default value, in kilobytes, for the Communication Manager packet size
limit. The SNADS limitation is 16000 kilobytes (16 megabytes). Y ou can specify any
value in the range of 1-16000. Transfer packets exceeding the specified limit will not be
transmitted.

Hold incoming data transfers ?
Specifies the default value for incoming data transfer hold status. Valid values are:

*YES Thetransfer is held until it is explicitly confirmed by the operator.
*NO  Datadelivery will proceed. Operator's confirmation is not required.

Job description for submitted CR jobs
Specifies the default job description used for submitted jobs when working with CR
parts. Valid values are:

*CURRENT The current job description (specified on the user profile) is used. All
SBMJOB command defaults are used, with the job name and
execution string specified.

*CRJOBD Job description CRJOBD in the CR library is used, and the library list
of CRJOBD is used. CRJOBD is automatically created with the CR
library, based on the application job description. This value enables all
submitted jobs for a certain application to share the same attributes, for
example, they can all be routed into the same dedicated job queue, etc.



@SNH

@STL

@SVD

@SVL

@SVW

@SYN

@TXO

@WRD

Hold outgoing data transfers ?
Specifies the default value for outgoing data transfer hold status. Valid values are:

*YES Thetransfer is held until it is explicitly confirmed by the operator.
*NO  Datapackaging will proceed. Operator's confirmation is not required.

Panel style
A system-wide parameter that specifies whether SEE/Change will use old-style panels or
new-style panels.

1 = Use old-style panels (panel style used in versions prior to Version 4.1)
2 = Use new-style panels (pandl style used in versions later than Version 4.1).

Thisisaglobal parameter whose setting affects all users.

Libraries for SEE/Change daily backup
Specifies thelist of library names, or generic* library names, saved by SEE/Change
command: SAVE PRMC(*DAILY).

SEE/Change save library

Specifies SEE/Change save library name. The save library is used for temporary work
parts and as the common area for sharing application message files. SEE/Change is
shipped with save library name OMSSAYV. If you use multiple SEE/Change databases,
you must ensure that the name specified here is the name of the save library contained in
your library list.

Libraries for SEE/Change weekly backup
Specifies thelist of library names, or generic* library names, saved by SEE/Change
command: SAVE PRMC(*WEEKLY).

SYNON/2 release level
Specifies the release level of SYNON/2, if the SEE/Change-SY NON/2 interface is used.
Valid values are:

031 for SYNON/2 release 3.1
040 for SYNON/2 release 4.0

Report heading
Specifies the report heading on all reports generated by SEE/Change.

Word processing facility
Specifies the word processing facility that is used by SEE/Change. Valid values are:

*SEU  Source Entry Utility (SEU) editor is used for text processing.
*OFC Office/400 editor is used for text processing.

@WRP Work library prefix

Specifies the 2 characters used for CR work library prefix, and release packet work
library prefix. The default value is O#. Y ou can change it to any value in the range of
A# to Z#, provided the same values is used at both the development centre system and at
all remote production systems.
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CRTP

DCAT

ICAT

IPTY

MCHK

NAMP
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If you change the value of this parameter after using SEE/Change for some time at the
development centre system, the existing CR work libraries have to be renamed manually
using the newly assigned prefix.

CR type mnemonics

Specifies the list of CR type codes that can be assigned to each CR. Each mnemonic
represents a different type of maintenance activity. It is used for information purposes
only, with the exception of type *EMG (Emergency Fix), which will automatically allow
concurrent development. Y ou can modify the shipped mnemonics and add new ones.

Default IR category

Specifies the IR category mnemonic to be used by the system as the default value. When
entering new IRs, this default value is used for the IR category. It must be avalue
already present in the parameter table ICAT.

IR category
Specifiesthe list of IR category codes that can be assigned to each IR. Y ou can modify
the shipped mnemonics and add new ones.

IS priorities for CRs

Specifies the meaning of the IS (Information Systems) priorities used when anew CR is
created. The priority code is a number in the range 1-9, where 1 is the highest priority
and 9 isthe lowest. Y ou can specify meaning or description against each code .

CR movement checks: *ERROR or *WARNING

Specifies whether problems detected when CR promotion is requested are treated as
errors, or as warnings (these can be ignored). Error conditions occur most often when
attempting to revert alive CR to development. *WARNING enables you to continue
with a partial revert operation that bypasses application parts that cannot be reverted.

It is generally recommended that you specify this parameter as * ERROR. If you
encounter errors that you explicitly want to ignore, you can change this parameter to
*WARNING, and after the CR movement/promote has completed - change it back to
*ERROR. Thiswill help ensure that critical errors are not ignored accidentally or
unknowingly.

Naming pattern use

Specifies which source members are checked against naming pattern tables when
retrieved into the CR. (Naming patterns are specified for specific source pools using
function WRKAPPCFG - Work with Application Configuration.)

Possible values are:
*NEW Only new source member names are checked.

*ALL  All source member names are checked. If an existing member with a name not
compatible with the naming pattern table is requested for retrieval,
SEE/Change rejects the retrieval request. Y ou can then initiate a new member
name (compatible with the naming pattern table) and copy the existing source
into this new member.



MRCD Max rcd length for AS400-->S38 transfers
Specifies the maximum record length that can be transferred between AS/400 and
System/38 in the context of SEE/Change transfer request. The minimum length is 631;
the maximum length is 9999. Files with record length greater than the value specified
here will be truncated, and data will be lost at transfer time.

The transfer packet size is affected by the value specified here and on the number of
records being transferred. Due to the current SNADS upper limit packet size of 16MB,
you should opt to minimise this value.

Transfers between AS/400s, and between System/38 and AS/400 are not affected by this
parameter.

Y ou must specify this parameter on al AS400 system that originate transfers to one or
more System/38s, and on all System/38s receiving transfers from one or more A S/400s.

PSBM CR promote operations submitted to batch ?
Specifies whether CR promote operations are submitted to batch, or that the person
reguesting the operation can select batch or interactive processing. Valid values are:

*YES Submit job to batch, after showing the submit window to allow the user to
modify the submit job attributes if required.

*OPT  Show the submit window. Allow the user to run the job interactively or in
batch, and alow the user to modify the submit job attributes if required.

*FRC  Submit the job directly to batch, do not show the submit window, the user
accepts all default job attributes.

SCHK Scr/obj date checks: *ERROR or *WARNING
Specifies whether differences between source last changed date and object last change
date are treated as errors or warnings when checking the CR library. Valid values are
*ERROR or *WARNING.

Date differences can occur when:

. The member text is changed after last compilation
. The member and object are transferred to another CR after last compilation
. The member is edited after last compilation

UPTY User priorities for Investigation Requests

Specifies the meaning of the user priorities used when anew IR is created. The priority
code is a number in the range of 1-9, where 1 is the highest priority and 9 is the lowest.
Against each code you can specify meaning or description.
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Updating general parameters

This function enables you to make operational the changes made to parameter data.
The UPDPRMDTA (Update Parameter Data) command must be run after changes are made to system

parameters via function WRKPRMDTA, after changes are made to system/site or application
configuration data, or after data filters are created.

How to get into this function

Menu/Option: SEECFG/ 12
Command: UPDPRMDTA

The job runsinteractively; no parameters are prompted. For further information, refer to Command
UPDPRMDTA on page 2-167.
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Specifying authority and processing templates

This function enables you to maintain the object authorities to be applied, and the user-defined processes
to be executed, when SEE/Change delivers an object when the CR is promoted. Refer to Object authorities
on page 2-19, and Object level processing on page 2-20.

SEE/Change uses a hierarchical structure that enables you to define the above for:
» A specific object

» All objects of a specified type in a specified library

» All objectsin a specified library

» All objects of a specified type

o All objectsin all libraries

These levels are called apply levels, and are maintained separately at each network location.

Y ou can also use this function to apply object authorities to any individual object, based on the authority
templates you have defined.

How to get into this function

Menu/Option: SEECFG/21
Command: WRKOBJAUT

List panel viewing and manipulation

SEE/ Change Testing Environnent
Work with Ooject Authorities

2=Change 3=Create 4=Del et e 5=Di spl ay 13=Show & appl y
: Apply bj ect Li brary SEE/ Change Authority Process
i Act Lvl (P) Name Name Ref Id (P) Tenplate Tenplate
*0BJ APYOBJAUT OMSOBJ CLP *YES *YES
. *oB CRTRLSTAP OVSOBJ CLP *YES
. *oB CVTOVSDTA OVSOBJ CLP *YES
. *oBd ENDDMSJOB  OVBSOBJ CLP *YES
. *oBd EXCVMBRLST QOMVSOBJ CLP *YES
. *oBd EXCOBJLST QOVSOBJ CLP *YES
. *oBd OMBLNS02  OVsOBJ RPG *YES
. *oBd OVSTXT OMSDTA PF *YES
. *oB ovs216C OMSOBJ CLP *YES
. *oB oms240C OMSOBJ CLP *YES
*0BJ ovs241C OMSOBJ CLP *YES
*0BJ oms246C OMSOBJ CLP *YES
Mor e

Th|s panel shows all avallable apply Ievels and whether they are u%d for authority template, process
template or both. Y ou can maintain the file, create new template levels and update, browse or delete
existing ones.
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Positioning the object authorities list

Y ou can use the input fields below the column headings to specify criteriafor positioning the object

authorities for display.

Each level requires different identification elements to be specified, as shown in the table below:

Optional positioning elements
Level Obj name Lib name Obj ref. id
*OBJ X X X
*LIBTYP X X
*LIB X
*TYP X
*ALL

For example, to apply atemplate at *OBJ level, you must specify the object's name, the library name, and
the object reference id as defined in SEE/Change.

Apply Lvl

Object Name

Library Name

Object ref id

Enter atemplate level here, and the list is positioned to show al entries from
that level onwards. Y ou can prompt using F4 and select an apply level from the
shown list. Thelist is constructed in the order in which the template levels are
searched when applying object authority, that is:

*OBJ-->*LIBTYP-->*LIB -->*TYP-->*ALL

Enter the object name here and the list is positioned starting with objects
matching this object name.

Enter alibrary name here and the list is positioned starting with the specified
library name.

Enter an object reference id here and the list is positioned from the specified
object reference id onwards.

To revert to the full list, blank out all the search items and press Enter.
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Action codes

You can select one of the following action codes:

2=Change

3=Create

4=Delete

5=Display

13=Show and apply

Update the details of the selected 'apply level’. Refer to Working with the object
authority details panel on page 2-108.

Create anew apply level. If an existing 'apply level' is selected, the details of
that level are used as default for the creation of the new level. Refer to Working
with the object authority details panel on page 2-108.

Delete the selected "apply level'. The associated authority template and process
template are removed. A confirmation window pops up, showing the "apply
level' you have selected for deletion; press Enter to confirm and the entry is
removed; use F12 to cancel the delete operation.

Display the details of the selected 'apply level'. Refer to Working with the object
authority details panel on page 2-108.

Use this option to view the ssmulated authority details for a specified object.
After selecting this option, the object name, library and object reference id are
prompted. SEE/Change displays the proposed authority characteristics. If
required, you can use F21 to actually apply these authorities to the specified
part. Refer to Applying object authorities on page 2-110.
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Working with the object authority details panel

The following panel is shown when you use option 2=Change, 3=Create or 5=Display from the
Work with Object Authorities panel.

SEE/ Change - Change Managenment System

VWork with Object Authority details Mode: *UPD
! Apply |evel: *OBJ bject Name . . . : CVTOVSDTA
: Qbj ect Library . . : OVSOBJ

Ref Id. . . . .(P): CLP
{Cbject Ommer . . . . . . . . .. ....: QSECOFR User Prof, or *NOCHG
i Program Adopt Status . . . . . . . . . . : *OMER * NOCHG * OANER/ * USER
i Use Previously Adopted Authority . . . . : *NOCHG * NOCHG * YES/ * NO
i User Defined Processing for Gbject . . . : *NO (Use F14 to edit)
L% GRT User, group *ALL *CHANGE *USE Object Rights -- Data Rights --i
! *RVK or *PUBLIC *EXCLUDE or *AUTL  Qpr Mgt Exist Read Add Upd DIt :
: Aut | :

B B B B B K/bre_

This panel is used to maintain the authority template and the user-defined processing template. The panel
is divided into three sections:

» Thetop section is used to define the template being added, to show the identification elements of an
existing template, or to specify the details of the object for which authority is being applied.

»  The middle section enables the maintenance of the object owner, program adopt status and the
previously adopted authority status to be used when the authority template is being applied. Keyword
*NOCHG indicates that no changes are applied to the object for the authority item.

Also in the middle section, when in add, update and browse modes, any user-defined processing for
the object isindicated by *YES or *NO. Y ou can use F14 to browse or maintain the associated object
execution message string. Refer to Updating the execution message on page 2-140.

* Thelower section enables maintenance of alist of Grant/Revoke transactions to be executed when the
authority template is being applied.

The first column indicates whether the transaction is Grant (* GRT) or Revoke (*RVK).

The second column specifies the user profile. The first line is reserved for Authorisation List name;
you must specify the name of an existing Authorisation List (object type* AUTL). You can use F16 to
work with the named authorisation list, or all authorisation listsif blanks. For all other lines you must
specify the name of an existing user profile (object type (*USRPRF) or * PUBLIC. For *RVK
transactions, you can also specify *ALL instead of a user profile name.

2-110 SEE/Change



In subsequent columns you can either specify a generic authority word (*ALL, *CHANGE, *USE,
*EXCLUDE) or place an X under the required object and data rights columns. The generic word
*AUTL can only be specified for user profile *PUBLIC. For further details, refer to the IBM
documentation of commands GRTOBJAUT and RVKOBJAUT.

Operation modes

The mode (in the top right corner) shows * ADD for add mode, * UPD for update mode, * BRW for browse
mode or *APY for apply simulation mode:

*ADD When using the panel in add mode, all three sections are available for entry. Enter the
identification elements on the top section. These details will determine the newly added
template level, as shown in the table below. Continue to the second and third sections to
specify the detailed characteristics of the newly created template.

Apply Authority will be applied What you must specify:

level to: Object name Library name Object Type

*OBJ the specific object X X X

*LIBTYP all objects of the specified - X X
type in the named library

*LIB all objects in the named - X -
library

*TYP all objects of the specified - - X
type

*ALL all objects in all libraries - - -

*UPD When using the panel in update mode, only the middie and lower sections are available
for input. The template level identification elements cannot be changed.

*BRW When using the panel in browse mode, no changes are allowed.
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Applying object authorities

The following panel is shown when you use option 13=Show and apply from the Work with Object
Authorities panel to apply authorities to a specific object using the hierarchial object authority structure
you have configured.

SEE/ Change Testing Environnent

VWork with Object Authority details Mode: *APY:
{ Apply |evel: bject Name . . . : CRTRLSTAP_
: Cbject Library . . : OVBOBJ

Ref Id . . . . . (P): CLP
{Object Ommer . . . . . . . . . ... .. : *NOCHG User Prof, or *NOCHG
i Program Adopt Status . . . . . . . . . . : *NOCHG * NOCHG * OANER/ * USER
i Use Previously Adopted Authority . . . . : *NOCHG * NOCHG * YES/ * NO
! *GRT User, group _*ALL *CHANGE *USE _ Object Rights_ -- Data Rights -- !

! *RVK or_*PUBLIC____ *EXCLUDE or _*AUTL___ Opr_Mgt_Exist__Read_Add_Upd DIt _:
: Aut | : :

The mode in the top right corner is * APY. Only the top section of the panel is available for input.

Simulating object authorities

Y ou may want to use this function to check what object authorities would be applied to a particular
part/library/type. The object does not have to exist.

Enter the object name, type and library, then press Enter and all of the object authority apply levels you
have configured are searched. The order in which they are searched is: *OBJ, *LIBTYP, *LIB, *TYP,
*ALL.

Details of the first apply level matching the object details you have entered are displayed. The apply level
(if oneisfound) is shown in the top left corner of the panel. If no apply level can be matched, *NONE is
shown.

For example, you have entered a*LIBTY P apply level for library RPGPGMLIB for object type RPG. If
you enter object PGMA to apply authorities to, and it is an RPG program in library RPGPGMLIB, you
will see displayed the authorities you have defined for the *LIBTY P apply level as this the first apply level
that matches the part details of PGMA.

Use F21 to apply the object authorities to the specified object (via function APY OBJAUT). For this

routine to complete successfully, the object must exist. For further information, refer to Command
APYOBJAUT on page 2-149.
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Enroling users

This function enables you to enrol users to use SEE/Change and to maintain enrolment data. Each user
must be enrolled either under an individual user profile or as a member of a group profile. Refer to
Managing user access on page 2-44.

How to get into this function

Menu/Option: SEECFG/ 22
Command: WRKUSRAUT

List panel viewing and manipulation

SEE/ Change - Change Managenent System
Work with User Enrol ment

2=Change 3=Copy 4=Del et e 5=Di spl ay

EOpt User profile

<--- Locate user
DVS

DMSDOC

QPGWR

QSECOFR

Bot t om?

Fl=Hel p F3=Exit F5=Refresh F6=Create F9=Cnd Fl1l=User sign-on F12=Cancel
i F21=Filters F24=Messages

This panel shows all available user enrolment entries.

You can select one of the following action codes.

2=Change Change authorizations for the selected profile.

3=Copy Copy all authorizations for the selected profile into a new profile being

enrolled. Y ou can modify the copied authorities in the new profile.

4=Delete Delete all authorizations for the selected profile. A confirmation window pops

up showing the user profile name you have selected for deletion; press Enter to
confirm and the authorities for the selected user are removed; use F12 to
cancel the delete operation.
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5=Display Display the authorizations for the selected profile.

You can use F6=Create to enrol anew user without copying authorizations from an existing profile,
F11=User sign-on to maintain User Sign-on specifications, and F21=Filters to maintain datafilters.

Positioning the list

Usethe Locate User Profile input field to position the entries being shown. To revert to the full list,
blank out the search value and press enter.
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Working with the user enrolment details panel

The following panel is shown when you use action option 2=Change, 3=Copy, 5=Display or
F6=Create from the Work with User Enrolment list panel:

SEE/ Change Testing Environnent

: Work with User Enrol nent Details Mode: *UPD
i User/Group Profile . . . : DAVI D
: Auth ----Filter----i
i Prd Level Al l ow;
i (P) Function Aut hori sed? (P) Name (P) Chg?:
: <--- Locate function :

<

! CFG ADDSI T Add Site

i CFG CFGBAROPT Configure Bar Option

i CFG CHGOBJDFT Change (bject Defaults

i CFG CHGSBMDFT Change Subnit Defaults

i CFG CHKCFG Check Confi guration

i CFG UPDSRCREG Update Source Regi ster

i CFG WRKAPPCFG Work with Application Configuration
i CFG WRKOBJAUT Work with Object Authorities

i CFG WRKOBJOVR Work with Object Pronote Overrides
i CFG WRKPRMDTA  Work with Parameter Data

i CFG WRKPTNTBL Work with Naming Pattern Tabl es

i CFG WRKSYSCFG Work with System Configuration

i CFG WRKTAL Work with Thenon Auth Lists - Appl level _
i CFG WRKTAL Work with Thenon Auth Lists - Sys |evel

<< <=<=<<I

: More. ..
{ Fl=Hel p F3=Exit F4=Pronpt F9=Cmd Fl2=Cancel F13=Repeat F15=Tenplate :
i F21=Filters F24=Messages

The list shows all available SEE/Change functions.
The input field above the Product / Function column enables you to locate a specific function. Y ou can
either specify the product code (for example, CFG is the Configuration Manager module), or use F4 to
prompt for alist of product codes, and full or partial function name, or leave the product code with blanks
and specify the full function name. After pressing Enter, the list is positioned with the specified function
name.
Against each function you can specify:
Authorised? Y The user is explicitly authorised to use the function.

N The user is explicitly not authorised to use the function.

Blank  Group profile authorisation determines user access. If the user is not grouped,

or if group profile authorisation is also unspecified, the user is not authorised to
use the function.

Filter For certain functions that can use data filters, you can specify the data filter name that is
assigned when the function is executed. Y ou can specify any valid name, or * USRPRF
or * GRPPRF that will be substituted with the user/group profile name at run time. You
can also use F4 to prompt for alist of existing filter names.

If you do not specify a datafilter, no data filters are assigned at run time.
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If the filter name you specify does not exist, a warning message is shown, but the
enrolment datais updated. Y ou can then use F21 to get to the datafilter maintenance
function to create the required filters.

If you specify a datafilter, you must also specify whether the user can change the

assigned filter:

Y The user can use any existing filter, and can make changes to the assigned filter
specifications.

N The user cannot use another filter, and can only change the assigned filter

specifications to make data sel ection more restrictive.

Auth Level For certain Communication Manager functions, you can specify the Authority Level that
is associated with the user when executing the function. For each Transfer Regquest and
Monitor Request defined within the Communication Manager, a Minimum Required
Authority Level is specified. This authority level is compared against this Authority
Level to determine whether access to the Transfer/Monitor Request can be granted. You
can use F4 to prompt for alist of available authority levels.

F15=Template can be used when changing or creating user enrolment details, to automatically assign
authorities to all or a subset of SEE/Change functions, based on standard templ ates.

The following window is shown when you use F15=Template from the Work with User Enrolment

Details panel:
SEE/ Change Testing Environnent :
: Vork with User Enrol ment Details Mode: *UPD
i User/Group Profile . . . : DAVI D
Auth ----Filter----:
i Prd Level Al low;
i (P) Function Aut hori sed? (P) Name (P) Chg?:
CFG ADDSI T : Tenpl at e Aut hori sation
i CFG CFGBARCPT
i CFG CHGOBJDFT : Warning: existing enrolnent data for user
i CFG CHGSBMDFT will be replaced !
i CFG CHKCFG :
i CFG UPDSRCREG  : Product . . . . . (P): ____ or *ALL
i CFG WRKAPPCFG  : Authority Profile (P):
i CFG WRKOBJAUT
i CFG WRKOBJOVR  : Enter Fl=Help F4=Pronpt Fl12=Cancel :
i CFG VRKPRMDTA 1.
i CFG WRKPTNTBL Work with Naming Pattern Tabl es Y
i CFG WRKSYSCFG Work with System Configuration Y
i CFG WRKTAL Work with Thenon Auth Lists - Appl level _
i CFG WRKTAL Work with Thenon Auth Lists - Sys |evel :
: More. .. :

EFleeIp F3=Exit F4=Pronpt F9=Cnd F12=Cancel F13=Repeat F15=Tenpl ate
i F21=Filters F24=Messages
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This window enables you to assign authorities in bulk, based on standard templates. Y ou can specify:

Product

Authority Profile

The product or module code included in the scope, or *ALL. You can use F4 to
prompt for alist of valid product/module codes. All functions belonging to the
specified product/module will be automatically authorised or unauthorised
based on the Authority Profile you select.

The authority profile, which determines which functions are explicitly
authorised and which functions are explicitly unauthorised. Y ou can use F4 to
prompt for alist of valid authority profiles. These correspond to the Authority
Template column in the table in previous section.

The following panel is shown when you use F11=User sign-on from the Work with User Enrolment

list panel:

3=

<- -

SEE/ Confi gurati on Manager
SEE/ Communi cati on Manager
SEE/ Devel opnent Manager

DV

SEE/ Change Testing Environnent
Work with User Sign-on
Copy 4=Del et e 5=Di spl ay

Access Description Appl Mil Site Envr

Locate user profile :
Thenon/ SEE CFG SI 1- Hongko *LIV:
Thenon/ SEE COM SI 1- Hongko *LIV:
Thenon/ SEE DEV SI 1- Hongko *LIV:
Thenon/ SEE CFG SI 1- Hongko *LIV:
Thenon/ SEE CHG SI 1- Hongko *LIV:
Thenon/ SEE COM SI 1- Hongko *LIV:
Thenon/ SEE DEV SI 1- Hongko *LIV:

Aut hority Access to CFG
Aut hority Access to MOV
Aut hority Access to DV
Aut hority Access to DEV

Authority Access to ICR Thenon/ SEE PRB SI 1- Hongko *LIV:
Aut hority Access to RLS Thenon/ SEE RLS SI 1- Hongko *LIV:
Aut hority Access to DEV TGP DM Sl 2- Bangko *LIV:

THENOV SEE Confi gurati on Manager Thenon/ SEE CFG Sl 1- Hongko *LI Vi

THENON SEE Change Manager
THENON SEE Devel opnment Manager
THENON SEE Pr obl em Manager

Thenon/ SEE CHG SI 1- Hongko *LI V
Thenon/ SEE DEV SI 1- Hongko *LIV:
Thenon/ SEE PRB SI 1- Hongko *LIV:

THENOV SEE Confi gurati on Manager Thenon/ SEE CFG Sl 1- Hongko *LI Vi

F5=Ref resh

More. .. !

F6=Create F9=Cnd F12=Cancel

The panel shows all existing user sign-on entries. You can select one of the following action codes:

2=Change

3=Copy

4=Delete

5=Display

Change the selected sign-on entry.

Copy the selected sign-on entry into a new entry. You can modify the copied
detailsin the new entry.

Delete the selected sign-on entry. A confirmation window will pop up showing
the entry you have selected for deletion; press Enter to confirm and the selected
entry isremoved; use F12 to cancel the delete operation.

Display the details of the selected entry.

You can use F6 to create a new sign-on entry without copying details from an existing entry.
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The following panel is shown when you use action option 2=Change, 3=Copy, 5=Display or
F6=Create from the Work with User Sgn-on list panel:

SEE/ Change Testing Environnent

Wrk with User Sign-on Details Mode: *UPD
EUser/Group Profile . . . : CARLOS
i Application Code . . .(P): ovs Thenon/ SEE
i Sub Mdule . . . . . .(P): Ccom
:Site Code . . . . . . (P): Sl1 S| 1- Hongkong

Envi ronnent Code . . .(P): *LIV * LI V/ * ACP/ * NDL
i Access Description . . . : SEE/ Commruni cat i on_Manager
i Signon exec. string . (P): GO_MENU( SEEVAL)

i Qutput Queue . . . . . . : QPRI NT library: QGPL

iFl:HeIp F3=Exit F4=Pronpt F9=Cnd F12=Cancel

This panel is used to enter, change or view all details for a specific user sign-on entry.

User/grp profile Enter the user or group profile for whom the sign-on entry is being created. It
must be an existing * USRPRF object in the system.

A sign-on entry can be made for both user and group profiles. If both are
available, the user is able to select the desired access when signing-on to
SEE/Change via command THENON MENU(* SELECT).

Application code Enter the application code. It must be an application already configured in
SEE/Change.

If the entry is for a SEE/Change user, the application code must be OMS

The application, site and environment determine the database library that the

user is signed-on to by SEE/Change. To select the desired combination use F4
to show the available database environments for all applications being used at
the local system.

If achangein application is required, first create a new sign-on entry (based on

the current entry) and assign to it the desired environment. Then remove the
original entry.
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Sub module

Site code

Environment code

Access description

Signon exec string

Output Queue/Lib

Enter the application module.

For SEE/Change applications the module code should be one of SEE/Change
ProductsModules. Use F4 to prompt alist of SEE/Change Products/Modules.

If achangein application module is required, first create a new user enrolment
entry (based on the current entry) and assign to it the desired environment.
Then remove the original entry.

Enter the site code. It must be a site already configured in SEE/Change for the
local system.

If the entry isfor a SEE/Change user, the site code must be a site already
configured to use application code OMS.

The application, site and environment determine the database library that the

user is signed-on to by SEE/Change. To select the desired combination use F4
to show the available database environments for all applications being used at
the local system.

If achangein siteisrequired, first create a new user enrolment entry (based on
the current entry) and assign to it the desired environment. Then remove the
original entry.

Enter the environment code. It must be one of the following:

*LIV  Live/Production database
*ACP Acceptance/ QA database - if available
*MDL Module/Integration database - if available

If the entry is for a SEE/Change user, the environment code must be *LIV.

The application, site and environment determine the database library that the
user is signed-on to by SEE/Change. To select the desired combination use F4
to show the available database environments for all applications being used on
the local system.

If achangein environment is required, first create a new user enrolment entry
(based on the current entry) and assign to it the desired environment. Then
remove the original entry.

Enter the access description.

Enter the initial execution string (any valid CL or user written command
allowed in *EXEC mode). It will be executed when signing-on via command
THENON MENU(* SELECT). Use F4 to prompt for command parameters (the
program will search the application library list).

For SEE/Change entries, do not specify an execution string. It is automatically

initialised by the program.

Enter the output queue and library names associated with this sign-on entry.
The output queue is optional. If entered, it must exist in the system (object type
*OUTQ).
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Working with data filters

The following window is shown when you use F21=Filters from the Work with User Enrolment Details

panel:

i OMB128CL THNDEV

2=Change

Act _Filter

CARLCS

CHRI S
COoX
DAVI D
LI NH
MARK

MARTI N

QPGV\R

YUVAL

The panel shows all existing data filters. Y ou can select one of the following action codes:

2=Change

3=Copy

4=Delete

5=Display

You can use F6 to create a new data filter without copying specifications of an existing filter.
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Descri ption

QSECOFR
Rl CHARD
SUPPORT

Wrk with Data Filters

3=Copy

4=Del et e

<-- Locate data filter

Carl os tester

Data Filter created
Data Filter created
Data Filter created
Data Filter created
Marks Filter

Data Filter created
Data Filter created
Data Filter created
Data Filter created
Support Filter
Data Filter created

F5=Ref resh

F6=Cr eat e

User
User
User
User

User
User
User
User

User

CHRI S
COoX
DAVI D
LI NH

MARTI N
QPGV\R

QSECOFR
Rl CHARD

YUVAL

F9=Cnmd F12=Cancel

Change the specification of the selected filter.

Copy the specifications of the selected filter into a new filter. Y ou can modify

the copied specifications in the new filter.

Delete the selected filter. A confirmation window will pop up showing the filter
name you have selected for deletion; press Enter to confirm and the selected
filter isremoved; use F12 to cancel the delete operation.

Display the specifications of the selected filter.



The following panel is shown when you use action option 2=Change, 3=Copy, 5=Display or
F6=Create from the Work with Data Filterslist panel:

Wrk with Data Filter Details

Filter Nanme/Descriptn : DAVID Data_Filter_created_by_User_DAVI D

EEnter the codes to which the user is restricted:
i |RFCR Applications (P):

EIR Sites/Locations (P):

EIRCategories .. (P):

IR Status Codes. . (P):

ECRTypes ..... (P):
i CR Status Codes. . (P):

Datafilters are used to filter the IR/CR related information shown through various SEE/Change functions.
The datafilter is a collection of selection criteria specifications that are stored in adata areain
SEE/Change Save Library (as specified under general parameter @SVL).

Y ou can maintain any number of datafilters. You can assign a specific datafilter to a user enrolment
record, and specify whether the user is restricted to the assigned data filter, or whether the assigned data
filter is the default filter and the user is allowed to change it or use a different filter.

This panel is used to add, change, or delete a data filter. The mode in the top right of the panel shows
* ADD when creating a new filter, * UPD when modifying an existing filter.

Enter alist of codes against each of the items. The filter will restrict users to these codes. If you do not
specify any codes against an item, no restriction is required applied. Y ou can use F4 to prompt and select
alist of valid codes for each item.

In *UPD mode, you can delete the filter by pressing F23, or by clearing al codes against all items.

Each filter can contain specifications related to both IR and CR entities. In the Change Manager both IR
and CR related information is processed. The two fields shown at the bottom of the panel allow the user
control over the method of selecting IRs and CRs in the Change Manager:

IR/CR Relationship  specifies whether the relationship between the values used for IR selection and
the values used for CR selection are * AND or *OR (A/O).

Application apply to  specifies whether the list of Application codes is used to search IRs, CRs or
both (1/C/B).
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The following IR entities can be used for search criteria (if more than oneis specified, an implicit * AND
relationship is used):

* IR Applications or Application Areas (if | or B selected for Applications apply to)
e IR Siteor Locations

* IR Categories

e IR Status codes

The following CR entities can be used for search criteria (if more than one is specified, an implicit *AND
relationship is used):

*+ CRApplications (if C or B selected for Applications apply to)
e CRTypes
e CR Status codes

The search program joins each CR record with its associated IR record, and then the joined datais
searched. The IR/CR relationship enables you to control whether * AND or *OR is used between all IR
related search criteriaand all CR related search criteria.

The following secondary panel is displayed when you press Enter on the Work with Data Filter Details

panel.

SEE/ Change Testing Environnent
Wrk with Data Filter Details

Filter Nanme/Descriptn : DAVID Data_Filter_created_by_User_DAVI D

i In Probl em Manager. . : Show secondary detail panel ? . . . . . : Y (YN

: Show client-defined extension panels ?. : Y (Y/N)
Show task schedul e automatically (JOB)? : Y (Y/N)
Default IR application area code. . .(P):
Default IR location code. . . . . . .(P):
Default IR category . . . . . . . . .(P):
Default IR user priority. . . . . . .(P):
Default IR user reference . Lo

Eln Change Manager . . : IR/CRrelationshipis *ANDor *OR. . . : A (ANO

: Applications apply to CRs, IRs or Both .: C (1/CB)
Show client-defined extension panels ?. : Y (Y/N)
Show task schedul e automatically (JOB)?.: Y (Y/N)
Create CR library when creating new CR?: P (Y/NP)

Default CR (IS) priority. . . . . . .(P):
Default CR contact reference. Lo

Show secondary detail panel ?
None of the fields in the second detail panel for IR entry are mandatory. This toggle can be used to ensure
that pressing Enter does not display the panel for those users who are subject to these filter specifications.

Whatever the setting of this option, users of the first detail panel for IR entry can bypass the second panel
by pressing F16 instead of Enter.

2-122 SEE/Change



Show client defined extension panels ?
This Y es/No flag determines whether the user will access the user-written exit programs supported by
SEE/Change.

Show task schedule automatically?
Thisfield isrelevant only to users of SEE/Job, and determines whether the user will access the Work with
Tasks panel when entering or amending the IR/CR.

Default IR application area code
The application area code to be used as a default when creating an IR. Use F4=Prompt to display alist
of available location codes.

Default IR location code
The location code to be used as a default when creating an IR. Use F4=Prompt to display alist of
available location codes.

Default IR category

The category to be used as a default when creating an IR. Use F4=Prompt to display alist of available
categories.
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Default IR user priority
The user priority code to be used as a default when creating an IR. Use F4=Prompt to display alist of
available priority codes.

Default IR user reference
The user reference text to be used as a default when creating an IR. User reference text can be used to
group IRs for searching.

IR/CR Relationship is *AND or *OR
Specifies whether the relationship between the values used for IR selection and the values used for CR
selection are * AND or *OR,; specify either A or O. The default is A.

Application apply to IRs, CRs, or Both

Specifies whether the list of Application codesis used to search IRs, CRs or both; specify either I, C, or B.

The default is C.

Create CR library when creating new CR?

The valid responses to this prompt are:

Y  causes SEE/Change to submit ajob to create a CR library each time anew CR is created.

N means that SEE/Change does not submit a job to create a CR library; however the library can still be
created by using option 31.

P (Prompt) displays a dialogue window asking whether to create a CR library.

Default CR (IS) priority
Default CR contact reference

Each of these fields can hold a default value that governs the creation of new Change requests. The values
specified appear on panel 2 on the Work with Change Requests function.
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Specifying authorisation lists

This function enables you to nominate multiple related lists of users whose explicit authorisation is
required before a CR movement/promote can be effected. Refer to Movement authorisation on page 2-39.

How to get into this function

Menu/Option: SEECFG/ 23
Command: WRKTAL

Entry panels

Wor k THENON Aut hori sation Lst (WRKTAL)

EType choi ces, press Enter.

fMbde ..o oL *CR, *APP, *SYS
i Application . . . . . . . . .. - Character val ue
i | R Devel oprment Syste e o Character val ue
IR Nunber . . . . . . . . .. 000001- 999999

i CR Sequence Nunber . . . . . . . 01-99

: Bot t omi
F3=Exi t F4=Pr onpt F5=Refresh F12=Cancel F13=How to use this display '
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Select the movement/promote type required; the following panel is prompted:

OVB410C1 TSPLSYD Work with THENON Aut horisation List Details

Enter the User/Goup Profiles, maxi mum 10 at the followi ng | evel, required
ito authorise the novement naned bel ow. Press Enter.

‘Level . . . . . : *SYS SYD Sydney, Australia
i Mvenent Type . : *MDL Mbdule/lntegration library

This panel is used to add new users or update/view existing ones. The panel is divided into two sections:

»  Thetop section shows the SEE/Change Authorisation List (TAL) level and CR movement/promote
type. These two items provide the definition within the TAL hierarchy.

» Thelower section enables maintenance of alist of users whose explicit authorisation is required
before the shown movement type can be effected. The user profile names you enter must already exist
on the system (object type (*USRPRF).

Use F7=Previous list and F8=Next list to control movement among the lists. To add a new list for
the current level and movement type, go the last list and press F8. Y ou can have up to 999 different lists
for each authority level and movement type.

If the current user is QSECOFR, or the current user has authority to nominate users on System or
Application level, then the user can manipulate the authorisation status of any name in any list, ie: the
user can remove any nominated users, nominate new users, or grant or revoke authority on behalf of
nominated users.

If the current user is not QSECOFR and has no authority to nominate users on System or Application
level, then the user can only manipulate the authorisation status of their user/group profile names.

The commands GRTMVTAUT and RVKMVTAUT aso work according to the same scheme: the above

rules are used when parameter User name (USER) is specified with a user name other than * USRGRP,
*USER or *GROUP.
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Example of multiple authorisation lists

In this example, three lists have been created. Each governs the move to Acceptance/QA at a system-wide

level.
LEVEL *SYS
MOVEMENT *ACP
LIST 1 LIST2 LIST3
Mark Angelo Greg
Susan Susan
Tracey Tracey

If only one list has been defined, (say list 1), Mark, Susan and Tracey would al have to authorise the
movement. If one or more of them were unavailable the movement could not be authorised.

Because lists can be related via an OR relationship, the movement need not depend on the availahility of
everyone in onelist. In this example, if SEE/Change findsthat LIST 1 has not been satisfied (i.e. not all
listed users have granted authorisation), it searches for other lists and examines each in turn, looking for
thefirst list in which all the named users have granted authorisation. In the above example, Susan and
Tracey are also on LIST 2, which isthe next list at thislevel, and Angelo has granted authority. This
means that the movement is authorised.

The presence of LIST 2 caters for the situation where Mark is not available but Angelo is. Notice also
that, in the above example, Greg can authorise the movement on his own.

Each user can be named in as many different lists as required; however, a user can appear once only per
list.

How SEE/Change handles unauthorised movement requests

When a movement request fails because users have not granted the required authorisation, the Work With
Authorisation Requests function handles the failure by displaying alist of users who have not granted
authority. A message can then be sent (typically by the user who issued the command to process the
movement) to each of the members on a selected list asking for authorisation. If arecipient responds
positively, then their authorisation is registered asif they had granted the authority from within
SEE/Change themselves.

Work with Authorisation Requests can be executed directly without actually requesting a movement (New
command Check Movement Authority CHKMVTAUT). Thisis particularly useful if a movement isto be
actioned at a time when personnel who would authorise the movement will be unavailable (for example,
outside office hours). The direct response checking facility enables authorisation issues to be resolved at a
convenient time before the movement request is initiated.
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Work with Authorisation Requests
| RF CR Nurmber 100296/ 02

Moverment has not been authorised at the followi ng |levels
Sel ect a level to display unauthorised novenents

Sel Level Description

*SYS System Level Authorities

* APP Application Level Authorities

Fl=Hel p F3=Exit F9=Cnd F12=Cancel

Work with Authorisation Requests enables you to investigate incomplete authorisation lists. The above
figure shows the first screen presented. In this example, the requested movement for CR 100296/02 has
not been authorised at system and application level. However, the CR has been authorised at CR level.
(The CR level does not appear; therefore either it has been authorised, or no authorizations were needed).

Taking an option (any character) against one of the levels present a panel showing the movements (for the
selected level) that have not been authorised.

Work with Authorisation Requests
I RF CR Nunmber 100296/02 Level : *SYS System Level Authorities

Fol | owi ng nmovenent types have not been authorised
Sel ect novenent type to display list of users yet to authorise novenent

Sel __Movenent __Description

* VDL Mobdul e/ I ntegration library

Fl=Hel p F3=Exit F9=Cnd F12=Cancel

The above illustration shows that at system level, the movement to the module environment has not been
authorised. Select this movement to lead to the final panel, which shows those users who have yet to
authorise the movement. The following is an example list.
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Work with Authorisation Requests
Fol | owi ng users have not authorised novenent for CR 100296/ 02

Level . . . . . : *SYS SystemLevel Authorities
Movermrent Type . : *MDL Module/lntegration library

Aut hori sation List 1 of 2

User User User User

Fl=Help F3=Exit F7=Previous list F8=Next list F9=Cmd F12=Cancel
F16=Send aut hori sation request nessages

The function keys F7=Previous list and F8=Next list enable you to move between lists of users. Use
these functions to find the shortest list of required authorizations or to exclude those that are difficult to
complete (because of absences, for example). When a suitable list is found, use F16 to send a message to
those users. An example message follows.

Type reply (if required), press Enter.
From . . . : JOHNST 13/03/95 09:36:31
To . . . . . : FRED
Aut hori sation is requested for the movenent to *MDL of CR 100296/02 in
application APl on system SYl. Do you wish to authorise this now? Y/ N
Reply .

The responses are sent to the message queue TALM SGQ, where they remain until the next authorisation
run.

When authorisation is next requested, either directly via Check Movement Authority or through asking
for a movement, SEE/Change reads through the message queue TALMSGQ, looking for new authorities
to register. After all the responses have been processed (all responses are processed, not just those that
relate to the current request), the process of searching for completed lists begins.

The granting of authority does not happen immediately after answering a message. All the replies are
processed when the next movement / authorisation check is run.

For further information, refer to Command WRKTAL on page 2-179.

Configuration Manager 2-129



2-130 SEE/Change



Setting up user-defined action and status options

This function enables you to configure user-defined action options and status options to be integrated into
certain SEE/Change functions.

Y ou can use this command to create a new user-defined option, replace or remove an existing user-defined

option.

Note that user-defined options are not supported by SEE/Change. It isthe user's
responsihility to ensure these options are configured correctly. User-defined options are retained when
subsequent upgrades to SEE/Change are installed.

How to get into this function
Menu/Option: SEECFG2/1
Command: CFGBAROPT

For further information, refer to Command CFGBAROPT on page 2-151.
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Checking configuration details

This function enables you to produce an analysis of library usage within the SEE/Change configuration.

How to get into this function
Menu/Option: SEECFG2/2
Command: CHKCFG
When you select this option, ajob control window pops up. Y ou can choose whether the job runs
interactively or in batch.

For areport example refer to page 2-188.

If executed interactively, the report is displayed at the workstation.
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Listing general parameters

This function enables you to produce alisting of the general parameters configured within SEE/Change.

How to get into this function

Menu/Option: SEECFG2/3
Command: LSTPRM

When you select this option, ajob control window pops up. Y ou can choose whether the job runs
interactively or in batch.

For areport example refer to page 2-189.
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Setting up source naming patterns

This function enables you to create or change a naming pattern table. Y ou can define any number of
naming pattern tables. Each table includes one or more valid naming pattern entries. Refer to Source
member naming patterns on page 2-30.

How to get into this function

Menu/Option: SEECFG2/11
Command: WRKPRMDTA, EDTPTNTBL, or WRKPTNTBL

Either:

1 Issuethe command WRKPTNTBL, and select a pattern table to work with, or enter the details of a
new table. Thisis the recommended method. ENDFIELD
or

1 Issue the command WRKPRMDTA or select 11=Work with parameter data from the
Configuration Manager menu., and select a parameter that is the name of a pattern table to work
with.
or

1 Issuethe command EDTPTNTBL, and type the name of a pattern table to work with.

Entry panel

The following panel is displayed when you use WRKPTNTBL and select a pattern table to work with:

i OMB140C2 THNDEV Work with Naming Pattern Details Mbde: *UPD i

Nami ng pattern table: TBL
i Description . . Exanpl e_of _user_pattern_table

ESpecify character A-Z, 0-9, #, @ _, or £ for a mandatory positional val ue.
i Specify character "a" as a substitutional value for A-Z, # @ _ or £.
: Speci fy character "b" as a substitutional value for A-Z, # @ _, £ or blank.

ESpecify character "n" as a substitutional value for 0-9.

Pattern Description
i ACPnnnFM__ DSPF_nanes_f or _appl i cati on_ACP
: Bl LnnnC CL_nanes_for_application_BIL

FI SnnPRTb_ PRTF_names_f or _application_FI S
i GLBnanb RPG _nanes_for _applicati on_G.B

Fl=telp F3=Exit FO=Cmd Fi12=Cancel F24=MeSsages . . ..
2=Change Change the naming pattern entries in the selected table.
3=Copy Copy all entriesin the selected table into a new table. Y ou can modify the copied entries

in the new table.
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4=Delete Delete the selected table and all its entries. A confirmation window will pop up showing
the table name you have selected for deletion; press Enter to confirm and the selected
tableis are removed; use F12 to cancel the delete operation.

5=Display Display the naming pattern entries in the selected table.

You can use F6 to create a new table without copying entries from an existing table.

Each entry in a naming pattern table consists of a ten-character field pattern, and a description of the
pattern.

The validation of the source member name is done against each of the pattern table entries until a match
isfound. If no match is found, retrieval of the new source member is not allowed. The validation is
performed by checking each of the member name characters against each of the characters in the pattern.
The following rules are employed:

» Character a in the pattern indicates that the corresponding position in the member name must be
occupied by the letter A-Z, #, @, [ or $ (blanks are not allowed).

» Character b indicates that the corresponding position in the member name must be occupied by the
letter A-Z, #, @, [, $ or ablank.

»  Character nindicates that the corresponding position in the member name must be occupied by any
digit 0-9 (blanks are not allowed).

» Any other capital letter or digit indicates that the corresponding position in the member name must be
occupied by that character.

The following examples demonstrate how naming patterns can be used:

Pattern entry: ~ BIL199Cab

Valid names: BIL199CA BIL102CFG BIL165CZ

Invalid names:  BIL999CA BIL1001C BIL165CZX BIL1IFMCA ACP500

After making the required entries and/or changes, press Enter. After pressing Enter again, the program
will update the parameter file and return to the menu.
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Specifying compilation parameters

This function enables you to edit the source compilation commands, and associated parameters, to be used
when a source member is compiled at the development centre, or when re-compilation is required when
the part is promoted.

How to get into this function

Menu/Option: SEECFG2/ 12
Command: EDTEXCMSG

List panel
i OMB660CL THNDEV Edit Execution Message Execution Type: *COWPILE
2=Change 5=Di spl ay
SEE/ Change_obj ect _r ef erence_nane
_  BAs _ LF38 _ RPT
{ _ BAS38 _  MENU-U M _ RPT36
i_ C _ MNUDDS _ sQcC
i CBL _ MNU36 _ SQ.CBL
_ CBL36 _  MBGF36 _ SQLFTN
_ (CBL38 _ PF _ SQLPLI
_ QP _  PF38 _ SQLRPG
_  CLP38 _ PLI
_ Cw _ PNLGRP
_ CWNF38 _  PRTF
_  DsSPF _  PRTF38
i _ DSPF36 _ QWFORM SRC
i _ DSPF38 _ QVIRY- SRC
i FTIN _ RPG
_ ICFF _ RPG36
LF RPG38

Action codes
You can select one of the following action codes:

2=Change Change the compilation command string. Refer to Updating the execution
message on page 2-140.

5=Display Display the compilation command string. Data cannot be changed. Refer to
Updating the execution message on page 2-140.
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Updating the execution message

The following panel is shown when you use action option 2=Change or 5=Display from the Edit
Execution Message main list panel, or when you use F14 from the Work with Object Authority Details
panel of function WRKOBJAUT.

: OMS660F1 THNDEV Edit Execution Message Execution Type: *COWI LE
: Mbde: *UPD
Execution Msg: OMX5301
Execution Ref: BAS

EType the required changes in the execution string. Then enter. Use F4 to
i pronpt command paraneters. Use only the followi ng symbols as substitutional
i vari abl es:

! @BIN=Cbj ect Nane @RCM=Sour ce Menmber Nane
i @BIL=Cbj ect Library Name @RCF=Source File Name @RCL=Source Library Nane;

At production sites, use conmand ' RETURN to bypass conpil ation
and install the object directly fromthe rel ease packet.

_________________________________________________________________________________

iFl:HeIp F3=Exit F4=Pronpt F5=Default F9=Cnd F12=Cancel F23=Delete

Use this panel to enter or modify the execution string - it must be avalid CL command or user-written
command. Substitution variables can be used, as shown in the panel body. (For example @OBJN,
@OBJL).

There are two types of execution commands (shown on the top right corner):

*COMPILE Source compilation commands used when the source member is compiled within the CR
environment, or as part of a CR movement/promote request.

*OBJEXC Object-related commands executed automatically after the part has been delivered.

The execution string, as shown on the pandl, is used to update the message in the user messagefile. If you
wish to update a message that contains prompt control characters, key in the desired prompt controls and
press enter. The prompted command appears. Simply enter any values required to satisfy the command
syntax checker.

The execution string that appeared on the panel before the command syntax checker is then used to update
the user message file.

You can use F4 to prompt for command parameters and to return the fully prompted command string. F4
processing removes all prompt control characters. If prompt control characters are required, type them in
after returning from the F4 prompt and continue. The system prompt control program does not accept
substitution variable @OBJT in the object type parameter. Key in an acceptable specific object type and
press Enter. After the program has returned to the edit line, overlay the specific object type with
substitution variable @OBJT.
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When changing * COMPILE command parameters, the changes are recorded separately from SEE/Change
defaults. Y ou can always use F5 to retrieve the original defaults.

For * COMPILE commands at production sites, you can specify re-compilation bypass for a specific object
type by changing the command to RETURN. Thiswill result in the object being duplicated from the
release packet into target library instead of re-compilation. Y ou can use F23 to delete the changes. If
*COMPILE commands are deleted, the origina SEE/Change defaults will be used for re-compilation; if
*OBJEXC commands are deleted, no process is invoked after object delivery.
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Deleting application message files

This function enables you to remove an application message file and associated control records from the
SEE/Change message file handling environment.

How to get into this function

Menu/Option: SEECFG2/14
Command: DLTAPPMSGF

Entry panels

Del ete Appl Message Fil e (DLTAPPMSGF)

EType choi ces, press Enter.

Application code . . . . . . . . Character val ue
i Message file name . . . . . . . Name
iVWrk library name . . . . . . . *CFG Name, *CFG

: Bot t omi
F3=Exi t F4=Pr onpt F5=Refresh F12=Cancel F13=How to use this display '

For further information, refer to Command DLTAPPMSGF on page 2-163.
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Changing object defaults

This function enables you to change the default source file name and the way source is managed for each
source based part type used under Thenon/SEE.
How to get into this function

Menu/Option: SEECFG2/15
Command: CHGOBJIDFT

Entry panels

Change Obj ect Defaults (CHGOBJDFT)

EType choi ces, press Enter.

ETHENO\I Obj ect reference (|d) ... >Cv___ (Press F4 for list of obj ids)?
i Default source file . . . .o QCMDSRC___ Name, *SAVE :
Source usage . . . e *COWPI LE__ *COWPI LE, *MEMO. ..
i Source record Iength o 13-999, *SAME
i Source statenent fromcolum . . 001__ Nunmber, *SAME
i Source statenent to colum . . . 080__ Nunmber, *SAME
i Source comment prefix . . . . . " ' Character val ue, *SAME
i Source comment suffix . . . . . " ' Char acter val ue, *SAME
Bottom?

F3=Exi t F4=Pr onpt F5=Refresh F12=Cancel F13=How to use this display

For further information, refer to Command CHGOBJDFT on page 2-155.
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Appendix A: Command summary
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Command APYOBJAUT: Apply Object Authority

The Apply Object Authority (APYOBJAUT) command enables you apply authorities to an object using
SEE/Change's authority template structure.

Authorities can be applied using one of three methods:

1 From a SEE/Change authority template

2 From a SEE/Change authority template, or, if no matching template found, from another copy of the
specified object

3 From another copy of the specified object

The following table shows the parameters to be entered to achieve the required method of authority

application.
Method OBJ OBJTYP | OBJATR REFLIB REFONLY
1 Y Y -
2 Y Y
3 Y Y Y
Note:

SEE/Change authority templates are maintained by function WRKOBJAUT.
To apply a SEE/Change authority template, the authority template table is searched in the following
sequence, and the first matching template is used:

» For the specified object.

« For any abject of the specified type in the specified library.

« For any object in the specified library.

« For any object of the specified type.

« For any object in any library.
Whenever authorities are to be applied from a referenced object, existing authorities on the specified
object are first revoked.

Object (OBJ)
Specifies the object in the library that is to have authorities applied.

Thisisarequired parameter.

Object-name
Specify the name of the object that is to have authorities applied.

Library-name
Specify the name of the library containing the object that is to have authorities applied.
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Object Type (OBJTYP)
Specifies the abject type, such as program (* PGM), of the object to have authorities applied. This
parameter is used in conjunction with the Object Attribute parameter to uniquely identify the object

type.
Object Attribute (OBJATR)

Specifies the object attribute, such as RPG (when Object Type parameter is * PGM), of the object to
have authorities applied. This parameter is used in conjunction with the Object Type parameter to
uniquely identify the object type.

Reference Object Library (REFLIB)

Specifies whether authorities are to be applied from a SEE/Change authority template, or from an
existing copy of the object.
Thisisarequired parameter. Possible values are:

*NONE

Apply authorities from a SEE/Change authority template.
Library-name

Specify the library containing an existing copy of the object

Reference Obj Authority Only (REFONLY)
Specifies whether authorities are to be applied from an existing copy of the object.
Thisisarequired parameter. Possible values are:

*NO

Apply authorities from a SEE/Change authority template, or an existing copy of the object if a
Reference Object Library parameter is specified.
*YES

Apply authorities only from an existing copy of the object.
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Command CFGBAROPT: Configure Bar Option

The Configure Bar Option (CFGBAROPT) command allows you to configure user-defined action and
status options to be integrated into certain SEE/Change functions.

Y ou can use this command to create a new user-defined option, replace or remove an existing user-defined
option.

Note:

User-defined options are not supported by SEE/Change. It is the user's responsibility to ensure these
options are configured correctly. User-defined options will be retained when subsequent upgrades to
SEE/Change are installed.

Function or Panel Id (PANEL)
Specifies the SEE/Change function containing the user-defined option. Possible values are:

WRKCROBJ
Work with CR Objects (Action or Status option)

WRKCRDEV
Work with CR Development (Status option)

WRKINVRQS
Work with Investigation Requests (Status option)

WRKCHGRQS
Work with Change Requests (Status option)

WRKRLS
Work with Releases (CR Allocation panel Status option)

Mnemonic (MNEMONIC)
Specifies the type of user-defined option. Possible values are:

*ACTION
Action option. The user-defined option will appear in the action pull-down menu when F4 is
pressed, and when action codes are displayed on the top of the panel. The Action option can be
specified only if PANEL(WRKCROBJ) is specified.

*STATUS

Status option. The user-defined option will appear in the status pull-down menu (when F22is
pressed).
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Option Number (OPTION)

Specifies the user-defined option number. Y ou can specify any option number in the range of 70-99
(option numbers in the range of 01-69 are reserved for SEE/Change internal options).

Thisisarequired parameter.

Option Text (TEXT)
Specifies the text associated with the user-defined option. Possible values are:

Text
Specify text string not longer than 12 characters.

*NOCHG
No change to existing text, when adding or changing the execution string.

*RMV
Remove user-defined option. Remove text and all associated execution strings.

Object Reference Id (OBJREF)

Specifies the SEE/Change object reference id if MNEMONIC(* ACTION) is specified. Possible values
are:

Object Ref (id)
The execution string you specify under parameter EXEC will be executed when the option
specified under parameter OPTION is used against any object with this reference id.

*ALL
The execution string you specify under parameter EXEC will be executed when the option
specified under parameter OPTION is used against any object.

Execution String (EXEC)
Specifies the command string executed when the option is selected. Possible values are:
CL command
Specify any valid CL command. The command will be validated; if invalid, a message will be
returned indicating the error, and the execution string will not be made operational. When

specifying the execution string for PANEL (WRKCROBJ) MNEMONIC(* ACTION) you can
embed the following run-time substitutional variables in the execution string:
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Variable Description

&1 Object name.
&2 CR library name. For application message files it is the common work library
as specified under general parameter @SVL.
&3 Default source file name.
&7 SEE/Change object referenceid.
&8 SEE/Change object type.
&9 SEE/Change object attributes.
&10 CR application mode.
&11 Local system code.
&13 IR number.
&14 CR sequence number.
*NOCHG

No change to existing string when changing the option text.

*RMV
Remove execution string.

Submit Execution ? (SBM)
Specifies whether the string is executed interactively or in batch. Possible values are:

*NO
Do not submit execution. Execute interactively.

*YES
Force batch execution.

*OPT
Optional. Allow run-time selection.
Submit Job Name (SBMJOB)
Specifies job name for submitted jobs. This parameter is prompted only for MNEMONIC(* STATUS),
and when an execution string is specified against parameter EXEC. Jobs submitted from a
MNEMONIC(* ACTION) option will always be assigned a job name that is the same as the selected
object name.

Possible values are:

Job name
Specify the job name to be assigned to submitted jobs.

*DEFAULT
The job name will be constructed automatically.
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Command CHGOBJDFT: Change Object Defaults

The Change Object Defaults (CHGOBJDFT) command enables you to change the default source file name
and the way source is managed for each source based abject type used under SEE/Change. It also enables
you to change default column positions and comment prefix and suffix used by SEE/One Compare and
Merge Manager.

Object reference id (OBJREF)
Specifies the SEE/Change object reference (id) for which the defaults are changed. Use F4 to prompt
for alist of valid object ids. After you specify the required object reference id, the current default
values will be shown. Y ou can then change them to different values.

Thisisarequired parameter.

Default source file (DFTSRCF)

Specifies the default source file associated with a source based object referenceid. It is applicable to
SEE/Change.

If you prompt this command with a valid object reference id, the current default value is shown. You
can then change it to a different default value. Possible values are:

source-file-name
Specify the default source file name associated with this object referenceid.

*SAME
Retain the existing default value.

The default source file name is used when:

» Creating the CR library. For each object id configured for the CR application, the default source
file nameis created within the CR library.

* Interpretive (*INTERPRET), memo (*MEMO) or copy reference (* CPY REF) source members
are promoted within the change management cycle, the member is copied into the default source
file name in the designated target library (as configured for the application, or as overridden for
the object).

The default source file is also used in the application configuration process when defining the
application live source pools. However, after you have specified the pool source file name and library
name, any later change to the default source file does not affect your pool configuration.

Thisfacility is provided for use when SEE/Change isinstalled initially, or when an object typeis
configured for use for the first time.
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The following should be considered when changing the default source file name after one or more
objects of the specified object id have been, or are, under SEE/Change change management:

Y ou must ensure that the default source file exists in each of the following libraries:

All existing CR libraries containing one or more objects of the specified object id.

All libraries configured to accept *INTERPRET, *MEMO or * CPY REF source members. You
can do this by creating the source file, or renaming the previously used default source file name
to the new name.

Source usage (SRCUSG)

Specifies the way source is managed in SEE/Change. Possible values are:

*COMPILE

Source member is used to compile an object.

Sourceis promoted at the development centre only to the live source pool.

Source is loaded into the release packet if either Distribute source code or Re-compile objs at
remote sites are specified in the application configuration as* YES, or if Load source to release
packet is specified in object overridesas Y.

Sourceis promoted at remote sites if either Distribute source code is specified in the application
configuration as* Y ES, or if Unload source from release packet is specified in object overrides as
Y; program type member is moved, database type member is copied.

Target library and distribution can be overridden on object level.

*MEMO

Source member is used as a memorandum, for example, program specifications or internal
documentation.

Source is promoted at the development centre only to the live source pool.

Sourceis loaded into the release packet if Distribute source code is specified in the application
configuration as * YES.

Source is promoted at remote sites if Distribute source code is specified in the application
configuration as *Y ES; the member is moved.

No object level overrides can be specified.
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*INTERPRET
»  Source member is used as run-time data (interpretive source).

» Sourceis promoted at the development centre to all target environments; the member is copied;
the member is aso promoted to the live source pool.

* Sourceis aways loaded to the rel ease packet and promoted at remote sites; the member is copied.

» Target library can be overridden on object level.

*CPYREF

»  Source member is used as compile time copy reference, for example: member referenced in
/COPY statement in RPG program.

»  Source member is promoted at the development centre to all target environments; the member is
moved; the member is also promoted to the live source pool.

» Sourceisloaded into the release packet if either Distribute source code or Re-compile objs at
remote sites are specified in the application configuration as* YES, or if Load source to release
packet is specified in object overridesas Y.

» Sourceis promoted at remote sites if either Distribute source code is specified in the application
configuration as * YES, or if Unload source from release packet is specified in object overrides as
Y; the member is moved.

o Target library and distribution can be overridden on object level.

*SAME
Retain the existing source usage value.

Thisfacility is provided for use when SEE/Change isinstalled initially, or when an object typeis
configured for usage for the first time.
When changing the source usage after one or more objects, of the specified object id, have been, or
are, under SEE/Change change management, you should review the usage of the default source file
namein all target libraries.

Source record length (SRCRCDLEN)

Specifies the source file record length.

The record length you specify here is used by SEE/Change when creating source filesin CR libraries
and in temporary work areas.

If you prompt this command with a valid object reference id, the current value is shown. Y ou can
then change it to a different value. Possible values are:
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record-length
Specify the record length. The value you specify must be equal to or greater than the value you
have specified for parameter TOCOL.

*SAME
Retain the existing record length value.

Thisfacility is provided for use when SEE/Change isinstalled initially, or when an object typeis
configured for use for the first time.

When changing the source usage after one or more objects of the specified object id have been, or are,
under SEE/Change change management, you should review the usage of the default source file name
in all target libraries.

Source statement from column (FRMCOL)
Specifies the starting position of source statements in source members.

The source statement starting position is used by SEE/One Compare and Merge Manager to identify
charactersin the source file that are eligible for compare and/or merge operations. If you prompt this
command with a valid object reference id, the current value is shown. Y ou can then changeit to a
different value. Possible values are:

column-position
Specify a numeric value greater than or equal to 1 and less than the value specified for parameter
TOCOL.

*SAME
Retain the existing from-column-position value.
Source statement to column (TOCOL)
Specifies the ending position of source statements in source members.
The source statement ending position is used by SEE/One Compare and Merge Manager to identify
charactersin the source file that are eligible for compare and/or merge operations. If you prompt this
command with a valid object reference id, the current value is shown. Y ou can then changeit to a
different value. Possible values are:
column-position
Specify a numeric value greater than the value specified for parameter FRMCOL and less than or
equal to the value specified for parameter SRCRCDLEN.

*SAME
Retain the existing to-column-position value.
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Source comment prefix (PREFIX)
Specifies the character string used as the prefix for comment source statements.
The comment prefix string is used by SEE/One Compare and Merge Manager when a comment is
inserted in the report and composite source members generated by the compare or merge operations.
If you prompt this command with a valid object reference id, the current value is shown. Y ou can
then change it to a different value. Possible values are:

character-string
Specify the comment prefix. To include leading blanks, enter a quoted character string.

*SAME
Retain the existing prefix value.

Source comment suffix (SUFFIX)
Specifies the character string used as the suffix for comment source statements.
The comment suffix string is used by SEE/One Compare and Merge Manager when a comment is
inserted in the report and composite source members generated by the compare or merge operations.
If you prompt this command with a valid object reference id, the current value is shown. Y ou can

then change it to a different value. Possible values are:

character-string
Specify the comment suffix. To include leading blanks, enter a quoted character string.

*SAME
Retain the existing suffix value.
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Command CHGSBMDFT: Change Submit Defaults

The Change Submit Defaults (CHGSBMDFT) command enables you to specify the default job description
being used for submitted jobs. The default job description name is stored in QTEMP. This function
enables you to change the current session default as stored in QTEMP.

There are no parameters for this command.

A subsequent window is shown, allowing you to change the current default job description name, or to
change its attributes. Y ou can nominate any existing job description name, or the value * CURRENT,
which indicates that job description associated with the user profile and the current interactive library list
are used.

Special considerations:

*  Whenyou initially sign-on to SEE/Change, the default is set to OMSJOBD in the SEE/Change
database library.

*  When you enter function WRKCROBJ (Work with CR Objects) the default job description is changed
to either *CURRENT or CRJOBD in the CR library, depending on the value you specify for general
parameter @SBM. Refer to Maintaining general parameters in Configuration Manager User and
Reference Manual. When you exit WRKCROBJ, the default in force before you have entered the
function is re-instated.
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Command DLTAPPMSGF: Delete Application Message File

The Delete Application Message File (DLTAPPM SGF) command enables you to remove an application
message file and associated control records from the common message file handling environment.

Application message files can be created, retrieved and maintained in a common area shared by al CR
developers. All required options can be requested from within function WRKCROBJ (Work with CR
Objects). Y ou can use this command to remove an application message file that was previously retrieved
or created using these options. Both the message file object and internal control datawill be removed. If
you attempt to re-retrieve the application message file that was removed by this command, a copy of the
current Live/Production version is re-initiated in the common handling area for the application.

Application Code (APPL)

Specifies the application code the message file is associated with. The application of the CR under which
the message file was created or retrieved is the associated application code.

Thisisarequired parameter.

Message File Name (MSGF)
Specifies the message file name to be removed.

Thisisarequired parameter.
Work Library Name (WRKLIB)

Specifies the common work library name where the message file and associated control records reside.
Typicaly, it is the application's message file library. Possible values are:
*CFG
The library name used is the library name specified as the message file library for the application.
Library Name
Specify the work library name.
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Command EDTFILTER: Edit Data

The Edit Data Filter (EDTFILTER) command enables you to add, change or delete a data filter.
Datafilters are used to filter the IR/CR related information shown through various SEE/Change functions.
A datafilter is a collection of selection criteria specifications stored in data areain SEE/Change Save
Library (as specified under general parameter @SVL).

Y ou can maintain any number of datafilters. You can assign a specific datafilter to any user enrolment
record, and specify whether the user isrestricted to the assigned data filter, or whether the assigned data
filter is the default filter and the user is allowed to change it or use a different filter.

Filter Name (FILTER)

Specifies the name of the datafilter to be maintained, created or deleted.

Name
Specify the filter name.

*SELECT
Select from alist of existing datafilters.
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Command UPDPRMDTA: Update Parameter Data

The Update Parameter Data (UPDPRMDTA) command must be run after changes are made to system
parameters via function WRKPRMDTA, after changes are made to system/site or application
configuration data, or after data filters are created.

This function does the following:

» Makes operational any changes that have been made to parameter data or configuration data.
»  Checks configuration integrity.
» Makes datafilters available for selection through the parameter window.

There are no parameters for this command.
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Command UPDSRCREG: Update Source Register

The Update Source Register (UPDSRCREG) command enables you load or update the application source
register based on the current source pool configuration.

This function must be run whenever the current source pool configuration is changed, to reset the source
member pointers for the application(s) that have been changed.

There must be no other SEE/Change function in use while the application source register is being
updated.
Application Code (APPL)
Specify the application code(s) that are to have their source register updated.
Thisisarequired parameter. Possible values are:

*ALL
Update the source register of all applications.

Name
Specify the code of the single application to have its source register updated.
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Command WRKAPPCFG: Work with Application Configuration

The Work with Application Configuration (WRKAPPCFG) command enables you to maintain
configuration data for all applications defined in your environment.

Network systems and sites must be configured using function WRKSY SCFG before any applications can
be configured.

For each application, you can maintain the following:

» Application definition
» Application database details
» Application source file details

» Application program environment details

Note:
1. These different types of application configuration data are related, and if changes are made in
one step, the subsequent steps should be followed through in order to ensure the integrity of the
application configuration.

2. Function UPDSRCREG should be run whenever changes are made to application source file
details.

The parameters of this command are:
Configuration Type (CFGTYP)
Specify the maintenance type. Possible values are:

*APPL
System/site maintenance

* AREA
L ocation maintenance
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Command WRKOBJAUT: Work with Object Authorities

The Work with Object Authorities (WRKOBJAUT) command enables you to maintain both the object
authorities that are applied, and the user-defined process to be executed when SEE/Change delivers an
object.

The following hierarchial order describes the different Apply Levels at which object authority templates
and user-defined processes can be maintained:

»  For aspecific object.

» For al objects of a specified type in a specified library.

» For al objectsin a specified library.

» For al objects of a specified type.

» For al objectsin all libraries.

You can also use this function to apply object authorities to any individual object, based on a defined

authority template.

There are no parameters for this command.
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Command WRKPRMDTA: Work with Parameter Data

The Work with Parameter Data (WRKPRMDTA) command enables you to maintain system parameters.
Function UPDPRMDTA should be run after any parameter maintenance processing, to ensure parameter
changes are made operational.
Mode (MODE)

Specifies the mode that this function is to operate in.

Thisisarequired parameter. Possible values are:

*WRK
Maintenance mode. Maintain parameter values.

*SEL
Select mode. Do not use this mode interactively. It is only used to select and return a parameter
value to a calling function.
Parameter Code (PRMC)
Specifies the code of the parameter type to process.

Thisisarequired parameter. Possible values are:

*SELECT
Select the parameter type to process, from alist of available parameter types.

Character-value
Specify the code of the parameter type to process.
Parameter Scope (SCOPE)
Specifies the types of parameters to be made available for processing through this function.
Thisisarequired parameter. Possible values are:

*USER
Only display those types of parameters that a user would normally be concerned with.

*ALL
Display all parameter types for processing, including SEE/Change internal parameters. Note that
maintaining SEE/Change internal parameters may corrupt the SEE/Change environment. Only
change SEE/Change parameters under the direction of your vendor.
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Command WRKSYSCFG: Work with System Configuration

The Work with System Configuration (WRKSY SCFG) command enables you to define your system
network environment.

It isthe first configuration function you should perform after installation. All systems and their sites must
be configured before you can proceed with application configuration.

Through the WRKSY SCFG function, you define the following:

»  The systemsin your network.

» Thesites defined for each system. Y ou can define multiple sites on the one physical system, and then
use function WRKAPPCFG to define separate database (and program, if necessary) environments for
each site on the one system.

»  The passthrough routing entries to establish the remote processing links for your particular network
operations.

Configuration Type (CFGTYP)
Specify the maintenance type. Possible values are:

*SYSM
System/site maintenance

*LOCN
L ocation maintenance

Automatic creation of SEE/Change system, application, and site

When WRKSY SCFG isfirst run for a new SEE/Change environment, the following items are
automatically created:

1 asystem with code THN, the development centre system for SEE/Change
1 asitewith code TH1, within the system THN; the development centre site for SEE/Change
1 an application with the code OMS. The application OMS is mapped for system THN.

When a new system is created, SEE/Change:

1 createsthefirst site for the system; the site code is the same as the system code.
1 maps the application OMS for the new system

The parameters of this command are:
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Command WRKTAL: Work with Thenon Authorisation Lists

The Work Thenon Authorisation List (WRKTAL) command enables you to maintain lists of users whose
explicit authorisation is required before a CR can be promoted. These lists of users are referred to as
Thenon Authorisation Lists.

Users can authorise a CR promote operation by using function GRTMVTAUT (Grant Movement

Authorisation); they can revoke previously granted authorizations by using function RVKMVTAUT
(Revoke Movement Authorisation).

Three list types (levels) can control the authorisation requirement:

*SYS System level list of users who are required to authorise all promotions on the local
system.
*APP Application level list of users who are required to authorise all promotions of CRs

belonging to a specific application.
*CR CR levd list of users who are required to authorise all promotions of a specific CR.

Any user who is authorised to nominate users at System or Application level can remove or add any user
to any list.

The following CR movement/promote request types must be authorised by the nominated users:

*MDL Promote to Modul&/Integration environment.
*ACP Promote to Acceptance/QA environment.
*RDY Flag the CR as Ready for Release.

*LIV Promote to Live/Production environment.
*ALC Allocation of CRsto arelease.

*RLS Release to a Live/Production environment.

You can specify alist for each of the above request types for each list type. For example, you can specify
the list of users whose explicit authority is required to promote to the Live/Production environment all
CRs belonging to a certain application.

The parameters of this command identify the list requested for maintenance.

Mode (MODE)
Specify the authorisation list level. Possible values are:

*SYS
System level list.

*APP
Application level list specified application.
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*CR
CR level list. Thisisarequired parameter.

Application (APPL)

Specify the application code for application level list. Thisentry is only used with MODE(* APP).
IR Development System (SYSM)

Specifies the IR/CR development system code for CR level list. Thisentry isonly used with

MODE(*CR).

IR Number (IRNBR)

Specifies the IR number for CR level list. Thisentry is only used with MODE(* CR).

CR Sequence (CRSEQ)

Specifies the CR sequence for CR level list. This entry is only used with MODE(* CR).

2-180 SEE/Change



Command WRKUSRAUT: Work with User Authorities

The Work with User Authority (WRKUSRAUT) command enables you to enrol SEE/Change users and
maintain their enrolment data.

Each user can be enrolled under their individual user profile, or under their associated group profile. If a
user is enrolled under both user and group profiles, the enrolment data associated with the user profile
takes precedence.

Each enrolment record you specify associates a user or a group profile with a specific SEE/Change
module. Each SEE/Change module represents a group of functions. Y ou specify the authority of the user
or group profile to the module, the data filters used when working with functions belonging to the module,
and other sign-on related items.

Y ou can use this function, and the SEE/Change sign-on function (command THENON) to incorporate
enrolment and user access to applications other than SEE/Change. Before enroling users to these
applications, you must first complete the system, site, and application configurations for these
applications.

There are no parameters for this command.
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Appendix A: Object reference id table

Object 0S/400 Type |OS/400 |Source Usage |Default Source |Edit Type |Lib Internal id
Reference Id Attribute File Type

BAS *PGM BAS *COMPILE QBASSRC BAS *PGM 30
BAS38 *PGM BAS38 *COMPILE QBASSRC BAS38 *PGM 31
C *PGM C *COMPILE QCSRC C *PGM 58
CREF *CPYREF H C *PGM 75
CBL *PGM CBL *COMPILE QCBLSRC CBL *PGM 24
CBLREF *CPYREF QCBLREF CBL *PGM 73
CBLTPL *MEMO QCBLTPL CBL *PGM 53
CBL36 *PGM CBL36 *COMPILE QS36SRC CBL36 *PGM 63
CBL38 *PGM CBL38 *COMPILE QCBLSRC CBL38 *PGM 25
CLP *PGM CLP *COMPILE QCLSRC CLP *PGM 26
CLP38 *PGM CLP38 *COMPILE QCLSRC CLP38 *PGM 27
CMD *CMD *COMPILE QCMDSRC CMD *PGM 01
CMD-NOSRC |*CMD *PGM 44
CMNF38 *EILE CMNF38 |*COMPILE QDDSSRC CMNF38 [*PGM 80
CRDTA *EILE PF *PGM 13
DFU *PGM DFU *PGM 28
DFUEXC38 |*PGM DFUEXC *PGM 29
DFUEMT *EILE DFU *PGM 03
DFUEMT38 |*FILE DFUEXC *PGM 04
DSPF *EILE DSPF *COMPILE QDDSSRC DSPF *PGM 05
DSPF- *FILE DSPF *PGM 43
NOSRC

DSPF36 *EILE DSPF *COMPILE QS36SRC DSPF36 |*PGM 65
DSPF38 *EILE DSPF38 |*COMPILE QDDSSRC DSPF38 |*PGM 06
DTAARA *DTAARA *DB 02
FTN *PGM FTN *COMPILE QFTNSRC FTN *PGM 57
ICFF *EILE ICFF *COMPILE QDDSSRC ICFF *PGM 69
ICFF-NOSRC |*FILE ICFF *PGM 70
JCL *PGM JCL *INTERPRET QTXTSRC *PGM 81
JOBD *JOBD *DB 17
JOBQ *JOBQ *PGM 37
LF *EILE LF *COMPILE QDDSSRC LF *DB 09
[l E-NOSRC I*EILE LE *DR 41
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Object 0S/400 Type | 0S/400 Source Default Source |Edit Type |Lib Internal id
Reference Id Attribute Usage File Type

LF38 *EILE LF38 *COMPILE QDDSSRC LF38 *DB 10
MENU *MENU DSPF *PGM 51
MENU-PGM | *MENU PGM *PGM 52
MENU-UIM *MENU UM *COMPILE QMNUSRC MENU *PGM 96
MNUCMD *MSGFE *COMPILE QDDSSRC MNUCMD |*PGM 49
MNUDDS *EILE DSPF *COMPILE QDDSSRC MNUDDS |*PGM 50
MNU36 *EILE DSPF *COMPILE QS36SRC MNU36 *PGM 67
MNU36- *MSGF *COMPILE QS36SRC MNU36 *PGM 68
MSGF

MSGF *MSGF *PGM 23
MSGF36 *MSGFE *COMPILE QS36SRC DSPF36 |*PGM 66
MSGQ *MSGQ *DB 38
OCL36 *INTERPRET | QS36SRC OCL36 *PGM 45
ouUTQ *OQUTQ *DB 36
PF *EILE PF *COMPILE QDDSSRC PF *DB 11
PF-NOSRC |*FILE PF *DB 40
PF-SQL *EILE PF *DB 78
PF38 *EILE PF38 *COMPILE QDDSSRC PF38 *DB 12
PGM-NOSRC | *PGM 27?7 *PGM 39
PLI *PGM PLI *COMPILE QPLISRC PLI *PGM 59
PNLGRP *PNLGRP *COMPILE QPNLSRC PNLGRP |*PGM 71
PNLREF *CPYREF QPNLSRC PNLSRC |*PGM 74
PRTF *EILE PRTF *COMPILE QDDSSRC PRTF *PGM 15
PRTF- *FILE PRTF *PGM |42
NOSRC

PRTF38 *EILE PRTF38 *COMPILE QDDSSRC PRTF38 |*PGM 16
QRY *QRYDFEN QRY *PGM 14
QMQRY *QMQRY *PGM |82
QMFORM *QMFORM *PGM 83
QMPROC *PGM QMPROC *INTERPRET | QQMPRCSRC *PGM 84
QMQRY-SRC |*QMQRY *COMPILE | QQMQRYSRC *PGM |85
QMFORM- *QMFORM *COMPILE QQMFORMSR *PGM 86
SRC C

REXX *INTERPRET | QREXXSRC REXX *PGM 47
RPG *PGM RPG *COMPILE QRPGSRC RPG *PGM 32
RPGREF *CPYREF ORPGSRC RPG *PGM 72
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Object 0S/400 Type | 0S/400 Source Default Source |Edit Type |Lib Internal id
Reference Id Attribute Usage File Type
RPGTPL *MEMO QRPGTPL RPG *PGM 54
RPG36 *PGM RPG36 *COMPILE QS36SRC RPG36 *PGM 64
RPG38 *PGM RPG38 *COMPILE QRPGSRC RPG38 *PGM 33
RPT *PGM RPG *COMPILE QRPGSRC RPT *PGM 76
RPT36 *PGM RPG36 *COMPILE QS36SRC RPT36 *PGM 77
SCHIDX *SCHIDX *PGM 95
SPEC *MEMO QTXTSRC TXT *PGM 55
SQLC *PGM SQLC *COMPILE QCSRC SQLC *PGM 61
SQLCBL *PGM SQLCBL *COMPILE QCBLSRC SQLCBL [|*PGM 56
SQLFTN *PGM SQLFTN *COMPILE QFTNSRC SQLFTN [*PGM 60
SQLPLI *PGM SQLPLI *COMPILE QPLISRC SQLPLI *PGM 62
SQLRPG *PGM SQLRPG *COMPILE QRPGSRC SQLRPG [*PGM 34
SQLRPT *DTAARA *PGM 08
SQLVIEW *DTAARA *PGM 07
SRT36 *INTERPRET | QS36SRC SRT36 *PGM 48
UNS36 *MEMO QS36SRC UNS36 *PGM 46
YWINDOW |*USRSPC YWINDOW WDW *PGM 99
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Appendix B: Report examples
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Check configuration details listing

18/11/93  Configuration analysis at Sydney, Australia Page: 1
Li b: DSTAUSLI V Usage:
Li ve/ Prod database for appl Distributi (DST) at system Sydney, Au (SYD
site Australian (AUS).
Li b: DSTESTACP Usage:
Accept/ QA dat abase for appl Distributi (DST) at system New York C (NYQ)
site East coast (EST).
Li b: DSTESTLIV Usage:
Li ve/ Prod database for appl Distributi (DST) at system New York C (NYQ)
site East coast (EST).
Li b: DSTEURACP Usage:
Accept/ QA dat abase for appl Distributi (DST) at system London, En (LON)
site European o (EUR).
Li b: DSTEURLI V Usage:
Li ve/ Prod database for appl Distributi (DST) at system London, En (LON)
site European o (EUR).
Li b: DSTM DACP Usage:
Accept/ QA dat abase for appl Distributi (DST) at system New York C (NYQ)
site Md Wst o (MD).
Li b: DSTM DLI V Usage:
Li ve/ Prod database for appl Distributi (DST) at system New York C (NYQ)
site Md Wst o (MD).
Li b: DSTNZLLI V Usage:
Li ve/ Prod database for appl Distributi (DST) at system Sydney, Au (SYD
site New Zeal an (NZL).
Li b: DSTOBJACP Usage:
Accept/ QA pgns for base appl Distributi (DST) at system Los Angel e (LAX).
Accept/ QA pgns for base appl Distributi (DST) at system London, En (LON).
Accept/ QA pgns for base appl Distributi (DST) at system New York C (NYC).
Accept/ QA pgns for base appl Distributi (DST) at system Sydney, Au (SYD).
Li b: DSTOBJLIV Usage:
Live/ Prod pgns for base appl Distributi (DST) at system Los Angele (LAX).
Live/ Prod pgns for base appl Distributi (DST) at system London, En (LON).
Live/ Prod pgns for base appl Distributi (DST) at system New York C (NYO).
Live/ Prod pgns for base appl Distributi (DST) at system Sydney, Au (SYD).
Li b: DSTOBJMDL Usage:
Mil /I nteg pgns for base appl Distributi (DST) at system Sydney, Au (SYD).

User profile checks
*WARNI NG User profile DVB specified for enrol nent of application
Thenon/ SEE (DST), does not exist in system Sydney, Au (SYD).

END OF REPORT 0 errors and 1 warning detected 18/11/93
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Parameter code listing

CODE Par anet er Description
@\RP Archive/Wrk Library Prefix

@\UT Aut hori sation Code

@\WU1 Aut horisation Code - Thenon/ ONE

@\2 Aut horisation Code - Thenon/JOB

@FM Dat e For mat

@QOC Auto Docunentatn: *NONE/ *ALL/*H ST/ *RPG
@TL THENON Data Library

@ LR THENON Docunent Fol der Nane

@NA ESS (Security) interface active ?

@NB LANSA interface active ?

@NC IR Extention Data Active ?

@ND CR Extention Data Active ?

@.ND LANSA Data Library

@NS LANSA Library
@NL LANSA novenent :
@N2 LANSA novenent: |nclude conpiled obj ?
@N3 LANSA novenent: Qrit RDM. source ?

@.SY Local System Code

@.TP Local Tape Device Nane

@BL THENON Obj ect Library

@WH | ncoming software rel ease hold status
@MWR THENON Transfer Request Nane

@PM QOper at or Message Queue Nane

@WN Aut horised usrprf for CR control objects
@CK DMB Initial Packet Size Linmitation

@RCH | nconming data transfer hold status

@BM Job Description for submtted CR jobs
@NH Qut goi ng data transfer hold status

Include file data ?

@\VD Libraries for THENON daily save (SAVE)

@VL THENON Save Library

@VW Li braries for THENON weekly save (SAVE)

@YN Synon/ 2 rel ease | evel
@XO Report Heading

THENON Sof t war e Envi ronment Engi neering

Par anmet er Listing For Code:

*ALL

Par anmet er Data
PREFI X (A . 2)
Aut hr st n Code
Aut hr st n Code
Aut hr st n Code
* DMWY/ * YMD/ * MDY
Type code

Li brary Name
Fol der Narme
*YES or *NO
*YES or *NO
DESCRI PTI ON
DESCRI PTI ON

Li brary Name
Li brary Name
*YES or *NO
*YES or *NO
*YES or *NO
Syst em Code
Devi ce Name

Li brary Name
*YES or *NO
Tfr Rgs Nane
MsgQ Name

User Profile
Size Limt (Ks)
*YES or *NO
KEYWORD

*YES or *NO

Li brary name

Y

443AA9FBOD78745
FEB217856523221
A06D7CA54121106

*YES
O¥TFR
QSYSCOPR
*PUBLI C
16000
*YES

kkkkhkkkhhkkhhkkkkk

*YES

Descri ption

O* Al CR Libraries
QVBDTA* Thenon Data Libra
QVSDTALI V Live CMdata for
QOVBSAV* Thenon Save Libra
QVBSAVTHN Live CM save for
Li brary Name QVBSAVDOC

Li brary nane Descri ption

AP1* Al APl libraries
O* Al'l THENON curren
OVBDTA* Al THENON data |
QOVBOBJ* Al THENON obj ect
OVBSAV* Al'l THENON save |
QOVBSRC* Al'l THENON source
%I ease Level RS SRS SRR SRR EE RS
Headi ng THENON Sof tware E

Dat e:

18/11/93

Page:

1
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Index

* ACP environment 2-13

* ACP movement request type 2-32, 2-39

* ALC movement request type 2-39

*ALL authority template level 2-19

*ALL naming pattern usage 2-100

* AND relationship when using search
criteria 2-121

* APP authorisation level 2-39

*BAS source level 2-14

*BYPASS keyword 2-34

*COMPILE execution command specifier
2-140

*COMPILE source usage 2-17, 2-27

*COMPILE type object referenceid 2-17

*CPY REF source usage 2-17, 2-27

*CR authorisation level 2-39

*CR error log report level 2-95

*CRJOBD job description specifier 2-98

*CURRENT job description indicator
2-161

*CURRENT job description specifier
2-98

*DEV environment 2-13

*EDT (parameter attribute) 2-91

*GRP source level 2-14

archiving levels 2-36, 2-68
CASE tool 2-32, 2-61

code 2-12, 2-60

configuration 2-14, 2-59, 2-70
copying 2-61

CRlibrary 2-33

creating 2-61, 2-63

database libraries 2-14
databases 2-61

definition 2-12

deleting 2-61

development centre system 2-12
displaying 2-61

job description 2-15, 2-25, 2-64
libraries 2-72

library lists 2-15, 2-25
production system 2-12
program libraries 2-15

source configuration 2-61, 2-76
source levels 2-76

source members 2-24

source pools 2-76

source register 2-24, 2-87
specifying where used 2-70
updating 2-61, 2-63
where-used listing 2-61

*INTERPRET source usage 2-17, 2-27
*LEN (parameter attribute) 2-91
*LIB authority template level 2-19

Application areas 2-53, 2-85
Application override 2-66, 2-74, 2-75
Application part 2-16

*LIBTYP authority template level 2-19
*LIV environment 2-13

*LIV movement request type 2-32, 2-39
*MDL environment 2-13

*MDL movement request type 2-32, 2-39
*MEMO source usage 2-17, 2-27

*MEMO type object referenceid 2-17
*NEW naming pattern usage 2-100
*OBJ authority template level 2-19

authority 2-19
baselevel 2-14
creating 2-21
duplicate 2-32
group specific 2-14
movements 2-32
overrides 2-25, 2-34
re-compilation 2-25
site specific 2-14

*OBJtemplate level 2-19 template 2-105

*OBJEXC execution command specifier Application source register 2-87
2-140 APYOBJAUT command 2-149

*RDY movement request type 2-39 Archive

*RLS error log report level 2-95
*RLS movement request type 2-39
*SIT source level 2-14

*SY S authorisation level 2-39
*TY P authority template level 2-19
*USRPRF object type 2-57

*VLD (parameter attribute) 2-91
@AUT parameter 2-41, 2-50
@LSY parameter 2-41, 2-50, 2-52
@SBM parameter 2-161

@SVL parameter 2-18

@WRD parameter 2-31

APPC Device Chain 2-57
Application

example 2-36
impact on disk space 2-36
levels 2-36, 2-67
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prefix parameter 2-93
purpose 2-36
restore from 2-36
source pools 2-23
Archive/work library prefix 2-93
Authorisation
code 2-50
grant 2-19
level 2-39
lists 2-125
object 2-19, 2-105
of movement 2-39
revoke 2-19
specifications 2-19
template 2-19, 2-45
Authorisation code
for SEE/Change 2-93
for SEE/Job 2-93
for SEE/One 2-93
Authorised user profile 2-98
Authority level (for Communication
Manager functions) 2-45
Authority template 2-105
Authority template level 2-19
Auto documentation 2-94
Auto revert 2-67
Auxiliary storage pools (ASP)
definition 2-37
example 2-37
select 2-64
Base application source pool 2-79
Batch submission of CR operations 2-101
CASE tools 2-32
CFGBAROPT command 2-151
CHGOBJDFT command 2-145, 2-155
CHGSBMDFT command 2-161
CHGSBMDFT option 2-161
CHKCFG command 2-133
command
APYOBJAUT 2-149
CFGBAROPT 2-151
CHGOBJDFT 2-145, 2-155
CHGSBMDFT 2-161
CHKCFG 2-133
DLTAPPMSGF 2-143, 2-163
DSTCFG 2-42
EDTEXCMSG 2-139
EDTFILTER 2-165
EDTPTNTBL 2-137
INSTALCFG 2-42
LSTPRM 2-135
SBMJOB 2-98
UPDPRMDTA 2-50, 2-51, 2-89,
2-167
UPDSRCREG 2-61, 2-87, 2-169
WRKAPPCFG 2-9, 2-42, 2-51, 2-59,
2-87,2-171
WRKOBJAUT 2-9, 2-20, 2-105,
2-140, 2-173
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WRKPRMDTA 2-9, 2-41, 2-89,
2-137, 2-175
WRKPTNTBL 2-137
WRKSY SCFG 2-9, 2-41, 2-51,
2-177
WRKTAL 2-9, 2-62, 2-179
WRKUSRAUT 2-9, 2-44, 2-181
Common application access 2-44
Compilation 2-25, 2-66
Compilation parameters 2-139
Completion status (of promote request)
2-38
Complexity level 2-71
Concurrent development 2-33, 2-66
Configuration
complexity level 2-67, 2-71
distributing 2-42
general approach 2-11
local system code 2-41
managing 2-41
of selected system asloca system
2-52
options 2-131
overrides 2-18, 2-34
selected system aslocal system 2-52
Configuration Manager
main functions 2-9
menus 2-10
Configuration, checking 2-133
Configuring
application source 2-61
applications 2-14, 2-42, 2-59
databases 2-61
networks 2-26
program environments 2-61
systems 2-51
CR
application part overrides 2-34
automatic revert if promote error
2-67
concurrent development 2-66
distribution 2-38
emergency fix 2-33
error log report level 2-95
extension data 2-96
level of application part 2-16
library 2-33
movement authorisation 2-39, 2-125



movement checks 2-100
multiple versions 2-33, 2-66
network status 2-38
pool id 2-93
promote 2-32, 2-38
types 2-79
version indicator 2-93
CR type, mnemonics for 2-100
Cross-application documentation 2-65
CRTP parameter 2-79
Daily backup, specifying libraries for
2-99
Data transfers
specifying whether to hold incoming
2-98
specifying whether to hold outgoing
2-99
Database library 2-14
Date
checks 2-101
differences treated as errors or
warnings 2-101
format 2-94
Default IR category 2-100
Default job description 2-161
Defining
Site 2-56
sites 2-11, 2-53, 2-56
systems 2-11, 2-51
templates 2-19, 2-20
Deleting
applications 2-61
CR libraries 2-33
filters 2-120
message files 2-143
object authority 2-107
systems 2-53
user-defined options 2-131
Development text 2-31
Disk usage 2-36
DLTAPPMSGF command 2-143, 2-163
Document types and templates 2-31
DSTCFG command 2-42
EDTEXCMSG command 2-139
EDTFILTER command 2-165
EDTPTNTBL command 2-137
Emergency Fix CRs 2-33
Environment
*ACP 2-13
*DEV 2-13
*LIV 2-13
*MDL 2-13
definition 2-13
definition of term 2-13
libraries 2-72
Environment libraries 2-72
Error log report levels 2-95
Error logs 2-25
ESSinterface 2-95

Execution commands 2-140
Execution messages 2-139, 2-140
Execution string 2-140
Filters 2-45, 2-119, 2-120
Group profile 2-39, 2-53, 2-57, 2-111,
2-116
Incoming data transfers 2-98
Initial transfer packet size 2-98
INSTALCFG command 2-42
Installation logging level 2-95
Installing
releases 2-38
SEE/Change 2-41
IR category codes 2-100
IR extension data 2-96
IR/CR relationship 2-120
IS priority codes 2-100
IStext 2-31
Job description 2-15
Job description for submitted CR jobs
2-98
LANSA
compiled object 2-97
datalibrary name 2-96
enabling interfaceto 2-95
filedata 2-97
library name 2-97
partition details 2-59
partitions 2-61
RDML source 2-97
LANSA RDML source 2-97
Libraries for SEE/Change daily backup
2-99
Libraries for SEE/Change weekly backup
2-99
Library lists 2-15
Library name 2-73
Library usage analysis 2-133
Listing
configuration details 2-133, 2-188
parameters 2-92, 2-135, 2-189
Local override 2-34
Locd system code 2-97
L ocal tape device name 2-97
Locations 2-83
LSTPRM command 2-135
Message execution 2-108
Message file library 2-64
Message files 2-18, 2-143
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Message queue name 2-98
Minimum Required Authority Level
2-45, 2-114

Module access 2-111
Monitor Request 2-114
Movement type

*ACP 2-32

*LIV 2-32

*MDL 2-32
Movements

authorisation 2-39

transaction types 2-126

warning for concurrent devel opment

2-33
Multiple versioning 2-33, 2-66
Naming pattern 2-100, 2-137
Network
configuration 2-26, 2-41
CR status 2-38
release distribution 2-38
user id 2-12
O#CFG (transfer request) 2-42
Object authorities
applying 2-107
simulating 2-110
updating 2-107

Object authority levels, applying 2-110

Object defaults 2-145
Object referenceid 2-16, 2-183
Object-specific processing 2-20
Objects
applying authority 2-107, 2-110
authorities 2-19
authority templates 2-19, 2-105
changing defaults 2-145
changing defaults for 2-17
creating authority 2-108
creating authority for 2-107
deleting authority 2-107
displaying authority 2-107
moving 2-18
updating authority 2-108
Operator message queue name 2-98
0S/400 release level 2-55
Outgoing data transfers 2-99
Overrides
distributing 2-66
specifying 2-25, 2-34
Packet size limit 2-98
Panel style 2-99
Parameter
@AUT 2-41, 2-50
@LSY 2-41, 2-50, 2-52
@SBM 2-161
@SVL 2-18
@WRD 2-31
CRTP 2-79
Parameter codes excluded from
installation 2-43
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Parameters
*EDT attribute 2-91
*LEN attribute 2-91
*VLD attribute 2-91
defining 2-50
displaying 2-91
distribution of 2-89
format 2-89
list of 2-93, 2-189
listing 2-92, 2-135
maintaining 2-89
updating 2-50, 2-89, 2-91, 2-103
validation of 2-89, 2-92

Primary source pool 2-21

Problems, whether treated as warning or

error 2-100
Processing template 2-20, 2-105
Program library 2-15
Re-compilation of source code 2-65

Record length for AS400-to-S38 transfers

2-101

Release

distribution 2-38

error log report level 2-95

packet 2-25, 2-27

status 2-38

target 2-38
Release level (0S/400) 2-55
Release text 2-31
Remote location name 2-57
Report heading 2-99
Routing configuration entry 2-57
Save library 2-99
SBMJOB command 2-98

Search criteria (for IRsand CRs) 2-121

SEE/Change
application code 2-42
configuration database 2-41
configuration database files 2-41
datalibrary name 2-94
document folder name 2-94
functions 2-46
logo 2-97
object library name 2-97
panel style 2-99
save library 2-99
source pools 2-24
source register 2-61
system code 2-52



transfer request name 2-98
weekly backup 2-99
SEE/One Compare and Merge Manager
2-33
Serial number 2-54
Signon exec string 2-117
Site
application usage 2-11
code 2-12, 2-41, 2-56
configuring 2-53
defining 2-53, 2-56
example 2-12
Site group-specific parts 2-70
Site-specific part 2-70
SNADS user id 2-54
Software rel eases, specifying whether to
hold incoming 2-98
Source
changing defaults 2-145
compilation 2-25, 2-139
distribution 2-25
levels 2-14, 2-76
naming patterns 2-30, 2-137
promoting 2-27
register 2-24, 2-61, 2-87
templates 2-30
usage 2-16, 2-27
Source code distribution 2-65
Source code recompilation 2-65
Source levels 2-14
Source members, delivery at remote
systems 2-80
Source naming patterns 2-137
Source pools 2-21, 2-59, 2-76
configuration 2-61
listing 2-76
locking 2-77
removing configuration entries 2-80
specifying by CR type 2-79
use during CR movements 2-81
Source register 2-24, 2-61
Source templates 2-30
Source usage 2-27
*COMPILE 2-17
*CPYREF 2-17
*INTERPRET 2-17
*MEMO 2-17
Status
create options 2-131
delete options 2-131
of release 2-38
update options 2-131
SYNON/2 release level 2-99
System
application usage 2-11
code 2-11, 2-41, 2-50, 2-54
configuring 2-51
copying 2-53
creating 2-53, 2-54

defining 2-11, 2-51
deleting 2-53
displaying 2-53
primary 2-41
routing entries 2-53, 2-57
serial number 2-54
setting up passthrough entries 2-53
sites 2-53, 2-56
SNADS user id 2-54
TAL 2-39
update 2-53
updating 2-53, 2-54
System configuration entry
changing 2-53
create by copying 2-53
deleting 2-53
displaying 2-53
Target library type 2-18
Target pool (for source pool) 2-78
Task schedules 2-62
Template
document 2-31
level *ALL 2-19
level *LIB 2-19
level *LIBTYP 2-19
level *OBJ 2-19, 2-109
level *TYP 2-19, 2-109
object authority 2-19, 2-105, 2-108
processing 2-20, 2-105
source 2-30
Text templates 2-31
Thenon Authorisation Lists 2-39
Transfer Request 2-114
Transferring configuration 2-42
Update
naming pattern tables 2-137
object authority 2-107
source register 2-87
Updating
applications 2-61, 2-63
execution messages 2-140
filters 2-120
naming pattern tables 2-137
object authorities 2-107, 2-108
object defaults 2-145
parameters 2-50, 2-91, 2-103
systems 2-53, 2-54
the source register 2-24, 2-61, 2-87
user enrolment 2-113
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UPDPRMDTA command 2-50, 2-51,
2-89, 2-167
UPDSRCREG command 2-61, 2-87,
2-169
User
access 2-19
application code 2-116
authorisation 2-125
authorisation level 2-114
authority level 2-117
creating new profile 2-45
enrolment 2-44
environment code 2-117
module 2-116
outg/library 2-117
sign-on execution string 2-117
Site code 2-117
User profile 2-39, 2-53, 2-57, 2-111,
2-116
User text 2-31
User-defined options 2-131
User-defined priorities for IRs 2-101
Weekly backup, specifying libraries for
2-99
Word processing facility 2-99
Word processor, specifying 2-31
Work library prefix 2-99
WRKAPPCFG command 2-9, 2-42,
2-51, 2-59, 2-87, 2-171
WRKOBJAUT command 2-9, 2-20,
2-105, 2-140, 2-173
WRKPRMDTA command 2-9, 2-41,
2-89, 2-137, 2-175
WRKPTNTBL command 2-137
WRKSY SCFG command 2-9, 2-41,
2-51, 2-177
WRKTAL command 2-9, 2-62, 2-179
WRKUSRAUT command 2-9, 2-44,
2-181
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